I. INTRODUCTION .................................................................244

II. BREAKS IN INTEROPERABILITY AMONG PREVIOUSLY
COMPATIBLE PRODUCTS POSE THE CHIEF THREAT TO
COMPETITION IN MARKETS OF SOFTWARE PRODUCTS ........246
   A. Breaks in Interoperability in Practice: Three Examples .......247
   B. Threat of Exclusionary Conduct at Its Height ................250
   C. Countervailing Interests at Their Lowest ......................250
   D. Standard-Setting Organizations Are Inadequate
      Regulators ..............................................................251

III. THE CURRENT LAW OF PREDATORY INNOVATION ..........253
   A. Predatory Innovation Tests: Business Justification and
      Market Acceptance ..................................................254
   B. Assumed Characteristics in Markets of Physical
      Products ..................................................................257
      1. Weak Network Effects .............................................257
      2. Continued Availability of Older Products .................259
      3. Users Recognize Change ........................................260

IV. SOFTWARE PRODUCT REDESIGN AND MARKETS ..........261

* Suzanne Van Arsdale is an associate with Sidley Austin LLP. Suzanne earned a J.D. from Harvard Law School in 2015 and three degrees from Clarkson University in 2010: a B.S. in Biomolecular Science, a B.S. in Biology, and a B.S. in Psychology.
Cody Venzke is an associate with Paul Hastings LLP. Cody earned a J.D. from Stanford Law School in 2015 and a B.A. from St. Olaf College in 2010.
The views expressed in this article are exclusively those of the authors and do not necessarily reflect those of Sidley Austin LLP and its partners, nor of Paul Hastings LLP and its partners. This Note has been prepared for informational purposes only and does not constitute legal advice. This information is not intended to create, and receipt of it does not constitute, a lawyer-client relationship. Readers should not act upon this without seeking advice from professional advisers.
The authors wish to thank Professors Mark Lemley and Louis Kaplow for advising the paper that inspired this Note, Zach Shepherd for his technical expertise, Peter Arnaboldi for his helpful comments as Article Editor, and the editors and staff of the Harvard Journal of Law & Technology for their dedication and support.
I. INTRODUCTION

At its core, antitrust doctrine seeks to promote competition and, in turn, innovation. In theory, monopolists may run afoul of the Sherman Act by altering their products to prevent competitors from entering the market—a violation of antitrust law known as predatory innovation. In practice, courts have refused to find liability as long as the market has accepted the changed product, “innovative” or not. This doctrine, which has generally been accepted as well-grounded, developed during a period predating the rise of the Internet. Consequently, the doctrine of predatory innovation (or rather, the one against it) depended on implicit assumptions about products that were primarily physical in nature.

However, the rise of computing technologies and the emergence of the Internet have created a market in software products which defies these assumptions. This Note defines software to encompass all code-based, machine-intelligible instructions, including any non-physical components of a computer system, such as operating systems, applications, websites, and social media platforms. Unlike many physical products subject to antitrust allegations stemming from predatory innovation, software products, especially web services, (1) are more

likely to depend on network effects for success; (2) allow producers to effectively discontinue availability of and support for older products; and (3) can be changed with minimal or no effect on the user experience.

Consequently, a dominant firm may harm competition by limiting the interoperability, or compatibility, of a dominant product with those of competitors. Interoperability is the ability of software to interact with other software or hardware by (1) exchanging information and (2) using the exchanged information; if software cannot interoperate with a depended-upon component, it may lose features or not work at all. Because of the nature of software products, breaks in interoperability may occur without users ever being aware that they are dealing with a new version of the product. This new software market calls for a reexamination of the applicability of existing predatory innovation doctrine to software products.

This Note lays the foundation for such a reexamination. Part II outlines the type of conduct we see as problematic: breaks in formerly interoperable software products. This conduct, we argue, is of particular concern to antitrust analysis as it threatens to hurt competition in software markets for no purpose other than the exclusion of competition. Part III traces the law of predatory innovation as it currently stands, including the assumptions courts made about products as they developed the doctrine. In particular, this Part finds that markets of traditional, physical products generally satisfy the three assumptions mentioned above, that (1) individual products do not depend on network effects; (2) producers and consumers may continue to sell older products even as new iterations enter the market; and (3) the market is able to recognize when a product change is made and respond to that change in choosing among competing products. Part IV examines the nature of software markets and how they differ for those that gave rise to predatory innovation law. This Part argues that software products do not adhere to the three assumptions that underlie the development of predatory innovation doctrine; consequently the application of the doctrine as it now stands to software products is uneasy at best.

Part V rejects the applicability of other traditional tests for monopolization, such as tying and unilateral refusals to deal, in the software context. As discussed below, tying cannot reach many instances of predatory innovation in software products, as the anticompetitive behavior does not necessarily include two distinct products. Likewise, tests premised on Aspen Skiing Co. v. Aspen Highlands Skiing Corp. may not apply without some prior contractual agreement between the parties. The essential facilities doctrine may not apply as software markets lack the limitations on reproducibility that are more readily apparent in physical facilities. Finally, Part VI articulates a new structured rule of reason test for predatory innovation in software markets.
The test sequentially assesses whether there was an explicit or implied commitment to support specific or general interoperability, the timing of the break in interoperability relative to other changes, the necessity or reasonableness of non-interoperability to enable those other changes in the product, and whether the other changes were genuine innovations accepted by the market.

II. BREAKS IN INTEROPERABILITY AMONG PREVIOUSLY COMPATIBLE PRODUCTS POSE THE CHIEF THREAT TO COMPETITION IN MARKETS OF SOFTWARE PRODUCTS

The conduct at the heart of this Note is breaks in interoperability in software products. Interoperability, as described below, refers to the ability to (1) exchange information and (2) use the exchanged information. There are some procompetitive grounds for restricting interoperability, but interoperability can be beneficial for an industry and consumers, particularly when it involves use of an industry standard.

Unfettered interoperability is not always practical or desirable for individual competing firms. Permitting restrictions on interoperability — through technical constraints, such as manipulating mandatory or negative dependencies with other products, and through legal constraints, such as intellectual property enforcement rights — can drive innovation and technological progress. Software products, like physical products, are valuable and costly to develop, and intellectual property rights and the ability to restrict access can provide valuable incentives for firms to invent, develop, and improve those products. Additionally, interoperability can be costly and difficult to achieve, especially if the underlying product must work with a range of other products. Mandated interoperability can reduce innovation; if new entrants cannot prevent other products from interacting with or using the same data, then consumers may take that data and switch to a competing product, and the firm may lose other potential first-mover benefits.

2. See infra IV.A.2.
5. Cf. ANDREJ FATUR, EU COMPETITION LAW AND THE INFORMATION AND COMMUNICATION TECHNOLOGY NETWORK INDUSTRIES: ECONOMIC VERSUS LEGAL CONCEPTS IN PURSUIT OF (CONSUMER) WELFARE 81 (2012) ("The right to exclude ensures that successful innovators can recover their sunk costs and receive a return that compensates them for the risk.").
However, when a software product achieves market dominance, subsequent limitations on interoperability may become problematic, as the value of a software product may lie in its popularity rather than its technical merit. For example, for social media platforms and software in which user interaction and network effects are a key part of the product’s value proposition, value depends heavily on the number of users. This creates an opportunity for established, dominant firms to take particular advantage of breaks in interoperability, as severing interoperability may impact the smaller network much more dramatically.

A. Breaks in Interoperability in Practice: Three Examples

Recent developments in web-based platforms demonstrate the potential anticompetitive effects of breaking interoperability. Numerous firms have broken interoperability in public and controversial ways, often by changing their application programming interface (“API”) or other software to remove support for complementary products by competing third parties. Examples include recent conduct by Apple, Twitter, and Facebook. We examine the history of each before turning to their potential anticompetitive effects.

In 2004, RealNetworks (“Real”) released its Harmony technology to allow songs sold through its music store to play on Apple’s market.
dominant iPods; days after Real’s release of Harmony, Apple announced that it would update iTunes and its digital rights management (“DRM”) technology to prevent songs sold by competitors, such as Real, from working on iPods. After it did just that, plaintiffs filed suit, alleging that Apple’s conduct was exclusionary and constituted illegal tying. Although Apple maintained that the DRM technology served to placate record labels, Real spun off its music store in 2010; in 2007, Apple CEO Steve Jobs admitted that DRM had done little to prevent music piracy.

Facebook, Google, and other social networking websites often restrict data portability by limiting or blocking the ability of users and other websites to access user information or export it to another website. This breaks interoperability by preventing information exchange. Twitter, for example, has limited the number of users that may access its network from third-party mobile applications. This limitation effectively caps the market share of users that any third-party developer can capture — forcing new users to adopt Twitter’s proprietary mobile application. Twitter claims that the changes offer users an improved, unified experience across platforms, but Twitter’s own mobile application has routine received poorer reviews

18. See Lawler, supra note 16 (detailing Twitter’s announcement, especially limitations on calls for content and number of user tokens permitted).
than its third-party competitors in various app stores. Twitter’s restrictions do not appear to further the user experience, and may serve a primarily anticompetitive purpose by limiting rival mobile applications’ access to users and, in turn, ad revenue.

Likewise, in 2012, Facebook acquired the photo sharing startup Instagram. Prior to the acquisition, Instagram users had been able to share photos across a variety of social networks, including the microblogging platform — and Facebook rival — Twitter. Following the acquisition, however, Facebook altered Instagram’s API, denying users the ability to cross-post photos to Twitter — in effect, preventing Twitter from accessing content on Instagram. The arrangement had previously been beneficial to Instagram, as it expanded the reach of its users’ content. Under the umbrella of Facebook’s much larger social network, Instagram’s interoperability was altered. Although Facebook may again point to improving its web experience, the frustration of users suggests that the change ran against market preferences.

In addition to running against user preferences, breaks in interoperability also pose threats traditionally recognized by antitrust law, which we turn to now.

22. See Leena Rao, Instagram Photos Will No Longer Appear in Twitter Streams at All, TECHCRUNCH (Dec. 9, 2012), http://techcrunch.com/2012/12/09/it-appears-that-instagram-photos-arent-showing-up-in-twitter-streams-at-all [http://perma.cc/8FJG-CKNC] (explaining that the changes were intended to drive more traffic to Instagram’s newly revamped web application).
23. See id.
24. See id.
25. See id.; see also Alex Masters, Instagram Cuts Off Twitter Card Support, But It’s More Business than Personal, INDEP. (Dec. 6, 2012), http://www.independent.co.uk/voices/comment/instagram-cuts-off-twitter-card-support-but-it-s-more-business-than-personal-8389884.html [http://perma.cc/P4DS-WF4K] (“The seamless experience between social networks will continue to degrade as monetization becomes increasing more important than the overall user experience.”).
B. Threat of Exclusionary Conduct at Its Height

A product redesign that breaks interoperability with one or more products, such as by restricting access to or support for an interface, may signal anticompetitive effect. As described below, users and competitors may come to rely on the software or content provided by a firm, especially in its product’s infancy. The firm may also encourage reliance by officially supporting an API or encouraging complementary development. The resulting expanded reach may benefit the nascent monopolist, who could then exclude competitors from interoperating with the underlying product. The same network effects the firm relied upon to expand its user base then act as a barrier to entry, allowing little opportunity or motive for competitors to create their own products. In *Aspen Skiing Co. v. Aspen Highlands Skiing Corp.*, the Supreme Court ruled similar conduct — eliminating a profitable business deal with a rival after becoming a dominant firm — could very well serve to eliminate competition. Here, the conduct by Twitter and Facebook seems to fit this paradigm. In both cases, the firm severed compatibility after reaching dominant status, despite previously supporting and benefitting from interoperability.

If, however, a firm has no policy of interoperability — it has not opened its API and does not support complementary products officially or by way of encouragement — then a product change does not suggest anticompetitive conduct. The firm has created no reliance on the part of competitors and likewise has not benefitted from contributions made by competitors who relied on interoperability.

C. Countervailing Interests at Their Lowest

Antitrust law has long sought to accommodate interests running counter to a policy of free competition, including firms’ freedom of association. Nonetheless, the countervailing interests of software producers are at their lowest when firms eliminate interoperability. In particular, antitrust law has a history of viewing the elimination of cooperative, mutually beneficial arrangements with suspicion. Cases such as *Lorain Journal Co. v. United States* and *Aspen Skiing* arguably establish that a First Amendment right of association gives way to

---

26. See infra notes 120–26 and accompanying text.
27. See James B. Speta, *Tying, Essential Facilities, and Network Externalities: A Comment on Piraino*, 93 NW. U. L. REV. 1277, 1281 (1999) (“[M]onopoly owners of a network good may have additional incentives not to preclude competitive offerings of complementary goods, especially in early phases of the development of the network, because consumers value bigger networks more highly.”).
28. See infra notes 120–26 and accompanying text.
congressional regulation where disassociation is predominantly anticompetitive. In *Lorain Journal*, the Court considered whether a monopolist newspaper could lawfully refuse to run advertisements from businesses that also advertised with a rival newspaper. The Court held that such a refusal was anticompetitive and therefore unlawful. The monopolist newspaper had longstanding control of local and national advertisements in the city. The Court reasoned that, although a business normally retains the right to choose customers or suppliers, that right is limited by the statutory rights of others. In that case, the monopolist newspaper’s right of association was limited by Congress’s power under the Commerce Clause and the rights it had subsequently given consumers and competitors to market competition.

As described above, the *Aspen Skiing* Court similarly considered whether a dominant firm could legally terminate a long-standing, profitable arrangement with rival ski areas. Noting that the elimination of a profitable business agreement evinced an anticompetitive purpose, the Court easily dispensed with the monopolist’s freedom of association claim by citing *Lorain Journal*. Thus, where courts find that elimination of formally profitable cooperation with rivals reveals anticompetitive intent, they may hold that countervailing freedom of association concerns give way to Congress’s regulation of interstate commerce under the Commerce Clause.

**D. Standard-Setting Organizations Are Inadequate Regulators**

Network effects and other market incentives may be strong enough to encourage interoperability, at least early on. Standard-setting organizations (“SSOs”), which adopt shared standards to increase business opportunity, further encourage interoperability among member firms by adopting standards licensed to members or made available to all with an open and permissive license.

To ensure that members are able to use a standard if adopted, an SSO may require those participating in setting standards to disclose any proprietary interest in intellectual property, which might be enforced against users. After adoption, however, an SSO may not have penalties, contractual leverage, or other enforcement mechanisms to prevent a firm that fails to make such a disclosure from subsequently

---

32. See id. at 147.
33. Id. at 155.
34. See id. at 155–56.
36. Id. at 601–02.
enforcing its right to exclude against members.\textsuperscript{39} Instead, members may allege anticompetitive conduct in the form of misrepresentation or fraud during the standard-setting process — due to omission, such as failure to assert ownership, or affirmative falsehood, asserting that no intellectual property rights are owned.\textsuperscript{40} This antitrust claim of attempted monopolization under section 2 of the Sherman Act\textsuperscript{41} is premised on manipulation of the standard-setting process in order to achieve market power. When the SSO adopts a standard known to be proprietary, the antitrust claim is weaker.\textsuperscript{42}

An SSO may also require member commitments to license future intellectual property that uses adopted standards, to the extent necessary for interoperability, on royalty-free or reasonable and nondiscriminatory terms.\textsuperscript{43} A firm using standards made available with an open and permissive license may extend them in a product with proprietary capabilities, and then use those differences and intellectual property enforcement rights to disadvantage competitors.\textsuperscript{44} Once a firm has a sufficient number of users, it may change its product or policies to no longer be interoperable and thereby exclude competitors. This may be done in a variety of ways, such as extending or modifying the standards as used in their product or denying competitors access to content. However, once a dominant firm breaks interoperability, the SSO may again be powerless to enforce compliance or otherwise mitigate consequences to competitors.

The anticompetitive harms inflicted by predatory innovation in the cases of Apple, Twitter, and Facebook both limit free consumer choice and pose barriers to entry by competitors. Some predatory designs, such as Apple’s manipulation of iTunes and DRM, parallel the


\textsuperscript{40} In these circumstances, the court may also prohibit the rights holder from enforcing the patent. See Qualcomm Inc. v. Broadcom Corp., 548 F.3d 1004, 1025 (Fed. Cir. 2008).


\textsuperscript{43} Antitrust concerns naturally arise in standard-setting organization activities, where competitors within the industry collectively discuss agreements to license. See, e.g., Mark A. Lemley & Carl Shapiro, \textit{Patent Holdup and Royalty Stacking}, 85 TEX. L. REV. 1991, 2042–43 (2007) (suggesting that royalty caps or “step-down” royalties may also be procompetitive but raise additional “antitrust flags”). For examples of SSOs, see Samuelson, supra note 37, at 1946–54.

\textsuperscript{44} This problem can be avoided if the standards are available under a copyleft license — a license conditioned on derivative works being available under the same license terms. See, e.g., \textit{GNU General Public License}, GNU (June 2007), https://www.gnu.org/licenses/gpl.html [http://perma.cc/DP25-HKGA]. It can also be sidestepped if members are required to adopt a defensive patent license. See generally Jason Schultz & Jennifer M. Urban, \textit{Protecting Open Innovation: The Defensive Patent License as a New Approach to Patent Threats, Transaction Costs, and Tactical Disarmament}, 26 HARV. J.L. & TECH. 1 (2012), http://jolt.law.harvard.edu/articles/pdf/v26/26HarvJLTech1.pdf [http://perma.cc/6BD8-47AJ] (proposing defensive patent license pools).
dangers of a tying arrangement, as the software changes come close to tying two products together and discourage consumers from considering competitors.\textsuperscript{45} Other software design changes fit better under the rubric of unilateral refusals to deal, as the foreclosure in consumer choice lies in limiting competitors’ access to or replication of content.\textsuperscript{46} This conduct, however, does not fit neatly under the traditional tests for monopolization. After analyzing the assumptions underlying current predatory innovation doctrine, we demonstrate that both the tying and unilateral refusal to deal analyses are insufficient to address the above anticompetitive conduct.

### III. THE CURRENT LAW OF PREDATORY INNOVATION

In the United States, a monopoly is not in and of itself illegal. Although the Sherman Act encourages free competition, courts have found it implausible that Congress sought to prohibit all monopolies, especially those that “won” in fair competition on the merits.\textsuperscript{47} Thus, to face liability under antitrust law, a monopolist must (1) possess monopoly power in the relevant market, the ability to raise prices or reduce output without competitors entering the market, and (2) commit some anticompetitive conduct in furtherance of that monopoly.\textsuperscript{48} The conduct element usually focuses on exclusionary behavior — efforts by the monopolist to keep competitors out.\textsuperscript{49} Anticompetitive conduct runs the gamut of behavior, from requiring or encouraging customers to buy multiple products (“tying”)\textsuperscript{50} and pricing below cost (“predatory pricing”) to refusing to deal or forcing suppliers or buyers to refuse to deal with a competitor.

Many cases involving software products, such as operating systems and software, depend on some notion of tying. A “technological tie-in” occurs when a company designs a product in a way that encourages or forces consumers to purchase another product from the

\textsuperscript{45} See, e.g., Digidyne Corp. v. Data Gen. Corp., 734 F.2d 1336, 1343 (9th Cir. 1984).

\textsuperscript{46} See, e.g., Data Gen. Corp. v. Grumman Sys. Support Corp., 36 F.3d 1147, 1183 (1st Cir. 1994).

\textsuperscript{47} See Berkey Photo, Inc. v. Eastman Kodak Co., 603 F.2d 263, 275 (2d Cir. 1979) (“The mere possession of monopoly power does not ipso facto condemn a market participant.”).

\textsuperscript{48} United States v. Grinnell Corp., 384 U.S. 563, 570–71 (1966) (“[Section] 2 of the Sherman Act has two elements: (1) the possession of monopoly power in the relevant market and (2) the willful acquisition or maintenance of that power as distinguished from growth or development as a consequence of a superior product, business acumen, or historic accident.”).

\textsuperscript{49} Id. at 570–71, 576.

\textsuperscript{50} Although technically a claim of collusive conduct under section 1 of the Sherman Act, tying requires a showing of market power, Jefferson Par. Hosp. Dist. No. 2 v. Hyde, 466 U.S. 2, 13–14 (1984), and thus throughout this Note, we treat it as closely related to monopolization under section 2 of the Act.
company rather than its competitors. Examples include designing computer terminals so that they are compatible with peripheral devices only from the same company. Courts, however, have generally refused to find tying in software products, noting that the competitors may adapt to the technological tie-in over time by reverse engineering their peripheral products to be compatible with the dominant tying product. The dominant firm, then, has not gained a monopoly in the tied peripheral market, only a head start.

In response, plaintiffs began raising the related claim of predatory innovation, alleging that a dominant firm had altered its product, not to tie with a peripheral one, but to eliminate interoperability with competitors’ products or to create unjustified demand in the market. We now turn to the contours of the theory of predatory innovation.

A. Predatory Innovation Tests: Business Justification and Market Acceptance

Predatory innovation is a product change that does not advance competition on the merits and prevents competitors from efficiently entering the field. In *C.R. Bard, Inc. v. M3 Sys., Inc.*, for example, the Federal Circuit considered whether changes in a firing gun for biopsy needles constituted predatory innovation. In finding for the plaintiff, the court noted that a claim of predatory innovation required the plaintiff to show that the change was made for “predatory reasons, i.e., for the purpose of injuring competitors in the replacement needle market, rather than for improving the operation of the gun.” In litigation over IBM’s peripheral devices, the Northern District of California phrased the elements of the claim similarly. There the court stated that where the design changes have “had no purpose and effect other than the preclusion of [competitors],” they constitute predatory


52. See, e.g., Somers v. Apple, Inc. (*In re Apple iPod iTunes Anti-Trust Litig.*), Nos. C 05-00037 JW, C 07-06507 JW, 2010 WL 2629907, at *3 (N.D. Cal. June 29, 2010) (“Plaintiffs must allege facts showing that Apple engaged in anticompetitive conduct, with the specific intent to control prices or destroy competition, beyond the technological interoperability of iPods and media sold through the iTS.”); Foremost Pro Color, Inc. v. Eastman Kodak Co., 703 F.2d 534, 542 (9th Cir. 1983) (“We do not believe that, standing alone, such technological interrelationship among complementary products is sufficient to establish the coercion essential to a per se unlawful tying arrangement.”); HDC Med., Inc. v. Minntech Corp., 411 F. Supp. 2d 1096, 1101 (D. Minn. 2006) (collecting cases).

53. See C.R. Bard, Inc. v. M3 Sys., Inc., 157 F.3d 1340, 1382 (Fed. Cir. 1998) (“In order to prevail on its claim . . . M3 was required to prove that Bard made a change in its Biopry gun for predatory reasons, i.e., for the purpose of injuring competitors in the replacement needle market, rather than for improving the operation of the gun.”).

54. Id. at 1346.

55. Id. at 1382.
innovation. The scope of antitrust liability for predatory innovation is broader than for tying claims; there is no need for a second, tied product, or for a contractual relationship between the parties — only for the monopolist to change the product at issue.

Despite, or perhaps because of, the apparent breadth of the predatory innovation doctrine, courts have been reluctant to embrace it; if anything, its rejection has been more notable than its acceptance. Courts’ hesitance to accept predatory innovation claims has been spurred by at least two concerns. First, courts are reluctant to chill innovation: it plays a central role in competition, particularly non-price competition, and is key not only to a functioning free market, but also to the public policies enshrined in the Sherman Act. Consequently, defendants carry only the minimal burden of providing any business justification; any minor improvement suffices for the defendant to prevail, and concurrent changes resulting in incompatibility can be justified as accommodating that “improvement.” Second, courts may be skeptical of their own competence to assess whether software product changes are genuinely innovative. As a result of these two concerns, courts defer to defendants who can show some minor improvement or business justification, even if the change otherwise has anticompetitive effects.

As a result of this reluctance to chill innovation or operate beyond their expertise, courts have adopted at least two tests to assess predatory innovation. Although the language of court opinions echoes the classic rule of reason, the tests employed by courts generally do not rely on a balancing of harms as one might expect under such a standard. Instead, courts have relied primarily on either an intent-based

---


57. See Berkey Photo, 603 F.2d at 286 (“The attempt to develop superior products is, as we have explained, an essential element of lawful competition. Kodak could not have violated § 2 merely by introducing the 110 camera with an improved film.”).


59. Berkey Photo, 603 F.2d at 287 (“[N]o one can determine with any reasonable assurance whether one product is ‘superior’ to another . . . .”); see also United States v. Microsoft Corp., 147 F.3d 935, 953 (D.C. Cir. 1998) (noting the undesirability of having courts oversee product design); In re IBM, 481 F. Supp. at 1003 (citing ILC Peripherals v. Int’l Bus. Machs., 458 F. Supp. 423, 439 (N.D. Cal. 1978)) (“Where there is a valid engineering dispute over a product’s superiority the inquiry should end; the product is innovative and the design is legal.”).

60. Abbott Labs. v. Teva Pharm. USA, Inc., 432 F. Supp. 2d 408, 422 (D. Del. 2006) (“Hence, an inquiry . . . following the rule of reason approach, is justified.”).

61. See Microsoft, 253 F.3d at 59, 66–67 (including balancing as the last step of its predatory innovation test but not applying that step, presumably because the defendant had
legitimate business justification test\(^{62}\) or a market acceptance test,\(^{63}\) with variations depending on the circuit.\(^{64}\) In *Berkey Photo v. Eastman Kodak Co.*, for example, the Second Circuit expressly dismissed a predatory innovation cause of action where the market had accepted the new product.\(^{65}\) The court’s rationale seemed to recognize not only its own limitations as an arbiter of innovation but also that the notion of improvement or innovation was inherently vague. Only the market could ultimately determine which products were improvements on their predecessors.\(^{66}\)

The Federal Circuit, however, has hewed more closely to a test that relies on intent.\(^{67}\) Rather than premising its evaluation on the challenged product’s reception in the market, the court in *C.R. Bard* found the defendant’s intent dispositive.\(^{68}\) Bard, the defendant, offered procompetitive reasons for its changes — namely that the innovations made its product easier to use — but the court found that “there was substantial evidence that Bard’s real reasons for modifying the [product] were to raise the cost of entry” to potential competitors.\(^{69}\) With the support of internal Bard documents indicating the changes brought no improvement to the product, the court held that the jury could reasonably conclude the modification “constituted ‘restrictive or exclusionary conduct’ in a market over which it had monopoly power.”\(^{70}\) Despite the focus on the defendant’s intent instead of market acceptance, the *C.R. Bard* court parallels the *Berkey Photo* court in using the language of the rule of reason without employing its balance of competitive harms and benefits.

\(^{62}\) See *Berkey Photo*, 603 F.2d at 288 (“Where a course of action is ambiguous, ‘consideration of intent may play an important role in divining the actual nature and effect of the alleged anticompetitive conduct.’” (citing United States v. U.S. Gypsum Co., 438 U.S. 422, 436 n.13 (1978))).

\(^{63}\) See id. at 287 (“The only question that can be answered is whether there is sufficient demand for a particular product to make its production worthwhile, and the response, so long as the free choice of consumers is preserved, can only be inferred from the reaction of the market.”).


\(^{65}\) See *Berkey Photo*, 603 F.2d at 287–88.

\(^{66}\) See id.

\(^{67}\) See *C.R. Bard, Inc. v. M3 Sys., Inc.*, 157 F.3d 1340, 1382 (Fed. Cir. 1998).

\(^{68}\) Id.

\(^{69}\) Id.

\(^{70}\) Id.
Below, we examine three assumptions about the nature of physical products underlying the market acceptance and intent tests that do not apply to software products.

B. Assumed Characteristics in Markets of Physical Products

The limitations on the predatory innovation theory depend on three assumptions about the nature of markets in physical products: (1) lack of network effects; (2) concurrent existence of earlier versions of the product, which may be sold by the producer alongside newer versions or by consumers as used goods; and (3) meaningful and active user choice among products. We detail each of these below.

1. Weak Network Effects

Network effects are the positive externalities that accrue to a producer and consumers when multiple consumers use the product.\(^{71}\) Hence, the more consumers using the product, the more useful it is to each individual. Products that capture network effects generally are those geared toward communication or interaction,\(^{72}\) such as telephones,\(^{73}\) email, and applications on operating systems.\(^{74}\) The value accrued from each additional user goes directly to the user on the demand side; network effects thus differ from economies of scale, which reduce costs for suppliers.\(^{75}\)

Strong network effects can create barriers to entry, helping a monopolist maintain its dominance in the market.\(^{76}\) Yet courts developing the limitations on the theory of predatory liability generally ignored implicit arguments that network effects applied to the physical product markets at issue, or else discounted any network effects or first-mover advantages as being surmountable through reverse-engineering for compatibility.

In *Berkey Photo, Inc. v. Eastman Kodak Co.*, the Second Circuit rejected arguments that the necessity of a competitor’s adherence to...
Kodak’s standards created barriers to entry. Berkey Photo had argued that Kodak “was in a position to set industry standards” in film formatting and that “[r]ivals could not compete effectively without offering products similar to Kodak’s.” Kodak had maintained control of its film standards, thereby precluding other camera manufacturers — who could not obtain the information necessary to create cameras compatible with Kodak’s film — from entering the market. The court rejected the theory that the “chicken-and-egg” relationship between Kodak’s film and its rivals’ camera posed a barrier to entry, despite the fact that the success of Kodak’s film made it a necessary component for competitors in the peripheral camera market. Although competitors were essentially forced to adopt Kodak’s physical standards, the court found the time it took competitors to reverse engineer new products to be part of the reward for Kodak’s development of a new product.

The Northern District of California similarly rejected an argument that the dominance of IBM’s central processing units (“CPUs”) created a duty for it to disclose information to allow competitors to create peripheral computer units. Despite the fact that competitors depended on compatibility with IBM’s CPUs, the court found that the ability to reverse engineer defeated any barrier to entry. Although the courts did not explicitly frame their analyses in terms of network effects in Berkey and IBM, the holdings implicate a key commonality: users’ dependence on a dominant product increased the demand for compatible peripheral products. In Berkey Photo and IBM, the plaintiffs contended that the number of users of the central product was so high that competition in peripheral markets could not take place unless competitors were able to make their products compatible with the dominant central product. However, absent true network effects — the indirect network effect of demand being bolstered by complementary products — the barrier to entry of mere popularity could not
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80. The court labels the film and camera together a “system.” Id. at 285–86.
81. See id. at 283, 285.
83. Id. at 437.
84. This argument implies that Kodak and IBM had become de facto standard setters in the market, but refused to make their standards open for manufacturers of peripheral products. See Int’l Bus. Machs. Corp., 458 F. Supp. at 436; Berkey Photo, 603 F.2d at 285–87. Lemley and McGowan make a similar observation of Microsoft’s position in its antitrust litigation, sidestep with the Berkey Photo and IBM courts that the role as de facto standard setter ought not necessarily evoke antitrust scrutiny. Lemley & McGowan, supra note 7, at 506.
85. For an explanation of such indirect network effects, see infra note 146 and accompanying text.
sustain the challenge. Ultimately, the courts rejected the claims based on the plaintiffs’ ability to catch up through reverse engineering despite not being “at the starting line when the whistle blew.”

2. Continued Availability of Older Products

Second, courts have relied on the fact that producers of physical products cannot completely eliminate the old product from the market. In *Berkey Photo*, the Second Circuit noted that Kodak had continued to sell its older products beside the newer, allegedly predatory product.87 Because Kodak did not remove its older Kodacolor X film, consumers were “not compelled” to purchase either the new film or the new camera introduced beside it.88 The court noted that the availability of older products — and thus, consumer ability to choose — might be dispositive. It wrote:

"[T]he situation might be completely different if, upon the introduction of the 110 system, Kodak had ceased producing film in the 126 size, thereby compelling camera purchasers to buy a Kodak 110 camera... In such a case the technological desirability of the product change might bear on the question of monopolistic intent."

Similarly, in deciding that Abbott Laboratories’ continued modification of its branded TriCor drug constituted anticompetitive conduct, the District of Delaware considered the availability of older versions of the product.90 The Hatch-Waxman Act91 requires producers attempting to introduce generic drugs into the market to establish that the generic is “bioequivalent” to the existing branded drug already approved by the FDA.92 The plaintiff alleged that Abbott’s continued variation of TriCor, including a switch from capsules to tablets, had no justified basis and served only to preclude competitors from establishing bioequivalence and entering the market.93 The court carefully followed the Second Circuit’s logic in *Berkey Photo*, noting that “[c]onsumers who are free to choose among various products enjoy

86. *Berkey Photo*, 603 F.2d at 285.
87. Id. at 278 (“Meanwhile, by 1973 the 110 had taken over most of the amateur market from the 126, and three years later it accounted for nearly four-fifths of all sales.”).
88. Id. at 287.
89. Id. at 287 n.39.
the presence of competition rather than its absence.” Unlike Kodak in *Berkey Photo*, Abbott had pulled the prior iterations of TriCor from the market, precluding not only competitors from entering under Hatch-Waxman, but also consumers from choosing among the versions of the medication. Without the continued sale of older versions of the product, there was no basis for judicial deference to Abbott’s defense of innovation. In both *Berkey Photo* and *Abbott*, the deciding factor was the availability of the older product; where the older product had been eliminated, there was no consumer choice and no defense of innovation.

3. Users Recognize Change

Finally, and relatedly, courts have assumed that the market recognizes the introduction of a new product and is able to accept or reject it. In *Berkey Photo*, the market’s knowledge and acceptance of the new product were clear from Kodak’s extensive advertising and the relative success of the new film. Consumers had the choice to purchase either the new or old film; furthermore, advertising informed them of the new product’s features. Although the advertising “bathed[ Kodak’s] cause in the best light possible,” it did not rise to a barrier to entry or curtail consumers’ freedom of choice. The *Abbott* court similarly noted that where consumers are free to make an informed choice among products, the court must defer to the market. As a respected commentator has noted, where consumers are informed and able to choose products in an open market, courts have “no choice but to accept consumer sovereignty.”

Thus, the courts’ deference to producers for product changes rests on the three assumptions described above. These assumptions not only follow from the case law but also make sense logically. If courts are going to rely on the market’s reaction as an indicator of genuine innovation, it is necessary that consumers be free to make an informed choice unencumbered by network effects, be allowed to return to the old product if they find the new iteration unsatisfactory, and be aware that a change has occurred. As we demonstrate in the next Part, these assumptions do not hold for software markets, especially those on the Internet.
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IV. SOFTWARE PRODUCT REDESIGN AND MARKETS

Compared to their physical counterparts, software products are more likely to depend on network effects, enable the elimination of older iterations of the product, and support drastic changes that are imperceptible to the consumer. These characteristics are especially true for online web applications.

The success of software products strongly depends on network effects, and thus on interoperability — the degree to which the products are able to interact with other computer systems or software in an increasingly interconnected computing landscape. The standards-based nature of the Internet, along with SSOs in other contexts, has encouraged effective interoperability for software products, often increasing value and number of users and developers for those products.

In the digital world, competitors find it difficult to overcome a company’s efforts to capture the benefits of network effects. In both the physical and digital landscapes, intellectual property rights can be used to exclude competitors from interoperating with a firm’s product, if doing so would tread on those rights. Physical products may be designed around a patent to avoid infringement while still producing a competitive alternative; software products, however, may be technically prevented from accessing and using other components on which they depend.

Competition law was developed in the context of physical product markets and has not adapted to this distinction between physical and software products. Product redesign that breaks interoperability poses a danger to competition in markets of software products that is not addressed by the current predatory innovation theory.

A. What Are Software Products?

This Note is concerned with software products, products which are composed exclusively of code, or machine-interpretable instructions. This Section aims to provide a technical background and consistent terms to frame analysis of the industry. Computer science is a relatively young field, and terminology and definitions have changed substantially as technologies evolve. Early in the Information Age, computers were machines that read programs stored on punched cards. In order to redesign the programs, programmers had to reorganize cards and punch new ones.101 Today, even the definition of computer depends on the context and may refer specifically to a personal computer or broadly to any device that can be programmed to carry out a

---

set of instructions. We adopt the latter definition, including in its scope personal computers (e.g., smartphones, laptops, in-car computers, gaming consoles), servers, and mainframes.

1. Software

Software may be conceptualized as any set of machine-interpretable instructions that direct a computer to perform a task, as opposed to the physical components of a computer. We adopt this definition, although it is worth noting that several exist, even within the industry. For the purposes of this analysis, software encompasses any non-physical components of a computer system, including system software, which manages a computer (e.g., operating systems, firmware) and application software, which cannot run on itself but depends instead on system software (e.g., social media platforms, web browsers, mobile apps, word processors, video games).

2. Interoperability

Most software interacts with other software, relying on interoperability: the ability to (1) exchange information and (2) use the exchanged information. Information exchange depends on syntactic
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102. Charles Babbage’s difference engine was an entirely mechanical computer capable of tabulating polynomial functions. See YOHIHIKI IGARASHI ET AL., COMPUTING: A HISTORICAL AND TECHNICAL PERSPECTIVE 91–92 (2014). Babbage also proposed an analytical engine “composed of a store (now called the computer memory) and mill (now called the central processing unit or CPU).” Id. at 92.


104. See generally HERBERT KUBICEK, RALF CIMANDER & HANS JOCHEN SCHOLL, ORGANIZATIONAL INTEROPERABILITY IN E-GOVERNMENT: LESSONS FROM 77 EUROPEAN GOOD-PRACTICE CASES 85–96 (14th ed. 2011) (adopting cumulative layers of interoperability: technical, syntactic, semantic, and business process); see also Amit P. Sheth, Changing Focus on Interoperability in Information Systems: From System, Syntax, Structure to Semantic, in INTEROPERATING GEOGRAPHIC INFORMATION SYSTEMS 5–29 (Michael Good-
interoperability, which allows systems to communicate and exchange data through packaging and transmissions mechanisms, such as common data formatting and protocol for data structure. This information exchange takes place through an interface, which provides rules for possible interactions with the corresponding software implementation. Semantic interoperability ensures that software can interpret the information for use.

An application programming interface ("API"), for example, is "a set of features and rules" for software components to interact with the software providing the API. In web development, "API commonly means a set of standard methods, properties, events, and URLs" for interacting with a web platform. System software developers document the interface specifications, which identify and explain these features and rules, and regularly publish them for others to use, sometimes even providing a software development kit that exposes those interactions as constructs in a programming language. However, documentation is notoriously neglected and often out of date or incomplete, meaning the specifications that set forth purportedly permissible interactions may be incorrect, while other technically possible interactions could be undocumented. As a result, some do not believe detailed documentation to be useful or even worth the cost and time of development. The API provider may also limit access, disclosure, and documentation to interfaces to the extent deemed necessary or desirable for interoperability. If limited public or official information is available, an application developer may rely on undocumented behaviors or attempt to reverse engineer the interface specification. Naturally, open interface specifications enable greater
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110. See, e.g., IAN SOMMERVILLE, SOFTWARE ENGINEERING 64 (9th ed. 2011) (noting that documentation is "not of much use for long-term system maintenance"). Documentation is often low priority, so emergency fixes may be made and forgotten, leaving documentation and code unaligned. See id. at 239. For a discussion of types of documentation, see generally Ian Sommerville, SOFTWARE ENGINEERING, Documentation, http://www.softwareengineering-9.com/Web/ExtraChaps/Documentation.pdf [http://perma.cc/R364-T7GC].
111. See SOMMERVILLE, SOFTWARE ENGINEERING, supra note 110, at 150, 155.
interoperability, while closed interface specifications obstruct it. As part of publishing APIs, a firm may also make support statements indicating under what circumstances and for how long that API will be supported by the system software — i.e., how long the system software will interact with application software according to those interface specifications.113

3. Dependencies

Where software depends on the behavior of hardware or other software to perform a task, this relation is called a dependency.114 More than one dependency may exist for a given task, and the set of dependencies may go in either direction — requiring specific behavior from only one component if unidirectional or from both interoperating components if bidirectional. For two components to be interoperable, all dependencies must be satisfied. There may also be optional dependencies, which enable additional features if satisfied but do not impede proper functioning of the program if violated.115

Software designed to satisfy a dependency set forth by another hardware or software component may not do so for various reasons, such as: the software may have been implemented incorrectly; the dependency may have been documented incorrectly or inadequately, such that the software met the documented requirements set forth in the specification but failed to satisfy the dependency; the software may have a dependency of its own that creates a circular dependency;116 or, very rarely, single-event upsets, or soft errors, may be caused by cosmic rays or alpha particle emissions.117

113. See infra notes 120–26 and accompanying text.
116. See WILDE, supra note 114; Marcelo Cataldo et al., supra note 114.
If a dependency is not satisfied, the software may perform a task incorrectly or fail to perform the task altogether. For example, application software may have dependencies that must be satisfied before the software can be installed and available to run on system software. Such a dependency may be violated where minimum system requirements are not met, a required local software library is unavailable, or the application software was not properly installed, was removed, or is temporarily inaccessible (e.g., because of security permissions). Software may also depend on other software running on a remote system and being accessible via the Internet or another network. Such a dependency may be violated where the remote software does not behave consistently with the dependency, perhaps due to a decision to no longer support that type of dependency (e.g., when a new version of an API is released), unintentional errors in implementation, or lack of network connection. The provider of the remote software controls the continued availability of the dependency. Some of the more frustrating dependency-related issues gave rise to the term “dependency hell.”

B. Software Product Redesign and Breaking Interoperability

Implementing changes in software products may be faster and less conspicuous than in physical products. For software products, changes may be distributed in the form of automatic software updates, prompts to update when using the product, or the release of a new version. Other products, in particular for web-based platforms and services, may simply change the user or application interfaces; because they are hosted remotely and accessed through the web browser or another application, the interfacing user or application is forced to use the updated version of the web-based technology. Because distribution to users is relatively painless and unlikely to require special


marketing, software products may have more rapid and frequent, smaller-scale redesigns.

Firms may be transparent about how redesigns will affect interoperability, with support statements that specify a duration for support or that generally encourage development of interoperable, complementary products. To facilitate a transition, services may support multiple versions of an API and provide guidance about how long old versions will be supported after a newer version has been released. For example, Facebook typically supports an API version for one year following the introduction of a new API version. Thus, Facebook stopped supporting its v1.0 API on April 30, 2015, one year after its v2.0 API was introduced. The new API made several changes, including removing the ability to look at the data of users’ friends and implementing a new login system. While some applications were unaffected, others shut down due to the lost functionality.

Support statements are important because, relative to physical products, software products can be redesigned to more reliably and completely preclude interoperability. Physical products may be inspected, taken apart, and reverse engineered. While there are also methods to reverse engineer information about software — by the developer or developers of complementary products, in order to compensate for poor documentation or nondisclosure — they are limited.

A firm can make its product a black box. Using software anti-tamper technology, a firm can deliberately obfuscate code to make it difficult to understand or use an obfuscator to transform the code with
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various techniques. Those firms that do make limited information available may also prohibit reverse engineering under the terms of use. A closed source or limited API, for example, may allow a producer to maintain a commercial advantage over third-party software. Finally, software products may be technically prevented from accessing and using other components on which they depend. If a firm controls use of and access to interfaces facilitating interoperability, it may sever that use or access by reference to a specific product or by restricting or barring all competing product interactions.

In addition to an explicit denial of resources, a change in functionality may lead to a break in interoperability. For example, when Google dropped support of XMPP, an open messaging protocol, the Electronic Frontier Foundation criticized the break in interoperability with free and open source chat clients and servers. Google, however, appeared to justify the change as being necessary due to the new features and technical demands of a “unified messaging platform.”

Software engineering strives to develop modular code that is well understood and documented. Still, a developer may write software that depends on “ill-understood, immature code,” especially when the benefits, such as short-term development time and application running speed, outweigh the expected costs of future modification and debugging. Similarly, when firms choose to develop products that depend

129. See Developer Agreement & Policy, Twitter, https://dev.twitter.com/overview/terms/agreement-and-policy [http://perma.cc/PV48-CVQV] (“You will not or attempt to (and will not allow others to) 1) reverse engineer, decompile, disassemble or translate the Twitter API, or otherwise attempt to derive source code, trade secrets or know-how in or underlying any Twitter API or any portion thereof . . . ”).
130. For example, a website may constrain third-party applications by limiting the number of users that may access the website through that application, see supra notes 16–19 and accompanying text, or by not providing access to specific features offered by the full website, see Isaach, Twitter Staff, Comment to Search API and the New Complete Tweet Index Announcement, Twitter (Nov. 19, 2014, 1:01 PM), https://twittercommunity.com/t/search-api-the-new-complete-tweet-index-announcement/27883/3 [perma.cc/V3YN-AUXY] (“We don’t have any plans to make the full historical index available for free via the public REST API.”).
on a third-party platform or other code, they choose what those dependencies are. If there is no contractual obligation for the third party to maintain support for, or even availability of, that platform or other code, the firm can anticipate the risk that the software will later be closed to outside parties.

It is worth noting that product redesign is possible even for firmware, which is traditionally thought of as being more tightly coupled to the hardware for which it is produced, and thus as having less flexibility to change because the underlying hardware must be able to support any features. Typically, the hardware vendor produces the firmware and the operating system vendor writes a device driver that provides an interface for other software to communicate with the hardware. Firmware is sometimes discussed as if it were read-only, but it can be updated to fix bugs or add features. For example, a recent firmware update for Nikon cameras enables continuous shooting and unlimited exposure time — functionalities that were physically possible before the update, but could not be accessed by software. Similarly, a firmware update could break interoperability or provide a competitive advantage; a solid-state drive (“SSD”) producer could revise firmware and introduce a new instruction to improve performance, but only disclose or allow access to select software producers.

Given the many variables, it may be difficult to characterize how or why a product redesign breaks interoperability. Non-interoperability may result from changes to dependencies documented in support statements, or to behavior that is undocumented but still relied upon. These changes may explicitly restrict access to resources or otherwise change a behavior (e.g., to provide new functionality) in a way that no longer satisfies dependencies. The developer may not be aware that the change will result in non-interoperability, or explicitly decide to no longer support interoperability (e.g., because the party providing it decides the cost to continue providing it is too high). A break in interoperability may also be unintentional (e.g., due to a disaster impacting the physical location at which the dependency was running and a failure on the part of the provider to have made a back-up).

immature code fragments likely to require further modification and debugging is invariably a bad idea”.

134. See generally STRINGHAM, supra note 106, at 1 (describing firmware and device drivers).
135. See supra note 104 and accompanying text.
137. See id.
C. Differences in Software Product Markets

Software product markets do not reflect the three characteristics underlying antitrust analyses in physical product markets. First, software product markets are more likely to exhibit strong network effects, which dominant firms may use for competitive advantage. This is particularly true due to the difficulties in reverse engineering and the ability to deny access to resources. Second, there is effectively no market for used software products because users often purchase a software license but not ownership, and product updates often overwrite or modify an existing product. Third, a developer may distribute an update for a software product with minimal impact on user experience, so users may not be aware of the nature of changes.

1. Strong Network Effects

Software product markets often exhibit and depend on network effects, the positive externalities that accrue as use increases, discussed above. These network effects are not only stronger in many software product markets, but they also have a greater impact. Once a firm has achieved dominance by benefitting from complementary third-party products, it can completely restrict interoperability with competitors. In United States v. Microsoft Corp., for example, the court found that developers will only create applications for an operating system if other developers have already done so to attract consumers. This “chicken-and-egg” relationship between applications for an operating system and its number of users created a barrier to entry that allowed the court to infer market power.

Network effects are stronger if connection to others in the network is inherently valuable, a user may derive inherent value from using the product as well as network value from others’ use of the product. Products designed for users to interact with each other, such


139. See supra notes 71–76 and accompanying text.

140. See 253 F.3d 34, 55 (D.C. Cir. 2001) (“That barrier — the applications barrier to entry” — stems from two characteristics of the software market: (1) most consumers prefer operating systems for which a large number of applications have already been written; and (2) most developers prefer to write for operating systems that already have a substantial consumer base.”).
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as social networks and chat clients, require widespread adoption among users to maximize both inherent and network value: a user can derive value from these products only because other users exist, and a larger user base increases that inherent value while also offering value by virtue of their use (e.g., through contributions and posts on social networking websites). Thus, young companies often open the APIs of their products to competitors to allow interoperability and extend their reach and adoption. When a dominant firm subsequently breaks interoperability, that break can have a decisive impact on smaller competitors.

Different types of network effects exist, among them (1) direct, in which increased use increases the value of the product itself; (2) indirect, in which increased use leads to development of complementary products, such as applications for a specific platform, which in turn increases the value of the product; and (3) two-sided, in which increased use by one set of users increases the value of a complementary product and vice-versa. In other words, the structure of the network influences who benefits from whom.

Network effects can act like a ratchet, allowing firms to become increasingly dominant: the more valuable it is for consumers to share a network implicated by the product, the more complementary products that will be created for it and the greater their value, which in turn increases the product’s value. This cycle of network effects can create substantial barriers to entry and exit, wherein consumers may be reluctant to use software that is not already popular or widely used, despite comparable or even superior functionality.

Market power may also be obtained and maintained via lock-in, namely specific configurations of hardware and/or operating systems and platform-specific software that make it costly to switch platforms.
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despite some increased price. The Electronic Frontier Foundation and the Free Software Foundation have objected to the use of DRM technologies as a similarly anticompetitive practice, designed to lock consumers into a platform, device, or other technology by preventing export to another. One argument is that its use can create a “horizontal lock-in” that encourages or requires the consumer to continue using a given technology. Not only is the consumer locked in for that specific content, but he or she also grows familiar and comfortable with the platform, device, software, and compatible products — another benefit to the producer. However, they argue that this restriction lowers consumer valuation without distributing any benefit to the copyright holder.

Network effects, combined with limitations on interoperability, can mirror the foreclosure of consumer choice and exclusionary effects of traditional tying arrangements and unilateral refusals to

149. Id. at 1791–92 (discussing market power via lock-in for social networking websites).
153. See von Lohmann, FairPlay, supra note 150.
154. See infra Part V.A.
deal. This is because such arrangements further incentivize consumers to remain with the monopolist, as emerging competitors do not have access to the same content or share the same widespread use. Physical products are less likely to depend on network effects in order to be operable and consequently, refusals to deal are less likely to deny access to essential content or other resources. Further, some software changes can absolutely deny a competitor access to content or products that cannot be remedied by reverse engineering. The harm of network effects in software markets, then, is more than a mere head start or first-mover advantage for the monopolist.

Robert Cass describes the unique nature of software product markets and the implications for antitrust enforcement based on conduct that may not be readily distinguishable from permissible competitive conduct:

In rapidly changing high-technology industries, the problems can be especially acute and can threaten innovation as well as competition. High-technology industries are often characterized by large up-front investments in research and development, intense competition for breakthrough innovations, large economies of scale, and potential “network effects” that produce big gains over some time period for the most successful innovators. These are the characteristics of “winner-take-all” or “winner-take-most” markets.

Despite the implications of network effects, motivated software consumers can often switch from one provider or technology to another at minimal or zero cost, and may opt to use more than one that serve similar functions. Social networking websites and computer applications (e.g., web browsers or games available in app stores) are often freely available, as they derive revenue from advertisements and other user-dependent streams. This may counter in part some of the
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lock-in network effects, but only where competing products have emerged despite barriers to entry.

2. Elimination of Older Products by Licensing and Overwriting

As discussed above, the continued availability of older products — and thus, consumers’ ability to choose — is crucial to courts’ assessments of anticompetitive conduct by market acceptance. Producers of software products can prevent a used good market from emerging by (1) providing users with a software license, rather than ownership; (2) controlling software use with DRM technologies; and (3) having product updates overwrite or modify an existing product, rather than providing concurrent support and licenses for an old and new version of the product.

Software is a durable good, arguably more durable than physical products because it wears out only due to technological change and planned obsolescence. Firms have avoided the Coase Conjecture drive toward selling products at marginal cost in part by licensing (rather than selling) software, with terms that restrict the consumer’s ability to transfer or resell the product. Software products also use DRM technologies to control their use — such as installation, access, and copying content — after sale. DRM can take many forms: Origin, the digital distribution platform for Electronic Arts, requires users to authenticate with an online server to limit the number of installations per twenty-four hours, while Blizzard’s Diablo III employs always-online DRM that requires an Internet connection to play, even when using local content during single-player mode. Because

159. See supra Parts III.B.2–3.
160. See COMPETITION, INNOVATION AND THE MICROSOFT MONOPOLY: ANTITRUST IN THE DIGITAL MARKETPLACE 36 (Jeffrey A. Eisenach & Thomas M. Lenard eds., 1999). Other strategies for precluding a used software market include ensuring a flow of new customers and continuing to improve the product to create demand. Id.
164. Industry observers posit three reasons for Blizzard’s choice to use always-online DRM: preventing cheating in an auction house, facilitating character online-offline transi-
the first sale doctrine may not apply to software licensees,165 these constraints together prevent emergence of a robust used goods market for software products.

Some software products, such as websites and social networking platforms, are provided remotely and thus can be completely overwritten when updated; even if a backup of a prior version is saved, it is not hosted in the same location and may not be accessible to third-party developers.166 Similarly, when many software products are updated, or when a new version is installed, only the newest version of the product continues to be available.167 A firm may even prevent a user who updates or installs a new version of the product from reverting to or continuing to use an earlier version on the same machine.168 Because the update merely patches or completely replaces the existing software, there is no old product to use in the alternative or resell.

165. See generally Terence Leong, When the Software We Buy Is Not Actually Ours: An Analysis of Vernor v. Autodesk on the First Sale Doctrine and Essential Step Defense, 10 NW. J. TECH. & INTELL. PROP. 239 (2012) (discussing the circuit split on whether and when a software licensee is considered an owner for purposes of 17 U.S.C. § 117 (2012)). Compare Vernor v. Autodesk, Inc., 621 F.3d 1102, 1111 (9th Cir. 2010) (holding that a user under a restrictive software licensing scheme is not an owner and therefore cannot invoke affirmative copyright infringement defenses, such as the first sale doctrine), with DSC Commc’n Corp. v. Pulse Commc’n, Inc., 170 F.3d 1354, 1360 (Fed. Cir. 1999) (holding that a licensee may be an owner for the purposes of 17 U.S.C. § 117 (2012), limiting exclusive rights for computer programs), and Krause v. Titleserv, Inc., 402 F.3d 119, 123–24 (2d Cir. 2005) (adopting the DSC standard).
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3. Changes Can Have Little User or Consumer Impact

While users may be capable of switching products in response to a redesign, they may not even be aware that any changes were made. A dominant firm may implement changes that have minimal or no impact on the user experience for its current users, but that restrict or completely break interoperability with a competing firm’s product, leading users to turn to that dominant firm. Current users may not even realize that the change has been made — after redesign, the product update may be distributed by automatic updates for application and system software or simply by updating the web service with the changes. For example, when Twitter changed its API to limit user tokens for third-party applications, the changes did not affect current users of those applications and of the official Twitter application, although the media criticized the decision.

In this way, monopolists of software products may evade competitors’ efforts to gain access to essential content or products without interfering with their own users’ experience or producing new generations of products that require users to make a switch from older models. This is vital because it frustrates the courts’ market-preference test designed to identify bona fide innovation. Users of a competitor’s product that pulls heavily from information accessed through the API of a dominant firm’s product may not have the opportunity to assess whether they prefer the dominant firm’s new product. Instead, consumers are forced to use the dominant firm’s product instead of the one they had been using, with no discernable change in the content or presentation that consumers consider when choosing which product to use.

Thus, software products differ markedly from the cases involving physical products that gave rise to current predatory innovation law. Unlike markets in physical products, software markets are more likely to be defined by network effects, allow for the elimination of older products, and permit anticompetitive innovation without any user-facing changes. These factors suggest that the existing law of predato-
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ry innovation — which largely depends on gauging market acceptance — may not apply easily to software products.

V. TESTS FOR TYING, UNILATERAL REFUSALS TO DEAL, AND ESSENTIAL FACILITIES ARE INAPPLICABLE OR INSUFFICIENT

Before elaborating a new test for predatory innovation products, it is necessary to address why software redesign may not be reached by other established tests for anticompetitive conduct: tying, unilateral refusals to deal, and essential facilities. Because our focus is on breaks in interoperability, it would seem that a monopolist would be liable under a theory of unilateral refusals to deal. Similarly, because several of the breaks of interoperability include efforts by a monopolist to introduce a new product, the product changes could plausibly raise concerns of tying. As described below, these theories may reach some breaks in interoperability, but not all. Ultimately, monopolization in software markets extends beyond either tying or unilateral refusals to deal and warrants a new test for predatory innovation.

A. Tying

A tying arrangement is when a firm with market power in one market attempts to force consumers to buy a related, non-monopolized product by “tying” it to the dominant product. Tying arrangements limit free consumer choice by requiring them to purchase the tied product to gain access to the dominant tying product, such as when the manufacturer of a printer requires printer cartridges to be purchased from the same manufacturer. To prevail on a tying claim, a plaintiff must show (1) that the defendant has market power over the tying product, (2) that the consumer is forced to purchase a second product in order to procure the first, and finally (3) that the tie has foreclosed a “not insubstantial amount of commerce.” Courts have variously identified the test as having three or four elements, the fourth being (4) that implicitly or expressly, the forced tie must be by contract. Consequently, a “technological tie” in which the domi-
nant product in one market is designed to work only with a specific, peripheral product does not give rise to an unlawful tying arrangement.\textsuperscript{177}

Tying may not reach all cases where breaks in interoperability pose threats to competition for at least three reasons. First, predatory innovation in software markets may not even involve a second, tied product. Twitter’s limitation of user tokens for third-party applications is an example of this. Twitter effectively barred third-party applications from competing for additional shares of the user base.\textsuperscript{178} The limitation on user tokens, however, did not tie two products together, even though it forced Twitter’s user interface on consumers. Without tying two products together, breaks in interoperability that exclude competitors cannot give rise to a tying claim.

Second, even if the break in interoperability serves to tighten the connection between two of the monopolist’s products, the connection may not amount to a forced sale. Facebook’s acquisition of and integration with Instagram highlights this. Prior to Facebook’s acquisition of the photo sharing company, photos taken on the Instagram application could appear “in line” on Twitter. Following the acquisition, however, Facebook eliminated this feature for Twitter, while retaining it for the primary Facebook network.\textsuperscript{179} Although Facebook made it far more appealing for users to post to Facebook rather than Twitter, the change seems unlikely to constitute a forced sale; Instagram users may still post links to their photos on Twitter, and — vitally — are not required to post their content to Facebook at all.

Even Apple’s manipulation of DRM and iTunes may not constitute tying per se, as users could use the iPod for music burned from compact discs or enjoy music purchased from the iTunes Store on their computers without an iPod. In both cases, the close tie between products plausibly discouraged, but did not foreclose, user choice among products; because there is no contractual obligation for the iTunes or Facebook users to use an iPod or Instagram, the scenarios here are unlikely to fulfill the contractual forced sale element of a tying claim.

As described above, however, this type of conduct still poses a threat to competition, despite not meeting the requirements for a tying claim. Twitter, with complete control over its content network, limited third-party access to reduce competition on mobile platforms. Likewise, Facebook, recognizing the importance of photo sharing for social networking, precluded its chief competitor from accessing one of the most popular photo sharing applications available. The limited scope of tying claims, coupled with the weakness of current predatory

\textsuperscript{177} Foremost Pro Color, Inc., 703 F.2d at 542.
\textsuperscript{178} See Chan, supra note 170.
\textsuperscript{179} See supra notes 21–25 and accompanying text.
innovation doctrine, makes it unlikely that similar efforts at exclusion will be subject to any antitrust scrutiny.

Finally, the difficulty of reverse engineering software products is another reason why tying is insufficient to reach many breaks in interoperability. In traditional technological tying cases, competitors may use reverse engineering to work around the predatory design and, as noted above, courts have often relied on this in finding defendants not liable. This is especially true where the tied product is in a peripheral market. Courts considering peripheral product cases often characterize the dominant firm not as monopolistic, but simply as having a head start — the benefit of its investment in research and development. Software products, however, can be harder to reverse engineer, and may even explicitly block access by particular (or all) competitors. Consequently, the rationale traditionally supporting deference to product changes is even less applicable in a software market, where breaks in interoperability are not a head start that may be engineered around, but an absolute bar to competition.

B. Unilateral Refusals To Deal

By their nature, breaks in interoperability exclude competitors from access to certain resources of the dominant firm, and such conduct seems to naturally give rise to claims of a unilateral refusal to deal. A unilateral refusal to deal is when a single monopolist refuses to cooperate with another company, usually a competitor. The bar for such a claim currently appears to be high, although the case law has varied over time in a myriad of factual situations. Courts generally presume that a monopolist’s refusal to deal is justified, but there are exceptions. One, set forth in Lorain Journal Co. v. United States, occurs when the refusal to deal serves no purpose but to exclude competition. One specific and oft-cited permutation of the Lorain exception is when a monopolist was previously engaged in a profitable arrangement with a com-

---

180. See supra notes 127–33 and accompanying text.
183. Lorain Journal Co. v. United States, 342 U.S. 143, 153–55 (1951) (holding that newspaper with ninety-nine percent market share violated the Sherman Act when it refused to sell advertisements to businesses that also advertised on a newly opened radio station).
petitor and then changed course, refusing to deal with no apparent purpose but to drive the competitor from the market.\footnote{184}

While refusal to license intellectual property rights has not been deemed an antitrust violation in the United States, courts have ordered antitrust violators to license those rights and disclose nonpublic information, such as interface specifications, to competitors.\footnote{185} For example, the consent decree settling the antitrust case against Microsoft in the 1990s required Microsoft to disclose interface information and license intellectual property to firms developing interoperable technologies.\footnote{186} The court imposed these terms as necessary to restore competition, despite the tenuous at best connection to illegal conduct — antitrust authorities had not charged Microsoft with misusing patents on interfaces or refusing to license intellectual property rights in those interfaces to competitors.\footnote{187} The European Commission also compelled Microsoft to disclose specifications that would allow competitors to create interoperable products with Windows technologies.\footnote{188}

Because of the complexities of breaks in interoperability in software products, the logic behind exclusive dealing cases is likely to be inapplicable. In \textit{Aspen Skiing}, for example, three independent ski companies operated the four ski areas in Aspen, Colorado.\footnote{189} One of the companies, Ski Co., acquired three of the four resorts.\footnote{190} With only one remaining competitor, Ski Co. discontinued the long-standing practice of all four ski areas to jointly issue an “all-Aspen” pass.\footnote{191} In evaluating whether Ski Co.’s conduct violated section 2 of the Sherman Act, the Supreme Court noted that “[i]f a firm has been ‘attempting to exclude rivals on some basis other than efficiency,’ it is fair to characterize its behavior as predatory.”\footnote{192} Ski Co.’s conduct amounted to more than a refusal to deal with a rival, but rather eliminated a long-standing, profitable practice.\footnote{193} Ski Co.’s change in the market eliminated a superior product preferred by consumers and hin-
dered its competitors’ ability to compete, and Ski Co. did not offer an efficiency-enhancing explanation for its conduct. \(^{194}\) Consequently, the Court held that a jury could reasonably infer that the elimination of the all-Aspen pass was exclusionary. \(^{195}\)

*Aspen Skiing*, along with its predecessor *Lorain Journal*, \(^{196}\) marks the courts’ willingness to curtail a monopolist’s right to refuse to deal with a rival where that exclusion is “attempting to exclude rivals on some basis other than efficiency.” \(^{197}\) The complexities of breaks in interoperability suggest that a monopolist could always supply such a justification, especially when the dominant firm implements the break simultaneously with other changes. \(^{198}\) Consequently, defendants may readily point to a business justification to explain their actions. \(^{199}\)

Further — and perhaps more importantly — if the dominant firm has copyright or patent protection for its product, courts generally presume that excluding rivals from the protected work is a valid business justification. \(^{200}\) The presumption of validity may be rebutted by showing that the patent or copyright was acquired in an “unlawful manner,” \(^{201}\) that the protection of the patent or copyright is a pretext, \(^{202}\) or that the protection was obtained by “illegal tying, fraud in the Patent and Trademark Office, or sham litigation.” \(^{203}\)

In *Data General Corp. v. Grumman System Support Corp.*, the First Circuit considered whether Data General’s refusal to license its diagnostic software to “third-party maintainers” constituted exclusionary conduct. Data General had previously encouraged liberal use of its diagnostic tools by third parties before it began limiting access in order to maximize profits in the service aftermarket. \(^{204}\) Because Data General denied the third parties access to its software under copyright law, the exclusion was presumably a valid business justification. \(^{205}\) Other courts have gone so far as to reject any rebuttal other
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194. *Id.* at 604–10.
195. *Id.* at 610–11.
199. The procompetitive justification offered by a defendant is open to rebuttal by the plaintiff. *Id.* The weighing of the two is a question of fact. *Id.*
202. *Image Tech. Servs.*, 125 F.3d at 1219. Other courts have explicitly rejected the role of intent in rebutting the presumption of valid exclusion from a patent or copyright. See, e.g., *Xerox*, 203 F.3d at 1329.
203. *Xerox*, 203 F.3d at 1327.
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than acquisition of the patent or copyright by fraud or illegal conduct before the relevant authority.\textsuperscript{206}

Even \textit{Aspen Skiing} did not apply to the facts here. “Apparently sensing the uphill nature of its allegation of an exclusionary refusal to license,” the third-party maintainer argued that Data General’s conduct was covered by \textit{Aspen Skiing}.\textsuperscript{207} Even if an \textit{Aspen Skiing} claim \textit{could} have overcome the presumption of a valid copyright exclusion, the court rejected its application to the case.\textsuperscript{208} Noting that \textit{Aspen Skiing} rested on a comparison of the monopolist’s behavior in competitive and monopolized markets, the court rejected the analogy, as Data General had always been a monopolist.\textsuperscript{209}

The protections afforded patent and copyright owners make it difficult to bring a successful unilateral refusal to deal claim. Software products are often protected by both patent and copyright. Under \textit{Data General} and \textit{Xerox}, these protections are likely to be recognized as valid business justifications for exclusion.\textsuperscript{210} Further, breaks in interoperability are not always accompanied by a change in the nature of the market to allow a comparison of the dominant firm’s conduct in both competitive and monopolized markets.\textsuperscript{211} Given the courts’ reluctance to find liability for refusals to license software in \textit{Data General} and \textit{Xerox}, such an argument seems unlikely to succeed against a monopolist breaking interoperability for software products.

\textit{C. Essential Facilities}

Another exception to permissibility of a unilateral refusal to deal exists, albeit extremely rarely. Where a monopolist controls an “es-

\textsuperscript{206} The Federal Circuit has explicitly limited rebuttal of the presumption to traditional exceptions to the monopolies afforded by intellectual property protections: patent misuse, sham litigation, and \textit{Walker Process} claims. \textit{Xerox}, 203 F.3d at 1326–28; see also id. at 1329 (“[I]n the absence of any evidence that the copyrights were obtained by unlawful means or were used to gain monopoly power . . . Xerox’s refusal to sell or license its copyrighted works was squarely within the rights granted by Congress to the copyright holder . . . .”).
\textsuperscript{207} \textit{Data Gen. Corp.}, 36 F.3d at 1188.
\textsuperscript{208} Id.
\textsuperscript{209} Id.
\textsuperscript{210} In the Ninth Circuit, however, plaintiffs may rebut the presumption of a valid business justification by showing that the exclusion from the patent was a mere pretext. \textit{Image Tech. Servs. v. Eastman Kodak Co.}, 125 F.3d 1195, 1219 (9th Cir. 1997). The Ninth Circuit’s refusal to reverse the judgment for the plaintiff was supported by testimony by key Kodak decision makers that protection of patent and copyrights had never occurred to them. Id. Further, only sixty-five of the thousands of parts at issue in \textit{Image Tech. Servs.} were protected by patents; consequently, a jury was more likely than not to find that patent protection was a pretext for its exclusionary activity. Id. at 1219–20. This situation differs from that of software, in which the entire product is likely to be protected by copyright or patent rights.
\textsuperscript{211} \textit{Data Gen. Corp.}, 36 F.3d at 1188.
ssential facility” — one that is necessary for a competitor to enter and compete in the market — and the competitor cannot replicate the facility, a court may find that the monopolist has a duty to deal. The essential facilities doctrine works best as applied to historical and modern infrastructure not easily replicated by competitors, such as railroad bridges, seaports, or telephone networks. The doctrine has more recently been invoked in Europe to analyze other types of facilities, including information products, software, and even interface specifications. However, it may not (easily) extend to non-physical facilities in the United States, although commentators have encouraged its application to software products, such as unregulated software platforms.

To bring an essential facilities challenge to a unilateral refusal to deal, a plaintiff must show four elements: (1) control of the essential facility by a monopolist; (2) a competitor’s inability — practically or reasonably — to replicate the essential facility; (3) denial of the use of the facility to a competitor; and (4) feasibility of providing the facility. Courts have generally required that the facility in question be in an upstream market and that the monopolist deny access to the facility solely to eliminate competition in the downstream market.

When pursuing a claim of a break in interoperability against a dominant firm, it is especially difficult to establish the inability to replicate the facility. The bar for “inability practically or reasonably to replicate the essential facility” is high, often thought to be limited to “facilities that are a natural monopoly, facilities whose duplication is forbidden by law, and perhaps those that are publicly subsidized and
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thus could not practicably be built privately.”\textsuperscript{220} Thus, successful essential facilities claims have generally involved extremely expensive facilities or those underlying natural monopolies such as entire power grids, mountains, or sports complexes.\textsuperscript{221} In other successful challenges, “the facility in question was more than dominant; it was effectively the only one in town.”\textsuperscript{222}

In the software context, what would constitute an “essential facility” is unclear. Depending on how an essential facilities claim is framed, a court may not view a break in interoperability as an antitrust violation because the facility is replicable or not necessary to compete in the market.

When Apple introduced its FairPlay DRM technology, competitors could argue that the lost facility was ability to play music purchased from their music stores; however, that function was clearly replicated, at least temporarily, when RealNetwork responded with its Harmony technology, which allowed RealNetwork music to be played on Apple digital music players.\textsuperscript{223} Similarly, when Instagram ceased to allow photos to be posted to Twitter in 2012,\textsuperscript{224} Twitter might have argued that the essential facility it lost was access to Instagram content and photo sharing; however, Twitter replicated the feature with its own robust photo sharing features,\textsuperscript{225} and users could upload photos to both platforms. Although Twitter did not (and could not) reproduce the whole network, its own photo sharing features may indeed be a sufficient replication of the lost facility.\textsuperscript{226} These examples suggest that in the software world, where readily understood physical limitations on replication are not present, facilities may not be “more than dominant.” A court may rule that comparable “facilities” can be reproduced.

A plaintiff challenging a break in interoperability may argue that, although it can create a similar software product, network effects pre-
vent the new “facility” from having similar impact. Essential facilities claims are usually leveraged against natural monopolies, which have supply side economies of scale. These traditional essential facilities are usually marked by some physical or geological feature that makes entrance by new competitors cost prohibitive. Network effects, however, operate on the demand side, reflecting increased value to consumers with each additional user. New entrants cannot provide the same value as current firms, even with an identical product, because the user base is part of the value. Thus Twitter could instead argue that the lost facility was not just the Instagram photos themselves, but the entire Instagram community. A facility defined broadly to encompass this community of users could not simply be recreated by engineers; a community is not practical or reasonable to replicate, due in part to network effects acting as a barrier to entry. Nonetheless, because software is so readily distinguishable from the natural monopolies where the doctrine emerged, it is not clear that the essential facilities doctrine would apply to software products.

VI. STRUCTURED RULE OF REASON TEST FOR SOFTWARE PRODUCTS

Under the current focus of predatory innovation on the “no business justification” standard, courts may too readily defer to defendants’ alleged business justifications to address anticompetitive harm from software product design changes. The examples of Twitter and Apple demonstrate the ease with which a dominant firm may exclude competitors it once benefited from, without fear of antitrust liability. Software products have several characteristics that distinguish them from physical products and make them uniquely able to use product redesign to break interoperability. Firms can implement and distribute changes in software quickly, such as in response to competitor behavior. Further, the corresponding software product markets defy assumptions underlying predatory innovation analysis for physical product markets, rendering the doctrine of predatory innovation largely ineffective.

Users may have no realistic opportunity to choose whether to adopt the new product. Consequently, the changes in a software product are particularly apt to exclude competition by avoiding the characteristic that assuaged courts in earlier cases: reverse engineering, the maintenance of older products, and the market’s election of the
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new product (and the inference that it is indeed an “innovation”). Without these characteristics, producers of software products are able to exclude competitors to a degree not paralleled in markets for physical products.

Antitrust law should carefully examine when software product redesign that results in non-interoperability constitutes anticompetitive conduct. We propose a framework for a test that addresses these differences: a structured rule of reason test for software products. A rule of reason analysis would emphasize weighing procompetitive and anticompetitive effects, rather than allowing a firm to escape liability for any degree of anticompetitive effect so long as there is some procompetitive justification, as evidenced by market acceptance or shown by a business justification. The proposed test would (1) help prevent dominant firms from taking advantage of network effects to the detriment of partners who helped establish broad usage, in reliance on support statements; (2) consider whether the innovation necessarily led to the elimination of interoperability and the viability of other products; (3) address whether the change influenced the consumer experience and was meaningfully accepted by consumers; and (4) utilize the court’s procedural rather than technical competence.

In particular, this framework considers the competence of courts to scrutinize software and redesigns, while avoiding over-deference to market acceptance. The framework’s guidance helps to weigh procompetitive and anticompetitive effects in this technical industry, where courts and agencies may be especially wary of the likelihood of errors in analysis and their potential consequences. The framework also bears in mind strong policy reasons to minimize interference with software product markets, where overactive judicial interference may inhibit innovation and competition. In doing so, it attempts to provide structure to make outcomes more predictable, to aid both courts in applying, and companies in complying with, the proposed standard.

The test is sequential in nature, guiding courts through “easier” or more critical questions first, in order to dispose of predatory innovation challenges earlier in the analysis. This improves the predictability of outcomes by reserving the balancing factors and more technical analysis for later steps. Thus, we have refined the test as follows:
Was the product, despite a break in interoperability, still consistent with all (1) public documentation, (2) support statements about interoperability or documented behavior, and (3) long relied-upon dependencies or other behaviors that are or should have been known?

**STEP 1**

- yes → **STEP 2**
- no → Break is presumed anticompetitive

**STEP 2**

Was the break implemented simultaneously with purportedly procompetitive (i.e., genuine) innovations?

- yes → **STEP 3**
- no → Break is presumed anticompetitive

**STEP 3**

Was there a technical relationship between the break in interoperability and the genuine innovations? That is, did the break technically enable the procompetitive change?

- yes → **STEP 4**
- no → Break is presumed anticompetitive

**STEP 4**

Was there a reasonable, less restrictive alternative available for implementing the change, considering monetary, temporal, and other resource costs and benefits?

- yes → **STEP 5**
- no → Break is presumed anticompetitive

**STEP 5**

Were the other purportedly procompetitive changes accompanying the break accepted by the market?

- yes → Break and accompanying changes are presumed genuine and procompetitive
- no → Break is presumed anticompetitive
1. Was the product, despite a break in interoperability, still consistent with all (1) public documentation, (2) support statements about interoperability or documented behavior, and (3) long relied-upon dependencies or other behaviors that are or should have been known?
   - If not, move on to step 2.
   - If so, the break is presumed genuine and pro-competitive.

2. Was the break in interoperability implemented simultaneously with purportedly procompetitive (i.e., genuine) innovations?232
   - If not, the break is presumed anticompetitive.
   - If so, move on to step 3.

3. Was there a technical relationship between the break in interoperability and the genuine innovations? That is, did the break in interoperability technically enable the pro-competitive change?233
   - If not, the break is presumed anticompetitive.
   - If so, move to step 4.

4. Was there a reasonable, less restrictive alternative available for implementing the change? That is, was the break in interoperability a necessary means of achieving the other changes, or was the break reasonable considering monetary, temporal, and other resource costs and benefits of alternatives?
   - If so, the break is presumed anticompetitive.
   - If not, move to step 5.

5. Were the other purportedly procompetitive changes accompanying the break in interoperability accepted by the market?
   - If not, the break is presumed anticompetitive.
   - If so, the break and the accompanying changes are presumed genuine and procompetitive.

232. The timing of conduct has weighed in the analysis of monopolization in other cases. See, e.g., Berkey Photo, Inc. v. Eastman Kodak Co., 603 F.2d 263, 286 (2d Cir. 1979). Courts have been willing to find monopolists liable for timing changes in order to exclude competitors under regulatory regimes, such as the Hatch-Waxman Act. See Abbott Labs. v. Teva Pharm. USA, Inc., 432 F. Supp. 2d 408, 422 (D. Del. 2006). Here, the timing serves not to find liability, but as a logical necessity to the analysis: where the alleged procompetitive change is implemented at a time removed from the break in interoperability, the two are unlikely to be related.

233. This may be the type of explanation provided by Google when it moved Hangouts away from XMPP. See supra notes 131–32132 and accompanying text.
The test embodies two basic principles. First, it avoids any mandate of interoperability by presuming anticompetitive conduct only if the non-interoperability differs from what the firm has promised to developers of complementary or competing products through documentation, support statements, or long held practice. In some sense, the sequential test here serves as a structured rule of reason. It guides the court through relevant considerations in determining whether the defendant’s conduct was exclusionary, but allows the defendant to provide an exculpatory justification outside its rigors. This recognizes the complexities of software markets in particular, providing structure to the court’s reasoning without artificially ruling out an opportunity for the defendant to carry her burden. Second, the test escalates in degree of technical sophistication necessary to answer each successive question. It is easier for a court to determine if a break in compatibility occurred at the same time as other changes than it is to determine if the break was “necessary” for the other changes, which would presumably be a battle of experts.

The test here is designed to isolate the third factor that distinguishes software markets from physical ones: interoperability and other aspects of the product may be altered with minimal or no change to the experience for current users and advertisers, but with crippling effects for competitors. As described above, this characteristic means that courts cannot rely on the market to approve a change as a genuine innovation, as users and advertisers may be forced to migrate without seeing any corresponding change in the underlying product. This test helps courts determine whether the innovation was genuine in the software context, where the reason for the shift in the market (from third-party applications to Twitter, for example) may not be so obviously motivated by product features (as opposed to Berkey Photo, where users were presumably buying the new camera and film for the features of those new products).

The first step of the test considers that developers may rely on promises of support and established interoperability and protects firms whose redesign is consistent with past conduct and support statements. A plaintiff may argue, as in Aspen Skiing, that the elimination of a profitable business arrangement (interoperability) only after the defendant becomes dominant is likely to serve only exclusionary purposes. If the defendant has clearly stated how it will or will not support interoperability, such as with Facebook’s public documenta-
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tion and versioning for APIs, such a reliance argument is weak. Adherence to published or long-established standards suggests the defendant did not suddenly change its business practices, but instead was adhering to them. Consequently, adherence to documentation or industry standards establishes a presumption that the change was justified, leaving the plaintiff to establish exclusionary conduct by other means.

The second step focuses on whether the allegedly anticompetitive effect was contemporaneous with any procompetitive justification offered by the defendant. If the procompetitive improvement is far removed in time from the break in interoperability, it seems unlikely that the two are actually related. Thus, if Twitter limited user tokens for mobile applications long before implementing any interface changes to improve the mobile experience, the court may presume that the justification is a sham and unrelated to the break. The burden would shift to the defendant to show that, despite the remoteness in time, the break in interoperability was tied to the procompetitive innovation.

Establishing the tie comes in the third step, where the court considers whether the break of interoperability was technically related to the procompetitive change or improvement. The focus here is not on whether the break was necessary for the procompetitive change, but on whether there is some technical connection linking the non-interoperability and procompetitive innovation. Again, the idea of the sequential test is rooting out undeniably exclusionary breaks with no procompetitive justification before reaching more difficult technical questions. If there is no apparent technical relation, the defendant would bear the burden of showing some other compelling procompetitive justification.

The final two steps embody the more technical questions. In step four, the court must determine whether the defendants had a reasonable and less restrictive alternative to implementing the procompetitive change. This step comprises two questions: First, was there a less restrictive alternative that would enable the procompetitive change without breaking interoperability? Second, would that alternative be reasonable to implement considering, among other things, technical complexity, impact on product release schedule, and maintainability? As pointed out by C. Scott Hemphill, the less restrictive alternative analysis often serves to “smoke out” anticompetitive effect. The assessment forces the defendant to explain why the break in interoperability — which may harm competition — is necessary for the
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238. At this point, step three of the test should have already determined that the break in interoperability was related to — and in some sense, enabled — the procompetitive change.
purported procompetitive change implemented by the defendant.\textsuperscript{240} If the defendant cannot show that the break in interoperability is necessary to some procompetitive benefit, the court should presume the break is anticompetitive. If the defendant can show the break in interoperability is necessary, the court proceeds to step five. Admittedly, the step is technical and thus may require experts to determine whether a less restrictive alternative is available.\textsuperscript{241}

In the final step, the defendant must demonstrate that the non-interoperability changes were indeed legitimate innovations. The test turns to whether the market accepted the change accompanying the break in interoperability. This may seem incongruous given our rejection of the market acceptance test espoused by the Second Circuit.\textsuperscript{242} The focus here, however, is no longer on the break in interoperability — which may indeed occur beneath the market’s notice — and is instead on the accompanying procompetitive change offered by the defendants. The idea is that even if the break in interoperability is reasonably necessary for the change, that change is procompetitive only if accepted by the market. The goal is to preclude defendants from breaking interoperability and supplying a sham “improvement” visible to the market with the primary purpose of excluding competition. Thus, the final step of the test adopts the Second Circuit’s test in \textit{Berkey Photo}, but only for those purportedly procompetitive, market-visible changes accompanying the break in interoperability.

\textbf{VII. CONCLUSION}

This Note demonstrates how current antitrust doctrines fail to curb anticompetitive redesign of software products that break interoperability and suggests a new framework to evaluate those changes. While courts and agencies may be rightly concerned about in-depth technical analysis of each line of code and the reasons behind each change, the proposed framework provides a basis for analysis within their competence, creating a sequential structure beginning with bright-line questions and finishing with a more technical analysis. This framework allows courts to evaluate firm conduct and product changes in light of the unique characteristics of software markets.

\textsuperscript{240} See \textit{id.} at 46.
\textsuperscript{241} Although step four (and in turn, step five) presents a more technical question, technical analysis is still within the competence of the courts. Courts regularly tackle questions regarding least restrictive alternatives, Hemphill, supra note 235, at 7–8, complicated issues of market definition, see Jefferson Par. Hosp. Dist. No. 2 v. Hyde, 466 U.S. 2, 34 (1984) (O’Connor, J., concurring) (discussing the “elaborate inquiry into the economic effects” required for market definition and market power analyses), and the technical aspects of patent claims, cf. Markman v. Westview Instruments, 517 U.S. 370, 388 (1996) (discussing the competence of the court to interpret patent claims).
\textsuperscript{242} See supra Part III.B.