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COMBATING SOFTWARE PIRACY:
THE SOFTLIFTING PROBLEM

David M. Hornik*
INTRODUCTION'

Today, somewhere between one quarter and one third of all American
households have a computer of some kind or another.! That translates to
approximately twenty-four to thirty-six million households that-have
entered the computer age, 1o date. And there is no indication. that the
number of computers being purchased has leveled off.? L

Not only has the hardware market for personal computers (“PCs”)‘

. become big business,® but the success of home computing has created a

gigantic market for personal sofiware. In 1992 alone the ‘software B
publishing industry generated $17.8 billion in income. 4 ‘While a. gteat

deal of that software is purchased by corporations, educational institu-

tions, and governments, more and more software is being purchased _hy'
individuals for use in the home.® And, as the demand for software has
increased, more and more individuals are pirating software for use in the

home.*

* ]1.D., Harvatd Law School Class of 1994. This Recent Deve]opmem hﬂs been
entered into the Nathan Burkan Memorial Competition. -

1. Nathan Cobb, Where There's a Home PC, Odds are There’s a Sofiware Ptrare ’I‘HE
BOSTON GLOBE, March 2, 1994, at 61 fhereinafier Where There's a PC). :
2. A study performed by the Connecticut marketing research firm Inteco Corp. in August
of 1973 found that of those households which do not presendy have a personal computer,
31% intend to buy one in the next year or so. And of those non-computer houssholds with
school-aged children, a full 62% intend to get a computer in the next year or so. James
Coates, Computing Focus is Turning Toward the Home, THE CHICAGO TRIBUNE, Jan. 9,
1994, Business Section at 2. See also IBM Offers Powerfil PCs.for Home, Smal!l Business
Use, THE ATLANTA JOURNAL & CONSTITUTION, Oct: 5, 1993, at F7 (“More than 25
million U.S. hounscholds have computers, and an additional 25 percent to 30 perceut intend

to purchase them....").

3. The personal computer industry brings in $70 billion in annual revenues. Accordmg
to a study by Computer Intelligence InfoCorp., the three leading PC hardware producers
shipped approximately 5 million computers in 1993 alone—Agpple sold 1.8 million, IBM
sold 1.7 million, and Compagq sold 1.5 million. Pat Guy, Compag. Mbb"es on App!e s PC
Lead, USA TODAY, Feb. 2, 1994, at 4B.

4. Jonathan Chevreau, SoftCop Tackles the Software Pirates, THE FINANCIAL Pos‘r
March 12, 1994, at 16.

5. Sales of PC application software continues to grow. First quarter personal software
sales in 1593 {$1.46 billion) increased 20% from first quarter sales in 1992. Windows
Applications Out-sell DOS Applications for First Time in North Amerzca, Busm&ss WIRE, ~
June 21, 1993.

6. Where There’s a PC, supranote 1. The extent of home piracy is discussed in further
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“Software piracy” to a large extent has become a generic term for the
illicit duplication of copyrighted computer software.” This general use of
the term “piracy, however, encompasses what can be seen as three
distinct categories of piracy: 1) commercial piracy; 2) corporate piracy;
and 3} softlifting. Commercial piracy refers to-the illicit duplication of
software for the purpose of distribution and sale.?" Corporate piracy, on
the other hand, rarely entails copying software for direct financial gain.
Rather, corporate pirates often find that the size and scope of their
company’s software usage makes tracking and enforcement of sof_tware
copyrights exceedingly difficult.’ The category of corporate piracy
encompasses the activities of not only corporations and businesses, but -
also educational institutions, government entities, etc. 10

detail, infra notes 92-106.

7. See, e.g., Sega Enterprises Lid, v. Accolade, Inc., No. 92-15655, 1993 U.S, App
LEXIS 78, at *7 (Sth Cir. Jan 6, 1993) (using “piracy” in a smcﬂy commercial sense,.
referraag to international software counterfeiting); Yault Corp. v. Quaid Software Ltd., 847
F.2d 255, 261 n.13 (5th Cir. 1938) (usmg piracy” broadly to refer to any illicit copymg
that may result in a lost sale).

8. See Trade Losses Due to Piracy and Other Market Access Barriers Affecting the Us.
Copyright Industries, THE INTERNATIONAL INTELLECTUAL PROPERTY ALLIANCE, April,
1989. Commercial piracy is big business. Commercial pirates save millions of dollars in
research and development costs by simply making perfect copies of ather publisher’s soft-
ware, repackaging it and selling it as a legitimate version of the original. It is just such
commercial piracy at which the recent felony provisions of the copyright laws were enacted.
18 U.S.C. § 2319 (1993). The felony provisions are discussed further infra at notes 86-88.
See also H.R. Rep. No. 997, 102d Cong., 2nd Sess., reprinted in 1992 USCCAN 3569,
3572 (discussing scope and aim of bill felonizing commercial piracy)[hereinafier Cammerciai
Piracy Report].

The vast majority of commercial piracy takes place outsxde of the United States,
primarily in Taiwan, Indonesia, Singapore, and Thailand. Alice Bredin, How to Spot Bogus
Software, COMPUTERWORLD, March 8, 1993, at 128. For example, after a concerted effort
by the Business Software Alliance, the percentage of software in Taiwan that is counterfeit
still remains at 83%, down from 90%. Taiwan Working to Eliminate Software Piracy,
CENTRAL NEWS AGENCY, April 16, 1994. Despile its prevalence abroad, commercial -
piracy also takes place in the United States. In 1992, Microsoft seized 150,000 counterfeit
copies of its program, M3 DOS, version 5, The estimated street value of the pirated
software was over $9 million. Microsoft Raids Leadto Large.fr Caun:erfe!t Soﬁware Selzure
in History, BUSINESS WIRE, Oct. 7, 1992, :

9. The problem of corporate piracy has decreased substantially over the past few years,
Corporations and other similarly. situated institutions have begun taking the job of.
compliance with the copyright laws seriously, by hiring software managers to ensure
compliance, incorporating technical means by which to track software, enacting anti-piracy
policies, budgeting sufficient funds for software, etc. See Sherman and Homik, How fo
Avoid the Software Police and What to do When They Knock on Your Door, 15TH ANNUAL
COMPUTER LAW INSTITUTE, vol. 1, 495, 528-547 (1993)[hereinafter Software Police]."

10. These corporate pirates have been the primary targets of recent enforcement efforts.
by the Software Publishers Association, the industry trade organization charged with the task
of copyright enforcement. See, e.g.,' SPA Made 1993 a Bad Year for Software Pirates,
BUSINESS WIRE, Jan. 25, 1994 [bereinafter Bad Year for Pirates]. Typical corporate piracy
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The final category of software piracy is that upon which this paper 3
focuses: softlifting. Softlifting is the software equivalent of shoplifting. "
When one copies a friends software package, or brings a backup c’o‘py‘
home from work for personal use, or borrows a program from the library
and makes a copy of it, each of these acts amounts to softlifting. In the
words of John Rabards, a staff member of the Boston Computer Soc:ety,
softlifting is “one of life’s quiet little cheats,”'? Softhftmg is that piracy
which goes on in our homes, behind closed doors, where no-one can see
it happening; it is not intended for direct financial gain, and is believed
by many to be perfectly legal.? - =

Software publishers have expended significant resources over the past
dozen or so years in an effort to combat all forms of piracy. They have
banded together in such trade organizations as the Software Publishers
Association (“SPA"), the Association of Data Processing Service
Organizations (“ADAPSO”)," and the Business Software Alliance
(“BSA™) to fight piracy not only in the courts, but also in Congress, and
in the press.” Those efforts have been relatively successful with regard -
to commercial’® and corporate piracy,” but have been unable to attack

takes the form of a piece of software being passed around the office and placed on multiple -
hard drives or copied onto a file server which is accessed by many more people than a
single user. The result is that a corporation will have purchased only a handful of copies
of a particular program, yet have dozens of employees utilizing copies of that software. - See
Thou Shalt Not Dupe; So Says a Vendor of Software—is Anyane Luremng ?, COMPUTER-
WORLD, Jan. 28, 1985.

11. See Ayen, Why You Shouldn't Pirate Soﬁware THE AMERICAN LAWYER Dec 1993,
at 102 (“[Blecause of the ease of duplication, many individuals who would never think of
shoplifting a candy bar think nothing of offering up any number of excuses for pirating
software . . . .").

12. Where There’s @ PC, .rupra note 1, at 61. See also Soﬁware Polme, sapra note 9,
at 501, n.1. ‘
13. See Pamela Samuelson, Computer Programs and Capynghr s Fair Use Dac:rme

COMMUNICATIONS OF THE ACM, Sept. 1993, at 19 (“[There exists] aw1d=spread pemephon

of the gereral public that making copies of copyrighted works isOK as long asit sdone fnr L

private, non<ommercial purposes.™).

14. ADAPSO wasthe predecessor of the Information Technology Association of Amcnca .
("ITAA™) and received somewhat greater visibility than has the ITAA. ‘

15. For a discussion of the litigation efforts of the software community, see infra notes .
48-84 and accompanying text. The primary legisiative victories of the software publishers
have been the enactment of the Computer Software Rental Amendments Act of 1990,
codified under 17 U.S.C. § 109(b) (1993), and the Commercial Piracy Felonization
Provisions, codified under 18 U.S5.C. § 2319 (1993), See infra notes 86-88 and accompany- -
ing text. For a discussion of recent efforts at educating the public, see infra notes 109:117. .

16. Under the new felony provisions of the copyright act, the first domestic commercial
pirate was indicted on July 7, 1993. With a potential sentence of $250,000 ($1,000,000 for
corporate defendants) and five years in prison (ien years for repeat offenders), these -
heightzned penalties send a strong message to potential commercial pirates. First
Indictments Come Down Under Stronger Software Piracy Laws, THE ASSOCIATED PRESS,
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softlifting in any serious way.

This paper attempts o address the growing problem of softhftmg It
first considers the present efforts at copyright enforcement being
undertaken by organizations like the SPA. This section focuses on those -
organizations fighting software piracy, as well as on the legal ‘toals
available to effectuate such enforcement strategies under the copyright
laws. Second, this paper explores the possibility of a legislative solution
to the softlifting problem. The legislative model explored is that which
was recently enacted to protect intellectual property in the audio realm.
Specifically, the solution considered is modeled after the Audic Home
Recording Act,'® which combines a royalty scheme. with a proposed
technjcal anti-copying solution. .'

1. THE SOFTWARE POLICE"

Despite the heated debate in recent years over the copyrightability of
computer programs, it is now firmly established that software is protected
by the copyright laws.? Armed with the copyright act and its enforcement
provisions, the software industry has begun vigilantly protecting its
intellectual property rights.”’ These enforcement efforts have been

July 7, 1993. The SPA has alse begun fighting commercial piracy abroad, nunaung three
raids in Singapore in 1993, Bad Year for Pirates, supra nole 10.

17. Since the inception of the SPA’s anti-piracy campaign (a combination of litigation and
education), some estimate that corporate piracy has been cut by almost 50%. Retail Chain
Setiles Software Suir; Pays §161,000 to Software Publishers Association, BUSINESS WIRE, .
Nov. 12, 1993, Piracy decreased sigrificantly between 1991 and 1992 alone, from $2°
billion in industry lesses down to $1.2 billion. Laura DiDie, Crackdown on Sofiware
Bootleggers Hits Home, LAN TIMES, Nov. 1, 1993, at 67 (quoting Ken Wasch, SPA
executive director). See alsa Bad Year for Pirates, supra note 10. Bur See Mark Trambull,
Software Piracy Grows, As Do Efforts to Stop It, THE CHRISTIAN SCIENCE MONITOR, Dec.
7, 1993, at 9 (“Unlike the larger Software Publishers Association, the {Business Software
Alliance] sees the problem holding steady in the U.S.; rather than declining.”).

18. Audio Home Recording Act of 1992, 17 U.S.C. §8 1001, et seq. (1993).

19. Section I of this paper builds upon a previously published work. Software Police,
supra note 9. Many thanks to Cary Sherman of Amold & Porter, Washington, D.C., for -
his assistance and support. ‘

20. See generally FINAL REPORT OF THE NATIONAL COMMISSION ON NEW TECHNO- -
LOGICAL USES OF Co;‘“ GHTED WORKS, 1978 [hereinafter CONTU Repon], 17 uUs.c.
§ 117 (1993} (backup cuples of software are non-infringing).

21. While software publishers have also sought to protect their intellectual property rights
via licensing agreements, these agreements have proved less effective than the copyright
laws when it comes to enforcement strategies. This is due in large part to the questionable
status of shrink wrap licenses. Such licenses emblazen the software packaging with the
terms of the license agreement and assert enforcability upon the openning of the shrink
wrapped package. However, such contracts of adhesion are arguably unenforcable. See
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undertaken by software publishers-both mdwldua]ly and in tandem, via
such trade organizations as the SPA and the BSA. Drawing upon the
entire copyright enforcement arsenal,” software publishers have made
great gains in fighting corporate and commercial and corporate pirzu:y23
and in these efforts have been collectively dubbed the “software police., "%

While the Software Police, to date, have only sought to enforce the
copyright laws aééinst commercial and corporate pirates, the makeup of
the police force and the nature of their enforcement arsenal are instructive
when considering the softlifting problem. The software police have vast
monetary resources, yet the nature of the copyright remedies and the -
means by which they have been put to use in the past are all but ehtirely
inappropriate for dealing with non-commercial home piracy.

A. Who are the “Software Police”?

The software police force is a diverse organization. At the root of all
enforcement efforts are the publishers themselves. Only the individual
publishers, as .théi copyright holders, have the authority to commence
enforcement proceedings against infringers. Some of the larger saftware
companies have recently created in-house police forces which investigate
piracy of their programs and then initiate suits against those infringers.”
Because of the expense of such efforts, these organizations tend to focus
their resources on commercial piracy and large scale corpdrate piracy,
rather than softlifting.

Richarc Raysman & Peter Brown, Shrink-Wrap Licenses and Implied Warranties, N.Y.
L.J., March 22, 1991; Michael G. Ryan, Offer Users Can’t Refuse: Shrink-Wrap License
Agreements as Enforceable Adhesion Contracts, 10 CARDOZO L. REV. 2105 (1989); Page -
M. Kaufman, The Enforceability of State Shrink-Wrap License Statutes in Light of Vault
Corp. v. Quaid Software, Ltd., 74 CORNELL L,REV, 222 (1988); Richard H. Stern, Shrink-
Wrap Licenses of Mass Marketed Software: Enforceable Contracts or Whistling in the
Dark?, 11 RUTGERS COMPUTER & TECH. L.J. 51 (1985). Given the limitations of licensing
agreements and the reluctance of the software industry to rely heavily upon them in thetr
enforcement efforts, this paper will concentrate upon the copyright provisions.

22. 17 U.S.C. §§ 501 et seq. (1993) (remedies provisions). .

23. See supra note 17. '

24. Software Police, supra note 9, at 502.

25. Only the largest software firms can afford to do their own polxcmg Thus, it is not
surprising that the two corporations at the forefront of in-house anti-piracy efforts are -
Microsoft and Novell. DiDio, supra note 17, at 67, The success of these programs,
however, has lead to other publishers considering similar efforts. See Pink, Cracking Down
on Software Pirates: Choosing the Right Weapons for Your Litigation Arsenal, THE BAR
ASSOCIATION OF SAN FRANCISCO, June 26, 1992, at 2.
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The majority of the policing efforts of the software commumty, .

however, are undertaken collectively through such trade organizations as

the Software Publishers Association and the Business Software Alliance.? i
By pooling resources, software publishers are able to more efficiently -

investigate charges of copyright infringement® and, if need be, ‘commence
costly lawsuits against those infringers.”

The Software Publishers Association is the largest organization
combating software piracy.”? Formed in 1984, the SPA has been active

in every aspect of software copyright protection—from litigation, to

legislation, to education.® Today the SPA has over 1,100 members,
ranging from huge business software publishers to small computer game
companies.” Staffed by nine full-time employees, the SPA took action
against 577 organizations last year alone, collecting $3,600,000 in fines.®
The money collected each year through enforcement efforts is reinvested
in future litigation and public relations efforts. Thus, the more successful
the organization becomes at copyright protection, the greater amount of
money it has to invest in futare police undertakings.®

26. See Pink, supra note 25 (discussing the various means by which software firms are
able to enforce their copyrights).

27. The investigation pracess for the SPA and BSA ptimarily begins with a phone call
to their respective piracy hotlines {The SPA number is {800) 338-PIRS and the BSA number
is (800) 683-BSA1), The SPA received nearly 30 calls per day on its hotline in 1993, Bad
Year for Pirates, supra note 10. After verifying the accusation of piracy, usually through
the affidavit of an independent witness, the software police undertake some form of
enforcement proceedings, For further detail on these proceedings, see infra notes 48-84 and
accompartying text.

28. Buad Year for Pirates, supra note 10. As discussed further below, BSA and SPA
enforcement efforts rarely take the form of lawsuits. Rather, these trade organizations rely
upon extra-judicial means of enforcement which are admittediy given teeth by the possibility
of an infringement suit. See infra notes 48-84 and accompanying text .

29. See generally Casser, Advice 10 the Corporate Pirate: Managing your Soﬁware
Resources in a Networked Enwronmem 13TH A.NNUAL COMPUTER LAW INSI'ITUTE vol.
1, 351 (1991).

30. The SPA was formed with only two dozen membm in 1984 and grew to over 350
software companies by 1988. The Computer Software Rental Amendments Act of 1988:

Hearing before the Subcomm. on Patents, Copyrights and Trademarks of the Senate Carmm.

of the Judiciary, 100th Cong., 2nd Sess. 12-18 (1988) [Heremafter Utah Rental Heanng]
(testimony of Heidi Roizen).
31. Bad Year for Pirates, supra note 10. Sea alsa DiDio, supra note 17, at 67 (“The

SPA’s anti-piracy efforts have the backing and blessing of software vendors, including

Adobe Systems, Aldus Corp., Apple Computer Inc., Autodesk Inc., Borland International
Inc., Central Point Software Inc., Claris Corp., Fifth Generation Systems Inc., Funk
Software Inc., IBM Corp., Lotus Development Corp., erograﬁx Corp., Microsoft Corp ,
Novell Inc., The Santa Cruz Operation, Software Publishing Corp., Symantec Cotp.,
WordPerfect Corp., and Xerox Corp.”)

32. Bud Year for Pirates, supra note 10.

33. DiDio, supra note 17, at 67.



No. 2] Combating Software Piracy 383

A second software trade organization, the Business Software Alliance,
is significant due to its impressive membership. The BSA represents
Aldus Corp., Apple Computer Inc., Autodesk Inc., Borland International
Inc., Lotus Development Corp., WordPerfect Corp., and Microsoft Corp.
These “big seven” software publishers account for 75% of all worldwide .
software sales.* While at its inception the BSA focused upon internation-
al piracy, the organization began domestic enforcement efforts in July of
1992. Shortly after forming its domestic anti-piracy team, the “big
seven” withdrew authorization from the SPA to commence enforcement
proceedings on their behalf, leaving all copyright policing to the BSA and
the in-house legal departments of the individual publishers.” Thus, the
BSA has become an mcreasmgly significant member of the software
police force.

B. The Police Arsenal

The varying members of the software police are all armed with the
same basic enforcement tools: the remedy provisions of vzhe"c‘op?;,jlght
laws.*” The software police also utilize the threat of infringement actions
(and the bad publicity which may result from such suits) to acquire
“voluntary” compliance by a sreat number of infringers.®® Among the
weapons utilized by the software police are: voluntary audits; cease and

34, Software Police, Supra note 9, at 503.

35. T.C. Doyle and Barbara Darrow, SPA: Suddeniy Under Fire — Major Developers
Consider Leaving Trade Group, COMPUTER RESELLER NEWS, Feb. 28, 1994, at 2.  While
the “big seven” have already withdrawn enforcement authorization from the SPA, many of -
the BSA members are considering pulling out of the SPA altogether, citing “philosophical
differences™ with control over the SPA’s agenda. See aiso, Richard Bumett, Saftware
Watchdogs Sniff Out Thieves; Two Publishers® Trade Groups Aim to Protect Profits Lost
When Computer Saftware is Illegaily Copied, THE ORLANDO SENTINEL, March 2, 1994, at
B1 (“While their anti-piracy work is essentially complementary, the two trade grovps often
compete for membership and piracy cases.™). ‘

36. While prior to 1992 the BSA was known entirely for its intemational anti-piracy
efforts, the organization is working on changing the perception that it will not go after
domestic pirates. In a series of recent copyright raids, the BSA has made it clear that it will
go after large and small pirates alike. If the BSA’s promise to pursue domestic pirates is
not enough to scare corporate copyright infringers, the $232,500 settlement against
Comptronix Corp. in 1993 may do the trick. BSA4 Busts More FPirates, Says It Will Go After
Companies of All Sizes, SOFTWARE INDUSTRY REPORT, Dec. 20, 1993, at 5.

37. 17 U.S.C. §§ 501, et seq. (1993),

38. The SPA has been accused of using “strong-amm tactics” o acquire settlement of
potential law suits, By threatening suit and, more importantly, adverse publicity, the SPA
acquires cooperation in their “voluntary™ audits, asdiscussed below. However, Ken Wasch,
the current executive director of the SPA, rejects this claim: “We are not draconian, and
we don’t strong-arm anyone.” DiDio, supra note 17, at 67.
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des:st letters, temporary restramng orders wnts of setzure,
ard criminal proceedings.”® g , aa
- The primary means by which the SPA enforces 1ts member pubhsher § _
copyrights is thrcrugh voluntary. comphauce These comphanoe efforts“‘- .
take the form of both cease and- desist Ietters and voluntary audit requests :
Cease and desist letters are sent out when a’ software user is generally ml
compliance, but has technieally violated the law‘“’ or when the' SPAhas
received a tip which it cannot easily- venfy “ Wlule these letters domot -
carry any force of law, they do suggest to a company that it has bm e
singled out by the SPA for closer scrutiny in the future.* Last year Al
alone, the SPA sent out 332 cease and desist 1etters. it
More s1gmﬁcaut however, is the SPA’s use of voluntary audlts EaERRa
When the SPA receives a more significant or more venﬁable case of R
corporate piracy, it sends out an audit letter. The audit letter states that
the SPA has evidence that the company is using plrated software and that - e
a lawsuit will be commenced if the company does not: agree o allow the: . _" e
SPA 1o audit.* Approximately 90% of those eompames ‘receiving audit - T
requests agree to cooperate with the SPA.* | Despite the fact that ﬂme_

39. Among the weapons of the Spanish Inquisition are “fear, surprise, uthless efficiency, -
and an almost fapatical devotion to the Pope.” Terry Gilliam and John Cleese Ihe Spanuiz R
Inguisition, MONTY PYTHON'S FLYING CIRCUS (circa 1970), - -

40. Interview with Peter Bemk SPA Litgation. Du‘ector (Feb 14 1994) Iheremaﬁert .
Beruk Interview]. Mr. Beruk sugeested that a cease and desist letter ‘would be appropriate . - |

-if, for example, a company was significanty in compliance but ranning one or two pirated <
programs on a business machine: In such a circumstance, a letter is sent out explainiag-that
according to an anonymous tip the company is not in compliance with the copyright laws.
The letter goes on to describe the law and ask the company to remedy the situation. Cease
and desist letters are not followed up by addmoual acnon unless ﬁ.lrﬂ:er eomplamts arz made
to the SPA.- s

41. Software Police, supra note 9, at 512.

42. Id. at 512-513. ‘ C

43. Bad vear for Pirates, supra notz 10. This 1993 figure was nea.tly a50% decrease
from the 529 cease and desist letters that were sent out in 1992, Software Piracy: SFPA.

Hooks a Record Number of Pirates in 1992, EDGE WORK GRDUP COWUHNG REPORT
Jan. 11, 1993 Thereinafter Piracy in 1992}. -

44. One coercive aspect of the audit procedure is that the audit lener allows the suspeeted' e
company only a single day to reply to the request before a lawsuit is filed against the
company. For fear of the bad publicity of an infringement suit, many eompaum quickly
agree 10 the audit request before assessing the legal unphcanons of sach r.u agreemeut. See
Software Police, suprg note 9, at 510, . =~ '

45. See Ayen, supra note 11, at 1G2; Beruk Intemew supra note 40 Coopetauon with
the audit process entils allowing the SPA to run an auditing program on ail business
computers to determine what software has been instal'ed. - The company .is then'asked to -
produce invoices and documentation for all legitimate copies of the software. - For every
program that can not be accounted for, the company must: 1) destroy that program; 2) pay -

"a fine the equivalent of the market value of that software; and 3) purchase a legitimate copy -
af the program. Thus, in essence the infringing company must pay twice the price for every
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proceedings are- volunta.:y, they can result in huge ﬁnes- last year alone g
there were five audit settlements in excms o_f $100.000 46 Perhaps.,,;h:
most appealing aspect of such voluntary audits from the pmspecﬁvé‘of -

corporate pirate is the fact that they are- often anonymous, giving the e
offending company a chance to clean up its act without public censure. LA

‘While the vast majority of software copynght enforcemcnt.proceeds - ' ‘
through voluntary means, thete are occasions in which it is nmsary for ‘

the.software police to rely upon the court system.*. On. such' occasmns. RO
the copyright act provides a number of powerful pre-_ and post-tnal',,'; e

remedies. These remedies add teeth to the copyright provisions and
provide such incentives that nearly all corporate pltacy suits ﬁled todate -
have been sestled out of court.*

piece of software it has pirated. ! ‘ ‘ ‘
The incentive for undertaking a voluntary audit is that once the ﬁn:s havu: becn pald the -
company is released from all liability for copyright infringement prior to the audit. -'Of

course, as discussed at supre note 35, a Tumber of software publishers have withdrawn - T
authorization from the SPA to engage in enforcement actions:- Thus, while the company: .

being audited will not have to pay fines on puated software from non-SPA vendors {suck’

as the “big seven™), it will not be able 1o acquire a release from those software publishers . R
either. Doyle & Darrow; supra note 35, at2.- If a sufficient mumber of software prblishers =

withdraw audit anthorization, the entire andit process could be undermined—there would no

longer be adequate incentive to undertake a voluntary audit, as the company being audited e

would only be able to receive a release on a small portion of me mﬁmgmg software.;

46. Bad Year for Pirates, supra notz 10, :

47. The number of audits performed by the SPA has been steadily increasing in the recent
past. In 1991, the SPA sent out only 75 audit letters. Software Piracy: SPA Hooks a Record -
Number of Pirares in 1991, EDGE WORK-GROUP COMPUTING REPORT;:Feb. 10, 1992
thereinafter Piracy in 1991). The number increased to 218 andits and lawsum in 1992.-
Piracy in 1992, supra note 43. In 1993 the SPA pursued a total of 245 audzts and lawsuits.”
Bad year for Pirates, supra note 10, .

48. For example, if there is a possibility that the plmted soﬁwan: will bc deslmyed upon -
receipt of an audit letter, it may be betier to proceed by means of an ex parte TRO. - See
infra notes 63-64 and accompanying text, It will also be necessary to file a complaint ifa
company denies an audit request. Furthermore, the software police may wish to proceed
by Judlmal means if doing so is likely to generate valuable anu -piracy publmuy See
Saftware Police, supra note 9, at 513.

49, Beruk Interview, supra note 40, Peter Bernk suggests that the reason the ‘vast
majority of piracy suits have settled is that the software police only pmceed to court if they
have corroborated claims of egregions software piracy. Thus, the question is not whether
the company being filed against is lable, but rather how much money the company is
willing to pay for its transgressions. The software police will proceed with discovery o
determine the extent of the piracy and then negotiate a setilement somewhere between the
market value of the pirated software and the statutory damages for such mfnngcmcnt under
the copyright laws.

The SPA’s record is 2 good example of the success of such mfnngement ‘suits.
According to Ken Wasch, “fi]n five years of operation [the SPA has] only lost one case and

only dropped one case in two years.{sic] We dropped a pending suit with Snap-On Tools i

in Kenosha, Wis., because they were already in the process of voluntanly ‘getting mto
compliance by the time we readied the papers DiDio, supm note 17, at 68

j—
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Secuon 502 of the Copynght Act prov:des for both temporary andijl; |
permanent mjuncnons if such an equitable remedy ‘would. reasonablyg;., ‘
prevent or restrain copynght mfnngement ”X“Smoe such injunctions are . .~
primarily sought by the software police to presetve ewdence and expedltef o
discovery, the focus of the software pohce has: been upon temporaxy' o
restraining orders ("TROs") St The granting of such TROs is ennrely at’
the discretion of the court and, for the most part mu'rors the analysis’
given to any preliminary injunction. : .

While it is in the court’s discretion to grant or deny a prellmmary;.: f
injunction, such 1n3unctlve relief has become commonplace in the - ‘
intellectual property context. 2 The courts look to four- general factors - -
when determining if a TRO is warranted: 1) likelihood of success-on the '
merits; 2) likelihood of irreparable harm to the plaintiff; 3) comparative
hardship posed by the injunction (plaintiff vs. defendant); and 4) _public
interest in the matter™ These elements prove relatwely easy to’ meet in -
the piracy context.

Traditionally, for a preliminary u’guncnon to be granted the p.lulntlff
- must show a likelihood of success on the merits of the‘case.s“_ In'the
piracy context, this showing generally consists. of an affidavit from the
original tipster documenting the infringement and supporting evidence, ‘be
it the affidavit of an additional informant or corroboration from the
software companies themselves.* The plaintiff need not prove that it will

50, 17 U.S.C. § 502(a) (1993). Section 502(a) provides that “(a) Any court having
jurisdiction of a civil action arising under this ritle may, subject to the provisions of section
1498 of title 28, grant temporary and final injunctions on such terms as it may deem
reasonable to prevent or restrain infringement of a copyright.” )

51. Permanentinjunctions are unnecessary in nearly all cases. Smcc most suits seu]e and
such settlements are conditioned upon the fact that the company refrain from future
infringing activities, the company will be contractually enjoined from futire piracy. )

52. MELVILLE B. NIMMER & DAVID NIMMER, NIMMER ON COPYRIGHT § 14.06[A] &
n.65 (1993).  Courts appear more willing to grant injunctive relief to pmtect intellectal
property due to its ephemeral nature.

53. Erickson v. Trinity Theatre, Inc., 13 F.3d 1061, 1067 (7th Clr 1994) (discussing
propriety of a preliminary injunction with respect to improvisation theater); Atari, Inc. v.
North American Philips Consumer Electronics Corp., 672 F.2d 607, 613 (7th Cir, 1982)
(discussing injunctive relief in the intellectual property context). See also CHARLES A,

" WRIGHT & ARTHUR MILLER, FEDERAL PRACTICE AND PROCEDURE § 2954 (1993).

54, See Mauel, Inc. v. Rosenberg Co., 286 F.Supp. 1024, 1026 (S.D.N.Y. 1968}
(granting a preliminary injunction because of sufficient showing by copyright holder of
likelihood of success in infringement suit with respect to toy jewelry product).

55. Such corroboration, for example, can take the form of records indicating the mumber
of registered copies of a particuiar program a company has purchased. These records are
compared against the affidavit stating that a significantly greater number of copies are being
N on company compaters. Ancther means by which evidence of infringement is acquired -
is through technical support lines. Employees will call in seeking technical -upport for a
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prevail . at trial, but- rather must show a reasonable'mhkehhood" of %
success. This has not proved tobe a s1gmﬁcant obstaele to; acqumng ay, )
CTRO® A L
Nor has the requuement of meparable harm”‘acted as muehgo ,an
obstacle to preliminary’ mjuncnons ‘when it comes to plrated software
Accordmg to the Third Circuit Court of Appeals the. prevmlmg Judlclal~ e
view is that “a showing of a pnma facie case of copynght mfnngemem . L
or reasonable likelihood of success on the merits raises a- presumpnon of £ o
irreparable harm.” Thus;: an afﬁdavxt from a npster and some form of o
corroboratmn should satisfy this element as well: ‘ s
The Constitution itself suggests that it is"in the pubhc mtetest to: :
protect the intellectual property rights of copynght hotders.® - As the .
Third Circuit in Apple v. Franklin stated, “it is v1rtua11y axmmatlc that .
the public interest can on]y be served by upholdmg copynght pmtecuons )
and, correspondingly, preventing 'the mlsappropnatmn of the: skills,
creative energies, and resources which are mvested inthe- pmtected
work,”s? In light of this Constitutional pteference courts have had fitle
trouble finding it in the public interest to grant a. prehmmary m_luncnon[‘ v
upon a pnma facxe showing of copynght mfnngement ©

pirated copy uf lhe software and give an mappmpnan: reglsummn number e S
56. Service & Training, Inc. v. Data General Corp., 963 F.2d 680, 690 (4th Cir. 1992) R
(“Once [the plaintiff] established a prima facie claim of copyright infringement, the district =~ "
court was entitled to presume that [the plaintiff] could show . . . probable likelibood of =~ -
success on the merits. . . .”). But see Dexter F. Kenfield, Remedies in Software Copyright =+
Cases; 6 COMPUTER L.J. 1, 6-8 (1985). While Kenfield lists a number of factors whichcan
make 2 prima facie showing of software infringement difficult, he is not referring .to -
softwars piracy; the difficulties Kenfield discusses have to do with the theft of soﬁware
code, not an entire program. Piracy is a much more stmght forward lssue E:ther the .
defendant is using a pirated copy of the software or not: X

57. Apple Computer, Inc. v. Franklin Computer Corp., 714 F.2d 1240, 1254 (3rd Cir:
1983) (citations omitted). Accord Johnson Controls, Inc.-v. Phoenix Control Systems, Inc.,
886 F.2d 1173, 1174 (9th Cir. 1989) {“{A] showing ufm reasomable likelihood of success
on the merits raises a presumption of irreparable harm"); Erickson, 13 F.3d at 1061;
Aatoskill Inc. v, National Educational Support Systsms, Inc., I¥34 F.2d 1476, 1478 (1Gth
Cir. 1993); Atari Games Corp. v. Nintendo of America Inc., Ltd 975 F.2d 832, 837 (Fed.
Cir, 1992); West Publishing Company v. Mead Data Central, Inc., 799 F.2d 1219, 1229
(8th Cir. 1986). See also, NIMMER, supra note 52, at § 14.06[A] & nn.19-21.

58. U.S. CowsT, art. 1, § 8, ¢l. 8 empowers Congress to “promote the progress of
science and useful arts, by securing for limited times o authors and inventors the exclusive -
right to their respective writings and discoveries.” Thus, the constitution embodies a
preference for the protection of intellectual property rights. :

59. Apple v. Franklin, 714 F.2d at 1255 (quoting from Klitzner Industries, Inc. v. H.K. .
James & Co., 535 F. Supp. 1249, 1259-60 (E.D. Pa. 1982)). The Franklin court rejected
the argument that it was not in the public interest to grant the mmncuon ber.ause an
injuaction would injure Franklin’s business. -

60. But see Kenfield, supra note 56 at5. Kenfield suggests that computer lnwyers wuuki

B
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Fmally, the courts have not looked ' very hard ‘at. the balanoe of
hardships if there is a significant showing that the plaintiff is likely to .
succeed on the merits.® Despite the fact that an injunction agamst‘the '
defendant may destroy its business, if there is a strong showing of
copyright infringement the courts will not allow the. piréting company 1o -
protect itself by “construct[ing] its business- around its infringement.”®

Given this four factor analysis, if the software police have a reliable o

tip which can be corroborated by some mdependent source, there will be
little difficulty in acquiring a TRO. An addmonal twist to the questmn ‘
of preliminary injunctions comes when such equitable relief is sought ex
parte. While ex parte TROs are often difficult to acquire,® there are a
numbcr of reasons why the software police are inclined to proceed. in’
such a manner. Because of the ephemeral nature of compufer programs

and the ease with which any record of such pirated software can be

destroyed, it is often in the interests of the software police to act without
warning. Courts are frequently persuaded that the issuance of an ex parte
TRO is reasonable, given the speed at which intellectual property can

vanish.® However, even if the courts are unwi]lih'g to grant an ex parte .

be well advised to logk at the Ianguagé of Sony Corp. of America v. Universal City Siudios,

Inc., 464 U.S. 417 (1984), which appears to suggest that, at least in the fair use context, - -

there is 2 public interest in the broad dissemination of information that may override the

strict protection of an individual copyrighted work. Because there seems little need to

encourage software development in the burgeoning software industry, Kenfield proposes that

“. .. it might be possible to argue that the public interest in encouraging creativity of

programmers is outweighed by the public interest in making their work available to the

public. Id. at 5. But see infra notes 122-150 and acconipanying text, discussing fau'use :
and software piracy.

61. See, e.g., Data General Curp and Data General Service, Inc, v. Grumman Systems )
Support Corp., No. 88-0033-S, 1988 U.S. Dist. LEXIS 16427, *15 (D. Mass.-1988). The
Grumman court stated that where the likelihood of success was great, the balancing of
hardships was inconsequential; whereas if the likelihood of success was marginal the
balancing of hardships could be determinative. Td,

62. Apple v. Frankiin, 714 F.24 at 1255 (citing Afari, Inc. v. North American Philips
Consumer Elect. Corp., 672 F.2d at 607, 620 (7th Cir. 1982)); cf. Helene Curtis Industries,
Inc. v. Church & Dwight Co., 560 F.2d 1325, 1333 (7th Cir. 1977), . See-also Data .
General Corp. and Data General Service, Inc. v. Grumman Systems Support Corp., No. 88-
0033-S, 1988 U.S. Dist. LEXIS 16427, at **14-15 (D. Mass. 198B) (“It' would be .
incongruous to hold that the more an enterprise relies on copyright infringement for
survival, the more likely it will be able to defeat the copyright owner’s efforts to have that
activity immediately halted. We see little reason why an entity should be allowed to establish
and continue an enterprise based solely on what is in all likelihood copynght mfnngcmem,
simply because that is its only business. ).

63. There is a long history of reluctance to grant equnxble relief ex parte. See, e.g., Lare
v. Harper & Bros., 86 F. 481, 481 (3d Cir. 1898) (“Itis a rule, subject to few exceptions,
that a preliminary i mjuncuon should not be awanled on ex parte affidavits, unless in a clear
case.™).

64. See First Technology Safety Systems, Inc. v. Vector Research, Inc., 11 F. 3d 641 (6th
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preliminary lll_lllIlCtan the defendants will only be glven 24 hours m‘“‘,_.f" i

respond to any emergency request for eqmtable relief.

The value of acquiring such a TRO is that it allows the software pohce .y

to enter the premises of an mfrmgmg company, accompanied by federal -

marshals, and forcibly audit the computers. - ‘This way an accurate plcture R
of the infringing activity of that company is maintained. Such TROs are
also often accompanied by impoundment . orders.% Armed - wnh a.
preliminary injunction, an impoundment order, and federal marshals, the -

software police easﬂy obtain the information they need to procwd agamst -
corporate pirates.t’ S
-Having obtained sufficient incriminating evidence to go forward thh -
 acivil suit, be it through a preliminary injunction or voluntary audit, the
copyright laws provide the software police  with powerful damage.‘
provisions. .~ A copyright holder may choose to pursue either ‘actual -
damages and profits, or statutory damages. This decision need not be
made at the outset of the suit; the copyright laws provide that a plaintiff . -
may elect to collect statutory damages at any time prior to final 3udg~
ment.% '

Under section 504(b) of the Copynght Act, a: copynght holder" is .

Cir. 1993). The district ccuri granted an ex parte order based on the claim that “given the : o

character of the defendant’s activities, it is very unikely that such evidence would everbe
produced through normal discovery if ex parte impoundment is not ordered.” The circuit
court pointed out that under Federal Rules of Civil Procedure (“F.R.C.P.") 65(b), an ex
parte order may only be granted if 1) irreparable harm will result from notice, and 2) the -
plaintiff gives specific reasons why notice should not be required. Id. at 650-651. .
65. F.R.C.P. 65(c). See also WRIGHT & MILLER, supra note 53, at § 2954; Soﬁware‘
Police, supra note 9, at 515, : )
66. 17 U.S.C, § 503 (1993). Subsectmu (2) authorizes the seizure of any pirated softwar:
“on such terms as [the court] may deem reusonable Subsection (b) provides for the -
destruction of such infringing copies upon fina: judgment or decree of the court. S
67. The general language of the copyright act appears at first blush broadly to authorize -
impoundment of infringing goods. - See Kenfield, supra note 56, at 8-11 (citing the

expansive language of Copyright Rule of Practice 3, 214 U.S. 533, 536-37 (1909), Kenfield TS

suggests that the courts have treated impoundment as a right). A recent opinion of the Sixth’
Circuit, however, makes clear that seizure under the copyright laws must be limited to only

- those items specified in 17 U.S.C. § 503(a) (1993). - “[Slpecifically, illicit copies of N

copyrighted material and anything ‘by means of which such copies . . . may be yeproduced.”
The seizure of business records and the likes which are not specifically protected by the
capyright laws can not be justified under § 503(a).” First Technology v. Vector, 11 F.3d
641 (6th Cir, 1993).

68, 17 U.8.C., § 504(c)(1) {1993) (“the copyright owner may elect, at any time before
final judgment is rendered, to recover, instead of actual damages and profits, an award of -
statutory damages for all infringements involved in the action . . . ."). . ‘

69. As discussed earlier, the powers granted under section 504 are often asstgued to a .
trade organization for the purposes of copyright enforcement. Without such asstgnment
organizations like the SPA and BSA would be toothless.

P
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ent]tled to Tecover both actual damages and any proﬁts of the mfrmger

" that are attributable to its piracy.™ Actual damages in the software piracy S

context are measured by lost sales due.to 1111c1t,dup11cat.mn of the

copyright holder’s computer »p'ro'grams' Determining such lost sales, e

however, can create difficulties. The easiest scenario is that in whlch a

commercial pirate is duphcatmg software and selling those illegal coples. " ‘ '

In such an instance, it is clear that each copy sold has resulted in a loss‘_, '
of sale for the rightful copyright holder.” .
Actual damages caused by commercial piracy are harder to detenmne. L
The difficulty arises from the fact that it is unlikely that every pl:ated.
copy of a ~rogram in the office has replaced a rightful sale.” Often
times softv: are is shared in an office because there are insufficient funds
to purchase enough copies of the program to meet the employees’ needs.
Furthermore, software like screen-savers and games are frequently copied
because they are free, but otherwise are expendable and would never have
been purchased in the first place.” Due to the difficulty in assessing
which pirated copies result in lost sales, some courts have resorted to
statistical analysis of sales trends to determine the impact of the plracy on
the copyright holder’s market.™ : ‘
On top of actual damages, copyright holders can cla1m those profits
of the infringer that derive from their piracy.™ "In the software context,
profits are determined by taking the value of each pirated copy and
subtracting the cost of reproduction.” When profits from neninfringing

70. 17 U.S.C. § 504(b) (1993). Once the plaintiff has presented proof of the infringer's
gross revenues, Section 504 places the burden upon the det‘endant to prove those expeuses‘
and profits that are not attributable to the copyrighted work.

71. See RSO Records, Inc. v. Peri, 596 F.Supp. 849, 860 (S.D.N. Y 1984) (*It would
be reasonable to assume that for every counterfeit copy of plaintiffs’ copyrighted records
and tapes sold by defendants plaintiffs lost a corresponding sale. . . . ”). The RSO Records
court, however, makes an assumption which may not stand up to scrutiny. - According to
the court, defendants’ copies were presumably sold at retail for the same price as plaintiffs’.
Id. Ttis likely that commercial pirates will sell their software packages at a slight discount
1o induce sales. If that is the case, the amount of lost profit may be slightly less than the
amount of profit made in illicit sales. '

72. The same difficulties arise, as discussed at supre note 71, when pirated software is
sold at a significantly lower price than legitimate copies.

73. See PAUL W. GOLDSTEIN, COPYRIGHT: PRINCIPLES, LAW AND PRACTICE,
§ 12.1.1.1(a) (1992) (discussing at length the various statistical means by which to
determine lost sales).

74, Stevens Linen Associates, Inc. v. Mastercraft Corp., 656 F.2d 11 (2d Cir. 1981)
(measuring lost sales in a non-software piracy context by comparing the economic trends
of the copyright holder and the copyright infringer).

75. See generally, GOLDSTEIN, supra note 73, at § 12.1.2.1; NIMMER supra notc 20, at
§ 14.02[A].

76. A question that arises from this analysis is whether a company that coples a smgl:
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o actlvmes are a direct result of mfrmgement those proﬁts wdl also be
divested from- the m.fnnger L8 Wlnle the copynght holder. may: recover‘
both actual da.mages and profits, only those proﬁts that are ‘not, taken'

into account in computing the actual damages” may be retneved L Smce SRy |

both actual damages and profits fromi | plracy are essenually dem'ed fromj
the market value of the software, the cnpynght halder will elther recover _

*damages or profits (whichever. is greater), but not both.”

If damages and profits prove too llmltlng, a copynght holder may S
choose any time prior to final judgment to collect statutory damages.® . - -
Statutory damages generally range from $500 to $20 000 “for all =
infringements involved in the action, with respect to any one work. e (] ¥

is in a judge’s dlsc_reuon to determine where in this range the damages

piece of software onto multiple machines is * profiting” from that infringement. . Presumably -
the infringing company is saving an amount of money equal 1o that which it would have cost

to purchase the same number of copies. However, the conception at the dsafting of the
copyright act was more along the lines of commercial piracy in which duplicates of a

copyrighted work were reproduced and sold illicidy. To date no court has addressed l;lns :

issue, in large part due to the fact that the vast majority of piracy-suits are settled.

77. See, e.g., Data General Corp. v. Grumman Systems Support Corp. , 825 F.Supp. 340 A

349-50 (D.Mass. 1993). The court held that certain business had only been acguired asa

result of the' use of the infringing software, thus the profits derived from that non- mfnngmg '

business was also recoverable by the copyright holder.
78. 17 U.S.C. § 504(b) (1993)..

79. This overlap between damages and profits is called "double counnng “As Goldstem ; ‘-

puts it, “The most straightforward way to avoid doubls counting of damages in profits is *

0 include actual damages as an expense to be deducted from the ‘infringer’s gross -

revenues,” GOLDSTEIN, supra note 73, at § 12.1.2. I{c). More simply put, the copynght
holder need only determine who made a greater profit on the sale {or use) of the software

if the publisher made more money, then it will recover actual damagcs if the mfnuger made '

more money, then it will recover profits.

80. 17 U.S.C. § 504(c) {1993). An important limitation upun Ihe tecovery of slxlutory

damages is the registration requirement. -Under section 412 of the Copyright Act, no- .

copyright holder may acquire statutory damages if her work was not registered prior to the
“commencement of the infringing activity or within three months of first publication.” . 17
U.S.C. § 412 (1993). Thus, it is not enough for a software company to register its software

upon suspicion of piracy; in such an instance the infringement will already have commenced -
and the copyright holder will be limited to actual damages and profits. For a discussion of °

the interpretation of “commencement,” see Kenfield, supra note 56, at 25-30.

The Berne Convention Implementing Act exempts certain copyrighted works of non-
United States origin from the statutory damage r:glstranon requirements. See NIMMER,
supra note 52, at § 14.04[B][1]{b).

81. 17U.S.C. § 504(c)(1) (1993). When Cnngress drafted l.he 1976 Copynght Act, they
carefully chose this language so as to avoid the “multiple counting” problem, Under the
present statutory language, it is clear that repeated infringement of the same copyright (i.c.

multiple pirated copies of the same program) may only be counted as a single instance of -

infringement. Therefore, the software police may collect statutory damages for each
program which is pirated by an infringer, and not for each instance of piracy. See Kenfield,
supra note 56, at 28, n.138 (citing H.R. Rep. No. 553, 94th Cong., 2d Sess. 162, repnmea‘
in 1976 USCCAN. 5659, 5778).
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will fall To ascertain the exact recovery in any glven mstance the courts i

have relied upon s such f: tors as: profits reaped by the infringer, expenses i

saved by the mfrmger, revenues lost by the copynght holder, value of the L
copyright, deterrent effect on future mfnngers, and the culpabxllty of thei. i
infringer.® The culpability of the infringer also comes into play under.
section 504(c)(2) which makes “willful” infringement pinishablé by‘up~ -

to $100,000.% Given these provisions, a corporate infringer that willfully

pirates ten different computer programs . is liable for up to one mllhon o 4

dollars in statutory damages—very high stakes, %

The copyright laws also contain provisions for the granting of cnmma]
liability. Under section 506(a) of the Copyright Act, “[ajuy person who
infringes a copyright willfulty and for purposes of commercial advantage ‘
or private financial gain” is punishable by a maximum fine of $25,000
and one year in prison.®* On top of the general crimina’ provision under
the copyright laws, a recently enacted law deals specifically with
commercial software piracy, elexgziﬁéfiﬁo a felony.® Any individual

o ‘

B2. Rare Blue Music, Inc. v. Guttadauro, 616 F.Supp 1528, 1530 (D.Mass. 1985); Boz
Scaggs Music v. KND Corp., 491 F.Supp 908, 914 (D.Conn. 1980); Milene Music, Inc.
v. Gotauco, 551 F.Supp 1288, 1296 (D.R.1. 1982); United Feature Sydicate, Im: v, Sunrise
Mold Co., 569 F.Supp. 1475, 1481 (S.D.Fla, 1983),

83. For a full discussion of “willful” infringement in the computer cunlext. see Ailen-
Myland, Inc. v. IBM, 770 F.Supp 1014, 1025-28 (E.D.Penn. 1991). See also Wildlife-
Express Corp. v. Carol Wright Sales, Inc., 1994 U.S. App. LEXIS 4480, *23 (7th Cir.
1994); NIMMER, supra note 52, at § 14.04[B}{3].

84. The stakes are particularly high when one adds on potential lmbllny for attorneys’
fees and costs. Under section 505 of the Copyright Act, at the couns discretion, the
prevailing party may recover both attorneys” fees and costs. 17 U.5.C. § 505 (1993), See
Kenfield, supra note 56, at 30-33 (suggesting that courts may be reluctant to grant attomeys
fees in software cases because of the magnitude of such fees and costs).

85. 17U.5.C. § 506(a), incorporating 18 U.S.C. § 2319(b)(3)(1993). The firstsofiware
piracy conviction under this section was entered in San Francisco, California in' 1986,
against an individual for illegally reproducing and dismibuting at least two copies of a
stenography program. Martin San Francisco Man Found Guilty in Software Piracy Case,
COMPUTER WORLD, Feb. 10, 1986, at 14, Nonetheless, prosecutions have been few and
far between. See also U.S, v. Larracuente, 952 F.2d 672 (2nd Cir. 1992) (video piracy);
U.S. v.. Cohen, 946 F.2d 430 (9th Cir. 1991) (video piracy); U.S. v. Minor, 846 F.2d
1184 (9th Cir. 1988) {(phonorecord piracy); U.S. v. O'Reilly, 794 F.2d 613 (1 lth Cir. 1986)
(video game piracy).

86. Under this pravision, 18 U.S.C. § 2319 {1993), enacted in 1992, itis a felony to
“willfully infringe 10 or more copyrights and distribute copies of that pirated software
within a six month period of time for commercial gain.” Unlike civil copyright infringe-
ment which requires no intent, criminal infringement requires the act be done willfully.
Thus, it is not possible innocently to incur criminal liability, See ILR. Rep. No. 977, 102d
Cong., st Sess., at 5, reprinted in 1992 USCCAN. 3569, 3573.

While the new piracy law on its face is potentially applicable to corporate pxracy itis
unlikely that it will be utilized for anything but combating commercial piracy. The House
Report on this felonization statute states, “[t]he mens rea requirement serves 1o leave outside
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convicted of commercml plracy may pay up to: $250 000 in ﬁnes and e

spend up to five years in prison; repeat offenders face a maxunum often. .

years in prison.” While these criminal sa.ucnons are: rarely utlllzed the . i

severity of their punishment may have some deterrent effect agamst s

software pirates.® o R : S
Using these extensive oupynght remedles I:he softwa.re pohce have f S

started to make significant gains against domestic pirates. The primary .

police targets are corporate infringers, which have hundreds of computers -

potentially running thousands of pirated programs. ¥ Agsa result of their

enforcement efforts, the SPA alone collected $3.9 million in 1992;% and i

$3.6 million in 1993.” However, despite this well organized police force

armed with powerful remedies, home pirates. continue infringing. w1thA

impunity.- While the extent of the softlifting problem is unclear, ,therg: is

no doubt that the software industry is losing.a great deal-of money and

must take some affirmative steps towards combating this problem.

1L THE SOFTLIFTING PROBLEM

While the software industry has some ‘sense ‘of the su.e of the

the reach of criminal law losing parties in ordinary business disputes such as those involving
. contract disputes over the scope of licenses.” Id. at 3573 (footnote omitled}. This,

however, only extends to cases in which infringement was not “willful” and, therefore, does

not rule out prosecution of corporations for willful infringement for commercial gain.

87. 18 U.S5.C. §2319 (1993). Corporate defendants can be fined up to $1,000,000.

88. These criminal provisions are only likely to have a significant deterrent effect if there
is a reasonable fear of prosecution. The SPA has been working hard at making such a fear
a reality. - They have published a guide entided Software Piracy: A Manual for Criminal
Investigation and Prosecution, which the SPA has distributed to over 500 FBI, U.S.
Attorneys’, and Department of Defense offices. This 150-page guide details the modus
operandi of software piracy rings. Shart Takes, CDMPUTER RESELLER NEWS, June 21, 1993,
at 73.

On July 7, 1993 the first indictment was entered for commercial software piracy against -
a company that produced, in a four month pericd of time, in excess of $9 million in pirated
software. First Indictments Come Down Under Stronger Software Piracy Laws, THE
ASSOCIATED PRESS, July 7, 1993, -

89. The prototypic software police marget is a medium sized businsss which uses
computers for a variety of tasks around the office, thus requiring a number of different
computer applications. See Sofrware Police, supra note 9, at §, nn.15-17. While the SPA,
as recently as a year ago, was going after companies with 75 to 300 PCs, today most of
their cases involve firms with only 20 to 50 computers. DiDio, supra note 17, at 67. In
1993, 95% of the SPA’s enforcement efforts were geared towards corporate targets, with

. the remaining 5% spread among electronic bulletin boards, computer training facxlmes and
education institutions. Bad Year for Pirates, supra note 10,
90. Piracy in 1992, supra note 43.
91. Bad Year for Pirates, supra note 10,



394 Harvard Joumal ofLaw & Technology [Vol 74'

- corporate plracy problﬂm,g'.2 the same can not be said: t‘or softhftmg As

~ Terri Childs, the:SPA’s public relatmns manager, has stated,’ “[t}hen: g
just no way, shape.or.form to track that kind of thing. 5 Thus, SPA

figures on computer piracy. don’t even mclude estimates for softhfr.mg

This lack of concrete ev:dence of softhftmg is further comphcatcd by the » S

fact that most industry estimates fail to dlstmgulsh between the various"

types of software piracy.* As a result, the softlifting problem isassumed -

to exist, but the extent to- which it exists is left to guesswork.” :

Nonetheless, the assumption that softlifting takes placé seems
incontrovertible. On a purely anecdotal ‘level, nearly - anyone th_
associates with or is a computer user has seen pirated software at one
point or another.® More importantly, there are a whole host of reasons
and incentives for sofilifting which, while not condonable make
softlifting more understandable.”

92. The first serious effort to pin down the extent of corporate piracy took place in 1985.
Fumre Computing, Inc. undertook ar extensive survey of computer users and determined
that for every legitimate copy of a program there was a pirated copy-being used as well.
In 1985 this amounted to a loss of approximately $800 million. See Urah Rental Hearing,
supra note 30, at 4044 (news release from Future Computing, Inc. dcscnbmg survey
findings).

SPA estimates suggest that the software industry has lost $2.3 billion in 1937, $2.9
billion in 1988, 32.5 billion in 1989, $2 billion in 1990, and $1.2 billion in 1991, See John
Hendren, Put Down Your Mouse and Come Out With Your Hands Up!, . STATES NEWS
SERVICE, April 23, 1993; SPA Releases New Piracy Research, BUSINESS WIRE, Aug. 6,
19"1 DiDio, supra nate 17. By way of comparison, the BSA estimates that the software
mdmu'y lost $1.9 billion to domestic piracy in 1992, $12 billion worldwide. Software
Piracy Continues to Hinder Legitimate Market, BSA NEW RELEASE, June 2, 1993, -

93. Where There's a PC, supra note 1, at 61.

94. See, e.g., Pamela Samuelson, CONTU Revisited: The Case Against Copyright
Protection for Computer Programs in Machine-readable Form, 1984 DUKE L.J. 663, 692,
Samuelson po:ms out that one analyst estimates that 30% of the software industry revenues
are lost to piracy, yet her footnote supporting this. figure discusses both corporate piracy
(“One company whose annual sales are $26 million estimates its losses due to piracy at $20
million to $40 million a year.”) and softlifting (*1 don’t know anyone with a personal
computer who doesn’t have about $500 worth of free {pirated) software.™).. Id. at 692
n.106 (citations omitted).

95. See Computer Software Rental Amendments Ac: Hearing before the Subcomm. on
Courts, Inteilectual Property, and the Administration of Justice of the House Comnme. on the
Judiciary, 101si Cong., 2nd Sess. 18 (1950) [Hereinafter 1990 Rental Hearing] (testimony
of Ralph Oman, register of copyrights, calling the assumption of piracy resulting from
software rental to be a “calculated guess”). See also Where There’s a PC, supra note 1,
at 61 (“. . . Bill Claff, a Wellesley computer software engineer who hosts a syndicated radio
show about computers, estimates that if you looked inside 1,000 home computers you would
find that 700 of them contain at least some software that was illegally copied from friends,
neighbors, co-workers and employers rather than bought off the shelf.”).- :

96. Ttisall oo commonplace when one starts an cnolication on a friend’s computer to see
“This software is registered to , . .” and then a name other than the individual to whom the
computer belongs.

97. The most extensive discussion of home plra.cy to datc has mken place in th: context
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' One great incentive for’ softhﬂmg is the fact that the copy created is. R S
entxrely fungible with the original.” Unlike the telated problem of analog’ ,';‘f_f ,

-audio tape piracy in which the sound is mewtably degraded mthe copying
process, computer programs are. contained in a digital medium and’ as
such can be copied exactly.® Each copy of the program is peri_’ect, and’

each copy of that copy. is perfect.. And all that is needed to make the =

copy is the computer on which the software is runring. As Terri Childs
puts it, “[t]his is the only industry in the world that empowers every user -
to be a manufacturing subsidiary.”'® = Furthermore, unlike a video or:
phonorecord, the copying process takes minutes;f,nbtﬂhours. Thus, with :

a few simple commands, any computer owner can make a perfect replica ;. -

of a copyrighted work within minutes whlch wull function in the exact
manner as does the original.

The cost of software creates additional incentive to softhft Ma.ny
computer users view the cost of software to be mﬂated'“‘—computer_

of the Computer Software Rental Amendments Act, codified under 107 U.S.C.
§ 109()(1)(A). ‘The bill proposed to ouilaw the rental of software (without the permission
of the publisher) based upon the presamption that rental was being used 2 means by which
to softlift, While the hearings did not discuss sofilifting directly, much of the subtext of the
hearings was about the act of piracy, and the characteristics of software and the software
market that facilitated softlifting. See S.R: Rep.' No. 265, 101st Cong., 2nd Sess., 3
(1989) (*[Ulnlike the video cassette rental market, the market for rental computer programs -
exhibits several characteristics that conld facilitate or even promote illegal copying of rented
software by lessees.™); Senate Fanel Told Ilegal Copying Is Top Rasionale for Renting
Software, BNA WASHINGTON INSIDER, April 24, 1989; Paul Freiberger, Software Industry
Wins Major Battle in War Against Piracy, THE 1.OS ANGELES BUSINESS JOURNAL, De¢. 3, -
1990, at 3 (“The rental of software is probably one of the most insidious forms of piracy
that we have run intn,” said R.. Duff Thompson, vice president and- geneml r:uunscl for
WordPerfect Corp. . . .7).

98. 1990 Rental Heanngs, supra note 95, at 22 (testimony of Ralph Oman),

99. 1t was the fear of this capacity to make perfect digital copies that resulted in the long
battle over the release of digital audio tapes in this country. See Edward P. Murphy, Self-
Interest Led to Home-Duping Pact: Now It's Congress’ Turn to Act, BILLBOARD, July 27,

1991, at 8. See also the dlscussnon of the DAT compromise, mfra notes 152-177 and'_ :

accompanying text.

100. Where There’s a PC, supra note 1, at 61. See Pamela Samuelson, Digital Media
and the Law; Legally Spealcmg, COMMUNICATIONS OF THE ACM, Oct. 1991, at 23 (“Sel-
ing computer programs . . . has become comparable to selling a customer the Ford
automotive plant at the same tune as selling him or her a Ford aulomnblle Each copy of
the program has the pe2ential to become its own factory.”)

101, See Can Sofrware Makers Win the War Against Piracy?, BUSINESS WEEK, April 30,
1984, at 108; Urah Rental Hearing, supra note 30, at 31 (Letter to Senator Hatch from Reid
Swenson) (“I personally detest the fact that in this situation the industry actually exploits the
good nature of the honest consumer rather than evenly distributing the burden by encourag-
ing increased honest sales through lower pricing—especiaily when the additional cost of
producing extra copies is so low compared to other industries.™). But See Utah Rental -
Hearing, supra note 30, at 10 (testimony of Alan Ashton, Pr;sident of WordPerfect Corp.,
that the high price of software is a result of research and development costs, suppori costs,

y
tl

it
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applications such as a word processmg program can- cost hundreds of
- dollars. It is not surprising ihat people are tempted to softlift when.a
$250 program can be copied nearly instantaneously onto a $2.50 dmk ‘
That is a price differential of 100:1. Even inexpensive computer gamcs :
have a price differential of approximately 20:1, significantly greater than -
the 6:1 differential for analog audio taping of prerecorded music. While -
some softlifters are simply tempted by the huge savings from piracy,
others view it as “robbing from the rich and giving to the poor.”'®

Finally, there is some sense that softlifting is acceptable because such
pirates are never caught. The SPA itself admits that individuals who
copy software from friends have little to no fear of facing enforcement
proceedings.'™ While Peter Beruk, the SPA’s litigation manager,
suggests that this is because “{the SPA] have bigger fish to fry,”™ it is
more likely that the SPA simply has no way to catch such small fish.'®
Softlifting takes place behind the closed doors of individuals’ homes and
any means by which the software police could discover such piracy would
be reminiscent of “big brother.”'%

A. Disincentives to Sofilifting

Given that softlifters can make perfect copies nearly instantaneously
for 1/100th of the cost of purchasing an orignal with little possibility of
being caught, softlifting not only undoubtedly occurs, but is also
undoubtedly commonplace. Thus, the software police have had to resort
to extra-legal means to combat softlifting. Ata simple level, the software
publishers rely on “moral suasion.”'®” Few softlifters will argue with the

and updating costs).

102. Where There's a PC, supra note 1, at 61 (yet, even the softllfter who made this
observation admits that it may simply be a post hoc rationalization).

103. Software Piracy Thrives in Large U.S. Cities, UNITED PRESS IN'IERNA’]’[DNAL Sept.
3, 1993,

104. Where There’s a PC, supra note 1, at 61. :

105. See id. (“[Plublishers know that piracy laws are practically unenforceable when it
comes to home copying.”). 1t is difficult to imagine a scenario in which the SPA would
receive a phone call to its piracy hotline informing about home piracy. )

106, Therese Ehlke, in discussing the refated problem of music piracy, recognized the
difficulty of monitoring behavior of private individuals in their own homes. Such
monitoring, Ehlke suggests, would not only create monstrous enforcement problems but may
also raise serious privacy concerns. Therese A. Ehlke, Disc, DAT and Fair Use: Time to
Reconsider?, 25 CAL. WESTERN L.R. 97, 114 (citing Staniey v. Georgea. 394 U.5. 557
564-65 (1969)).

107. The SPA is fond of the term “moral suasion.” See 1990 Rental Heanugs supra
note 95, at 34 {testimony of Heidi Roizen, then president of the SPA); Interview with Ken
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immorality of “stealing” software. dwpltc the fact that many continue o

pirate,'® However, many individuals are not aware that the copying of

a friend’s software is against the law. Thus, it is neoessary to educale the -
public as to the copyright laws. , -

The first serious efforts to educate, the public as  to thc ﬂlegahty of
software piracy took place in 1984 with the formation' of the Software
Protection Fund. Forty sofiware publishers supported the Fund, which
had a simple goal: “The objective is to give pedplé the idea that software
piracy is a crime.”'™ The SPA has ado;)ted a similar strategy and today
invests in a public awareness and prevention campaign.'"® The education-
al efforts consist of both a speakers bureau and multimedia campaign.
Speakers from the SPA have given 341 talks over the past three years at -
gatherings of lawyers, information systems managers, computer societies,
and other such organizations."! Over the same time period, the SPA has |
also distributed over 70,000 copies of “It’s Just Not Worth the Risk,”"2
an informational video about the copynght laws azmed at present and
potential corporate pirates,'? -

The most significant educational effort to deter so_ft_lifting, however,

Wasch, President of SPA (Feb. 14, 1994) [hercinafter Wasch Interview}]. However, the
SPA readily admits that moral suasion is not enough to combat the sofmfnng problem. See
1990 Rental Hearings, supra note 95, at 34,

108. See supra note 102,

109. Can Software Makers Win the War Against Piracy?, BUSINESS WEEK, Apr. 30,
1984, at 108, The industry trade organization ADAPSO was also begmnmg o look into
educational efforts around this time,

1190, Bad Year for Pirates, supra note 10,

111 The number of anti-piracy presentations that the SPA makes has been increasing
over the past three years: 95 presentations in 1991, Piracy in 1991, supra note 47; 112
presentations in 1992, Piracy in 1992, supra note 43; and 134 presentations in 1993. Bad
Year for Pirates, supra note 10.

112. The SPA distributed 20,000 copies in 1991, Piracy in 1991, supra note 47; 25,000
copies in 1992, Pirgcy in 1992, supra note 43; and 26,000 copies in 1993. Bad Year for
Pirates, supra note 10,

The SPA has also started a general adverasmg compaign which revolves around fiie
image of a pair of handcuffs and the catch phrase “Copy software illegaily and you could
get this hardware for free.” In 1993, the SPA installed a billboard with this motto at the
mouth of the Lincoln mnnel. While such efforts may not reverse the piracy trend, they at
least raise consciousness about the problem. See Hard Line on Software Piracy, CHICAGO
TRIBUNE, April 25, 1993, at 11.

113. A multi-media company in Boston, Massachusetts, has also gotien into the anti-
piracy video business. Commonwealth Films, Inc. has produced over a dozen videos
dealing with various computer-related problems, including software piracy. - The
Commonwealth Films® video, We Lost Control: Sgfiware Piracy, contains a recreation of
an SPA raid. The videos are intended to inform and educate corporate managers and
workers about the specific legal and technical implications of the digital age. See Laura
DiDio, Yideos Are Latest Tools 1o Fight Sofrware Piracy, LAN TIMES, Nov. 1, 1993, at 74,



. video, enutled Don ’t Copy Ihat Floppy, premlered m 1992 as an effort
to educate children growing up in the computer generation about the ]egal
_and ethical 1mp11cauons of software piracy.'*: Usmg rap music and‘ s
style editing, Doni’t Copy- That Floppy -keeps kids’® attention whﬂé:?_ '

' Don’t Copy That Floppy distributed in the last two ycars. ‘}" moral suasxon f-
- may have a head start in detemng potenual softlifter.

imparting a strong. ann-plracy message.!' With over 40,000 copws of'_ _‘-

The Software Police also emphasme practxcal conmderauons in. r.he;»l e
hope of bolstering their moral plea against piracy.. Ken Wasch, Pl"-’-sldent o

of the SPA, stresses what he calls the tln'ee NOs: ‘when an, mdmdual

softlifts, he or she will get: 1) no documentation; 2) no technical support; : o
and 3) no upgrz:ies."®. Inthe rapidly changing and moreasmgly.comphj"" .

114. Specifically, the video is intended for grades 4 through 8, and is accompanied by. -~ ', ¢V
lesson plans. Brook E. Wurst, Rapping ‘bout Software Piracy; Software Publishers Assn. . ..
Video Aimed at Educating Students About Software Piracy, ‘COMPUTER SHOPPER, Oct. e
1992, at 79 (“By itself, a rap video may not be enough to halt an epidemic, but the SPA .
hopes jt can draw renewed attention 1o the problem before it's beyond redemption. ).

115. Software Pirates Rated by SPA, COMPUTER DEALER NEWS, Sept.. 20, 1993,

116. William Smart, Pirates on the Plank; National Campaign Targets Software Theft, - -
THE WASHINGTON POST, Sept. 25, 1992, final edition, B5. In Don’t Capy That Floppy, -
Washmgton D.C. attorney and actor M.E. Hart ptays MC Double Def DP (Disk Protector).
Inrerwaven with music, dance, video game clips, and interviews with software developers e
apd designers, MC Donble Def DP raps about the ha.tms of piracy:

You say I'll just make a copy for me and a friend
Then he’ll make one and where will it end

One leads to another, then 10, then more

and no one buys any disks from the store

50 no ong gets paid and meycantmakemore
The posse breaks up

and that closes the stores.

Don’t copy, don't copy that floppy!

To do the right thmg is rea.lly simple for you
_ “The copyright law
It will tell you what to do.
"Buy one for every compuler you use!
Anything else is like going to"the store,
taking the disk and walking out the deor. *
Its called thiefing (sic), stealing, taking what's not yours
Is that really where you want your life to gn” '
Think about it~ don’t think so, : .
117. The SPA distributed 20,000 copies in 1992, Pmu:y in 1992, supmx.mm 43 and -
21,000 copies in 1993, Bad Year for Pirates, supra note 10, - :
118. Wasch Interview, supra note 107. See also Utah Rental Hearmg .mpra notr: 30,at
16 (testimony-of Heidi Reizen) (“Unlike a record, which-doesn’t require the user to have, .
contact with the ongmal creator, [we in the software mdustry] very frequently find .. that  ~ -

oo

. “v\‘_., -

our users need to have contact with us o provide further upgrades of the product, to pmvxde .




ware.'" ' Another practlcal conslderanon 1s the poss1b111ty of compute
viruses ‘which might exist in plrated software 0 :

~Despite the moral and practlcal reasons for pun.hasmg ]egmmate ;
copies of software; and desplte the educatmn efforts to combat i lgnorance 8

of the law, it is clear that softht’tmg contmues tobe wndespread 121 Thus, B B

‘it is useful to look at one polentlal model for dealmg wnh the softllftmg
problem. g ) el

B Is Soﬁlxﬁ‘mg Fa:r Use’

Before discussing -what can be done to combat softhftmg, Jt is i
important to answer the threshold question, is softlifting fair use? The ' .

doctrine of fair use, as codified by Congress under~sect|on 107 of the'jl'_.‘;

Copyright Act, makes certain:uses of copynghted matenals “fair use”
and, thus, nomnfnngmg 12 Not surpnsmgly, the SPA insists that ..

software plracy in any form is an mfrmgmg usc 1, However thef'_

the kind of user support, help them use. our product. ”) By emphasmng such pracuca] o

advantages of purchasing legitimate copies of computcr software,. however, the SPA and"

other anti-piracy advocates may by undermining their attempts at moral suasmn Afterall, - o

one need not do a cost-benefit analysis to determine the moralfy correct course of-action.
119, According to Sandra Boulton, direcior of the Anti-Piracy department for Autodesk,

Inc., “Qur object is to have productive, satisfied customers; not users. with the insufficient -
documentation and product support that comes with pirated 3 snﬁware. “Autodesk Nets $5 e

Million from Software Pirates, BUSINESS WIRE, Aug, 19, 1991,

120. Nathan Cobh compares computer vinuses to sexuaily tmnsmmbd disease;- copymg
is a litile like unsafe sex: You (sic) don’t necessarily know much about the computers your
software has already visited, and it might have contracted a computer ‘virus' that oould .
infect your other software.” Where There's a PC, supra note 1, at 61.

121. M. (*To copy or not to copy, that is the quesuon The absence of genume lega]
consequences makes it the user's choice.™). ‘ ;

122. 17 U.S.C. § 107 (1993).: Section 107 reads: RN w

Notwithstanding the provisions of section 106 and 106A, the fair use of a copynghn:d
work, including such use by reprodu:hou in copies or phonorecords or by any other means
specified by that section, for purposes such as criticism, comment, news reporting, teaching -

- - scholarship, or reseatch, is not an infringement of copyright. In detennining whether
the use made ofa work in any particular case is a falr use the factors to te considered shall i
include: :

(1) the purpose and character of the use, including whether such use isofa commercta] ‘
nature or is for nonprofit educational purposes;
(2) the pamre of the copyrighted work; ‘
(3) the amount and substantiality of the portion used in relation to the copynghted work
as a whole; and -
(4) the effect of the use upon the pol:cnual ma.rket for or value of the copynghu:d work. "
123. Beruk Interview, supra note 40. ;i



' factors to determine-if the use falls outside the protectlon of the copynght LR
laws. The four factors are: 1) !he purpose and character of the use; 2) : .- s
the nature of the copied work; 3) the substantiality of the use; md4)the o
effect upon the market for the copied work,'”® No single factor in the s
analysis is determinative;. rather, the courts undertake an adhoc ba.lancmg 2%

* of interests to determine if a use’is mfnngmg L undertakmg this . s
analysis with respect to softllfung, itis tmhkely that the courts would ﬁnd: T S

enactment of the Audm Home Recordlhg Act i’f makmglhome audip -

‘taping a nonmfnngmg use, suggest that the issue is not as clear‘?" the
. SPA would suggest :

.Under section 107, fmr use analyms amounts to a balannmg of fouri o

such. piracy to be fair use. ‘ :
Purpose and Character of Use. ‘The couns have comhlned two issues

under this factor of the analysis: " is the use a commercial use and i is the'

use a prodacnve use? Section 107 suggests that the: fair use excepnon ‘

includes such productive uses as “criticism, comment, news reporting,. .= ... i
teaching, [etc.]”'® While there is nothing productive about softlifting,' i

it is still conceivably fair use."™ f the balance of equities with regard to . :
the other fair use factors is-sufficiently compelling: then the produc-

124. Sony Corp v, Universal City Studios, Inc 464 us. 417 (1984)
125. 17 U.S.C. §§ 1001, et seq. (1993). ,

126. 17'U.S.C. § 107 (1993). ‘ : o
127. Sony, 464 U.S, at454. When Congress euacted section 107, it fmledto pmvzde a.ny
guidance as to the proper balancing of the four listed factors—the four factors were intended
merely to give some general assistance in evaluating the fair use claim. “fE]ach case raising .
the question must be decided on its own facts.” H.R. Rep. Na. 1476, 94th Cong 2d Sess.
65, reprinted in 1976 USCCAN. 5659, 5679. .
128. 17 US.C. § 107 (1993) These categories were not, huwcver. mlended t0 be
inclusive. ’

129. By its definition, softhfung is sunply the exact duphcauon ofa plece of software so -
that it may put to the same use as the original. While the use of the software itself may be .
productive, the duplication of the copyrighted program serves no productive purpose. - See
Sony, 464 U.S. at 480 (Blackmun, J., dissenting) (*[WJhen a user reproduces an entire_
work and uses it for its original purpose, with no added benefit to the public, the doctrine
of fair use usualiv does not apply.™). :

130. In the Sony case, Universal City Studios argued that video taping TV shows was nat
fair use because it was a consumptive use which was outside the intention of the framers of
section 107 of the copyright act. Copying could not be considered fair use because it did
not contribute to debate or knowledge. Universal, however, was unsuccessful in making
such an argument. See Pamiz Samuelson, Computer Programs and Copyright’s Fair Use
Daoctrine, COMMUMICATIONS OF THE Assocmnon FOR COMPUTING MAC}-IINERY Sept.
1993, at 19.
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-twelnon»productlve dJchotomy will not be determmauve. "' .
- Similarly, while commercml ‘use is presumpuvely unfan' it too is not -

detemunatlve ™ The ‘Sony court. ‘stated that “private ‘non-commercial - :
use” would be presumptlvely fa.u' unless the oopynght holder cou]d .

demonstrate some harm to the market: from that non: commercnal use.)®
While there was no such demonstrable harm from the practice: of “time

. shifting” as was at issue in the. Sony case,’ 3‘ softllfung appea:s to create' i

just such economic damage. Because- many puated computer programs

‘ (mtended for private. fion-commercial use in the home) result in lost sales _ R
to the copyright holder,'* the act of piracy is at least pamally commerclal e

in nature and therefore less likely to be a ‘fair use, . L
Nature of Use. Given the nature of tradmonal feur [USES (news~ :

reporting, teachmg, etc ), the: section 107 excepuon is: more hkely to .
apply to factual works than fanciful works.™ 1t is difficult to geuerahze e
about the nature-of a computer program Programs are made up of both‘ : e

131 See Sony, 464 U S. at 455 Paclﬁc Southem Co v. Duncan. 744 F Zd ‘490 (llth
Cir. 1984).

132. Harper and Row, Inc. v. Nation Entetpnses 471 U 5. 539 (1985)

133. 'Sony, 464 U.S. at 449-450. - :

134. The Sony court considered the question of nme-shxfnng the pracuce of "ndeo
taping television programs to watch at a later time. - The court found that no economic harm

could come from this non-commercial practice, thus. the practice did not cut agamst a . .

finding of fair use. (Iutcresung]y. part of this determination was premised on the fact that -
people did not tend to skip over the paid advertisements:when viewing the time shifted

program at a later time.. This assumption may no long be as: supportable given the" -

technelogical advances in visual fast forward.)
135. The extent to which sofﬂlfnug replaces legitimate salés is dxfﬁcult o d:termme wnh
precision. As discussed supra notes 96-106, the software indushry.is unable to pinpoint the

extent to which pirated software is run on home PCs in the first place. ' Equally difficult, .,

then, would be determination of the extent to which the elimination of such pirated software
would result in increased sales. The best that can be said is that softlifting is clearly taking
place on 2 large scale, and that some proportion of that software would have been purchased
but for the piracy. Thus, there is undoubtedly some commercial unpact from softlifting.
136. “The crux of the profit/nanprofit distinction is not whether the sole motive of the -
use is monetary gain but whether the user stands to profit from: exploitation of the
copyrighted material without paying the customazy price.” Harper & Row, 471 U.S. at
562-563. Or, put another way, “[njo one would suggess that stealing a diamond neckiace
from a jewelry store would be any Iess a theft if the taker only intended 10 wear the
necklace in the privacy of her home.” Thus, the “stealing” of software for home use is no‘
less of a commercial act. Samuelson, szpre note 130, at 19. :
Bur see Sony, 464 11.S. at 450, n.33 (addressing the diamond cxample) -The Sany N
court’s discussion is distinguishable from softlifting in that there is a recognized market for
computer software, whereas thers was no recognized market in prerccorded videotapes at- .

the time. Furthermore, the Sony court’s emphasis was on time-shifting, which the Supreme - - '

Court determined would resuit in a videotaped program bemg watched only once and then -
discarded. '

"137. See Harper & Row, 472 U S. at 563 (“The law genemlly recogmzes a greater need
to disseminate factual works than works of fiction or fantasy.™). ‘
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k axpresswe and mformatlonal elements e However ‘despite the utllltanan :
, nature of much software, the courts tend to view: computer programs as’
expressive, rather than factual 12 The Sany cou.rt made clear that snnply o
because something was a creative work de not mcan that it could not fall o
under fair use.'? el ey
Nonetheless, the creative mature of computer programs appears to’” ’
weigh agamst a ﬁndmg of fair use, and nghtfully 50, - The copynghtable o
expression in a piece of software is not mad{- up of the factual elemcntsr 2
of that program, but rather the language by ‘which such instructions are

[Vol 7

expressed. To co-opt the program in its entirety is to copy both the

.uncopyrightable functionality of that soﬂware (the factual elements of the

program), as well as the copyrightable expression of* that funcﬂonaltty ik

(the creative elements of the program)., Thus, it is the. creauve nature of
the computer program which is protected by copynght law and therefore
must weigh against fair use.

Substantiality of Use. The copying of an entire copynghted workr '
“militate[s] against a finding of fair use.”". Softlifting by its very nature .
requires the duplication of an entire copyrighted work.'? Thus this

138. Thus, the discussion of the “nature” of computer program tums back ‘to the
ideafexpression dichotomy which is at the very core of copyright law. See Baker v. Selden,
101 U.S. 99, 102-104 (1879) {copying of instructional methods elements is non-infringing).
As the Ninth Circuit wrote in Sega Enterprises v. Accolade, Inc., 977 F. 2d 1510 (Gth Cir.. -
1992) when discussing the second factor of the fair use analysis; “[clomputer programs pose
unique problems for the application of the ‘idea/expression distinction” that determines the: -
extent of copynght protection. To-the extent that there are many ways to accomphsh a
given task or fulfill a.particular market demand, the programmer's choice .of program

structure and “design may be highly creative and idiosyncratic. - However, computer.
programs are, in essence, utilitarian articles—articles that accomplish tasks.” Id. at1524. - .

139. See, e.g., Allen-Myland, Ine. v. IBM, 746 F.Supp 520,:534 (E.D.Penn.,1990)
{“Regardless of whether some partions of the [copyrighted program], Such as tables listing
the configuration of the [program], might be primarily. mfnnnatlonal in. nature, the
[program] as a whole is a creative work.”). =

140. Sory, 464 U.S. at 450. See aiso Samuelson, :upm note 130, at 19.

141, Husier Magazine, Inc. v. Moral Majority, Inc., 796 F.2d 1148 (8th Cir. 1986).
See also Walt Disney Productions v. Air Pirates, 581 F.2d 751 (9th Cir. 1978) (ﬁnding the
pomographic parody of Mickey Mouse, et al. to fall outside of fair use because too much
of the copyrighted expression had been appropriated). .

142, However, it is important to point out that accoxding to the Sany court, wholesaIe
copying does not preclude fair use per se. -Sony, 464 U.S. at 450. The court’s rationale
for such a finding was that the wholesale copying involved in time-shifting did not deptive
the capyright owner of anything. As the couri put it, “the time-shificr no more steals the -
program by watching it than daes the tive viewer, and the live viewer is no more likely to
buy prerecorded vir]eotapcs than is the time-shifter,” Id4. at 450, n.33. . Given this
reasoning, the copying of software in its entirety would not be viewed as favorably by the
Supreme Court. It is clear that sofdifting depnvcs the cnpynght owner of many rlghtful :

~ . sales.
Every computer program wiil have elements which are protected by copynght and . :
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Thy

factor wrll mmtate agalnst fan' use; “’ . f = B A
Effect Upon the Market. leen that the purpose of the copynght laws' 5
isto promote the useful arts, it is not surpnsmg that the Supreme Court -
has found the effect upon the market for. a copynghted work to- be,_
“undoubtedly the single most important element of fair use.” 'S If there -
is no: demonstrable effect on the present . or potcntxa! market' for the‘
copynghted work, then the incentive to create isnot dlmunshed and the |
court will likely find fair use.'*® - While clearly not all puated software :
used in the home replaces a sale of the same copyrighted work, 197 some

significant proportion of pirated software would have been purchased butif L
for the softlifting.™** Thus, the forth factor welghs strongly agamst fau'; .

use. 149

elements which are not. It js these non-protected eléments which create the difficulty. -
However, even though some portion of the pirated program can be copied at. will without

contravening the copyright laws, the entirety of the. protected por:lun uf Ihe pmgn!m has‘ . )

been copied as well, thus weighing against fair use.

143. Sony, 464 U.S. at 450 et seq.

144, U.S. CONST., art. 1, § 8.

145, Harper & Row, 471 U, S. at 566. ' ' " :
146, Sony, 464 U.S. at 450. The Sony court was forward looking cnough to mclude c
potential markets in the caleulus for determining the economic effect of a particular copy
or copies. The court recognized that “if [the challenged use] should become widespread, -

it would adversely affect the potential market for copysighted work.” Id. at 451 (cltal:lon‘
omitied), It was exactly this potential widespread abuse which lead Congress to pass the -
Computer Software Rental Amendments Act of 1990. As Ralph Oman, the Register of =
Copyrights and Assistant Librarian of Congress for Copynght Services, teshfied before the
Senate Judiciary Committee in support of the bill, “Copyright awners .'. . arguc that lost ~
sales tn the software industry due to computer program. rentals represcnt a slgmﬁcanr
financial concern now and may increase in years to come if the rental industry continues to
grow.”. Computer Software Rental Amendmenis Act of 1989: Hearing before the Subcomm.
on Patents, Copyrights and Trademarks of the Senate Comm. of the Judiciary, 101st Cong.,
1st Sess. 22 (1989) [Hereinafter 1989 Rental Hearing]. The software rental problem repre-
sents a particularly egregious example of softlifting. Instead of purchasing a copyrighted
work, individuals were renting the software and conunumg 10 use it long after the program
had been rewrned.

147. See John M. Conley and Vance F. Brown, Revisiting Sectmn 117 of the Copynght
Act: An Economic Approach, THE COMPUTER LAWYER, Nov. 1990, at 1 (discussing

“essential” vs. “efficient” copies).

148.- In the most recent Supreme Court opinion on the issue of fair use, Justice Souter
wrote, “when a commercial use amounts to mere duplication of the entirety of an ongmal ‘
it clearly *supersedes the object’ of the original and serves as a market replacement for it,
making it likely that cognizable market harm to the original will occur,” Campbell v,
Acuff-Rose Music, Inc., 114 5.Ct. 1164, 1177 (1994) (citations omitted}. ,

149, It is arguable that the effect upon the software market from sofdifting is too
speculative to weigh against fair use. See Sony 464 U.S. at 454456 (economic impact of
time-shifting too speculative to negate fair use). For example, consider the opinions of
Richard Stern expressed in a letter to Senator Kastenmeier in 1990: “[Tt is unclear whether -
the problem of software- rental is real or hypothetical, in-the United States at this time.
There have in the past been sporadic episodes of organized use of software rental as
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" Given t.he above ana]ys:s it is h1ghly un]lkely that softhfters wﬂl be

able to take shelter under the umbrella of falr use. Each of the four,' ' - o
factors considered ‘under Section 107 of the Copynght Act militates AR

against such a ﬁndmg Indeed, sofilifting in its purest form, the duphca-‘,“' :
tion of a computer program for unfettered use at-home, in ]arge part :
amounts to simple theft, which could hardly be called a “fair” use... .

Quite unlike the paradigmatic productive fair use in which a small

portion of a copyrighted work is reproduced for the sake of comment, N
criticism, news reporting, or education, softhfnng is“a selfish act. A_' ‘,
pirated computer program is copied with the intent of being put_ to use for -
the identical purpose of the original copyrighted work. While arguably

such a softlifter might not have purchased the program if he or'shehad ~ - - -

to pay the market price, such a claim can neither excuse this act of theft - |
nor overcome the fact that many copies of the software program will not

be purchased due to softlifting. Fair use was intended as a narrow -

exception to the exclusive control of a copyright holder over his or her

own work, and nothing about softlifting suggests that that excluswe

control should be divested from the computer program’s creator.
Unlike the Sony case, there is documentable harm being caused to

copyright holders by runaway softlifting. More importantly, unlike the =~

Sony case, neither the burgeoning computer industry nor the legitimate
computer user will be injured by a denial .of fair use. ‘Whereas VCR
owners would have been left with virtually useless machiheé at the time
of the Sony decision if the court had not found fair use, PC users need
not rely upon pirated software to effecnvely operate their computers The
court, therefore, would not face similar societal pressure to find sof;llftmg
a noninfringing act. : | 7
Thus, despite the suggestion in Sony that private non—commermal
home uses of copyrighted werks will fall under fair use, it is unlikely that
the courts would extend this principle to software piracy.® Soflllfters ;

camouflage for facilitating secret unauthorized copying of copyrighted computer programs.
But there has been no suggestion that this practice is now a real and present danger . . . ."
1990 Rental Hearing at 148,

150. The Sony court specifically did not deal with the issue of v1deo taping to build a tape R
library, a scenario which more closely parallels softlifting. However, the argument that it
is fair use to make a second copy of office software for use while at heme seems more
clearly analogous to time-shifting and is therefore more likely to succeed before the courts.
See Samuelson, supra note 130 (addressmg fair use with respect to “One Copy at Home
One Copy at the Office™).

But see Debra Wilson, Software Rental, Piracy, and Capynghr Protection, 5 COMPUTER .
L.k 125, 133-136. Wilson concludes that softlifting would be a fair use. Howev:r,‘her o
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-w111 face the same potentxal penalues as commerctal plrates and wﬂl be‘ﬁ-
unable to. claim any exemptlon fl'om the copynght law . u '

III A PROPOSED SOLUTION TO THE
' SOFTLIFTING PROBLEM

Despite the fact that the Copynght Act purports to pmteet the mtegmy ‘_‘;‘l" L

of software pu'ollshers copyrighted works and desplte the fact that the - -
act provides the sofiware police wnh powerful remedies, softllftmg'.",‘
remains rampant. ' Furthermore there is no. indication that 1he~‘;
phenomenon of softlifting w1ll dlsappear suon Thcrefore 1ttsnec$safy

to consider what might be done 10 assure the mtegnty nf mmrocomputer s
software, as well as to assure that those individuals who invest sxgmﬁcant o

energy in the creanon of such software are falrly compensated

A, TTte ‘DAT Pamdigm ‘_ D

In the mid-1980s, consumer electromc glants like Sony were preparmg" R

to release the Digital Audio Tape (“DAT") recorder,‘ﬂ whlch they saw

as the greatest audio recordmg format since the compact dlsc Indusl:ry ‘_‘“f . ‘
prognosticators predicted that by ‘the early 1990°s DAT sales would .

exceed analog tape sales, and ultimately: eliminate the_.analog tape
market.'® However, the prognosticators failed to anticipate a recording
industry frightened by the prospect of a recordable digital audio format. -
The music industry responded to the DAT threat by both refusing to.
release prerecorded DATSs,'™ and suing 'the DAT'manufaetllretS" for

R

conclusions are premised upon what seem to be faulty assumptions: l) thar capying -
phonorecords is fair use, thus copying software is fair use; and 2) sofdifting does not result
in substantial lost sales because of the high cost of software. i)

151. Any impediment to softlifting wﬂl be either moral or pmcncal but not IegaI See
supra Section IL A.

152. For a general discussion of the DAT format See DAT‘.r zhe IYcker ta True Me!zty,
THE GAZETTE (MONTREAL), Nov. 14, 1991, Final ed., C13 Julian Husch Digital Audm
Tape, STEREO REVIEW, Oct. 1937, at 24.

153, Ken Pohlmann, Where did DAT go wrong, STEREO REVIEW, Apr. 1992, ‘at 17, ‘

154, See Copyright Issues Presented by Digital Audio Tape: Hearing before the Subcomm. .

on Patents, Copyrights and Trademarks of the Senate Comm. on the Judiciary end the

Subcomm. on Courts, Civil Liberties, and the Administration of lustice of the House Comm.
on the Judiciary, 10Gth Cong., 1st Sess., 42-43 (1987) [Hereinafier Joinz DAT Hearing]
(testimony of Jason S. Berman, Pres. of the Recording Industry Assoc. of America that
“pone of the major American record companies has announced an intention to market DAT
cassettes, and according to press reports, several have indicated that they will not do so until
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. contnbutory mfnngement 55 Only through extenswe negonanons were

the electronics and recordmg industries able e settle their mffer-ces, $6:
and on October 28, 1992, Presndent Bush s1gned the Audm Home?-r__ o

Recording Act into law.'s’

The piracy threat which the Audio Home Recordmg Act aseks. to e

remedy has a great deal in common with the softlifting pmblem."? Smce.

the primary threat at which the Audio Home Reoordmg Act aims is that o :

of digital reproduction, a quahty inherent in computer softhftmg, software 3
piracy and music piracy w111 inevitably raisz ‘e same issues. As with.

pirated software, there is no distinction between..ongmal music and *

copies; digital technology creates the potential to make perfect copies of '
copies of copies.'” Since there is no distinction between an original and

the home taping problem is addressed in Congress ") ‘
155. I4. {(*The introduction of DAT into the U.S. mn:kerplace was as ausp:cmus as the- .
maiden voyage of the S.8. Titanic: The Titanic struck an iceberg, and DAT stuck

lawsits,™); For a number of years, the widespread commercial release of DAT was. held ' -

at bar by threats of law suit, and in 1990 a number of song writers finally -did file a
contributory infringement action in the Southern District of New York. ‘The law suit was
a class action. The plaintiff class consisted of 40,000 songwriters and muosic publishers,
represented by Hal David, Sammy Cahn, Fort Knox Music, Tric Music Co., and Peter
International Inc., suing Sony and a number of other electronics companies on the grounds
of contributory infringement, much as Sony had been sued before by televnsmn copynght
holders. Cahn v. Sony, Inc., S.D.N.Y. 90-Civ. 4537 (July 9, 1990)."

156. After years of ﬁghtmg, the two industries sewtled their difference in 1989 in what
became known as the “Athens Agreement.” The primary shared interest which motivated
the negotiations was economic—"It was 2 rare meeting of the wallets.” Bill Holland,
Senators Hear Foes Agree On Taping Royalty, BILLBOARD, Nov. 9, 1991, at i {quotation
from an unnamed Iobbyist). The consumer electronics industry feated the loss of DAT re-
search and development money, and the recording industry feared the loss of a new market
for prerecorded music. The compromise reached in the Athens Agreement was adopted by
Congress nearly verbatim as the Audio Home Recondmg Actof 1992, 17 U.S.C. §§ 1001,
et seq. (1993). See Digital Audio Taping Bill Gets Enthusiastic Recepfion at House
Hearing, DAILY REPORT FOR EXECUTIVES, Feb. 20, 1992, at A-L. ]

157. In signing the Audio Home Recording Act into law, President Bush stated “[this
Act] will ensure that American consumers have access to equipment embodymg the new
digital audio recording technology. It alse protects the legitimate rights of our songwriters,
petformers, and recording companies to be fairly rewarded for their tremendous talent,
expertise, and capital investment. this will be accomplistied by fairly compensating these
artists for the copying of their works and by creating a system that wilt prevent unfettered
copying of digital sudio tapes.” Statement on Signing the Audio Home Recording Act of
1992, ADMINISTRATION OF GEORGE BUSH: WHITE HOUSE PRESS RELEASE, Oct. 29, 1992,

158. Simply put by Senator Kennedy, “Without this legislation, any record pirate could
make multiple flawless copies of originals or even copies of copies, leaving the creative
artists without compensation.” CONG. REC., Aug: 1, 1991, 511853, ‘

159, Joint DAT Hearing, supra note 154, at 8, 11-24 (testimony of Jason 5. Berman);
Digitel Audio Recorder Act of 1987: Hearing before the Subcomm. on Communications of
the Senate Comm. on Commerce, Science, and Transportation, 100th Cong., 1st Sess., 17-
19 (1987) (testmony of Jason S. Berman) [Hereinafter DAT Act of 1987}; Comments af
Congresswoman Collins, CONG. REC., June 18, 1992, H4979-4980 (*. . . [Wlith digital
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a c0py. there is little mcenuve 1o purchase a ]egmmate verslon of the

_ copyrighted work.'®  Rather, sales' are replaced by. illicit capying of

prerecorded digital masters.’®" Finally; the record mdustry recogmzed

.as does the computer mdustr_v, that it is dlfﬁcult to police what mdmdu-.‘

als do in their own homes, even if it is clearly illegal. 162 e
The Audio Home Recording Act of 1992 is an attempt to: add:ess L

dlgxtal music piracy in as. unobtrusive a manner . as- possible. - ‘The j" J

legislation balances the pnvacy interests of the consumer the desire of
the copyright holder to acquire fair compensation- for his or her artistic.

efforts, and the interest of the consumer. electronics mdustry m releasmg SRR

new digital recordmg media.'® The Act does three basic things: 1)

establishes a royalty system for digital recording devices and medla' iod 2) L

* Tequires an anti-copying device in all digital recording devices sold in the '
United States;'® and 3) establishes non-commercial, home audlo tapmg ’
(digital or analog) as a noninfringing act.'® ‘

Sections 1003 through 1007 of the Copyright Act establish a royalty

audio recorders multigovernmental (sic) copies do not change the sound quality of the
music, so that a 100th generation copy will sound as good as the origmal version,”).

160. While there are a few reasons one might still want to purchase prerecorded CDs or
DATS, to acquire the liner notes, for instance, there is no need for the same kind of opgoing.
support for audio works, as is the case with software. Thus, there is even Iess of a
disincentive to pirate music. L

Also, unlike computer software, thc copying proccss is not instantaneous. To date,- -
DATs can only be copied real time. Therefore, for every hour long compact disc’one
wishes to copy, it will take 60 minntes to reproduce {there is no such thing as a high-spead
dubbing deck in the digital realm). Joint DAT Hearing, supra note 154, at 42-43.

161. Even without digital audio tapes, the recording industry has lost millions to piracy.
The Recording Industry Association of America estimated at the time of the 1987 DAT -
hearings that the music industry was loosing approximately $1.5 billion dollars annually to
piracy. This amounts to a loss of approximately 1/3 of the industries revenues to-iilicit -
copying (smaller than the 50% "estimate of some software organizations).  Joint DAT
Hearing, supra note 154, at 9-11. American consumers purchase 370 miliion blank audio
tapes a year; as Jason Berman explains, it “doesn’t take a rocket scientist to figure out what
consumers are doing with all thattape.” Omar: Recommends Changes: Senators Voice High -
Praise for Digital Audio Royaity Bill, COMMUNICATIONS DAILY, Oct. 30, 1991, at 5. See
also Keilley, Musical Unions and Audio Manufacturers Reach Royalties Pact, THE REUTER
BUSINESS REPORT, July 11, 1991, BC cycle (estimating home audio taping losses between
$1.5 and $1.9 billion a year, excluding bootlegging).

162. As Congressman William Dannemeyer put it, “I, for one, would not appreciate a
midnight raid by the Copy Codé Cops [looking for pirated music], nor would I be disposed
to buy the recordings of any company supporting such folly.” CONG. REC., Iune 16, 1987
at E2409. See also Where There's a PC, supra note 1, at 61.

163. See, generally, DAT Act of 1987, supra note 159.

164. 17 U.S.C. §§ 1003-1007 (1993).

165. 17 U.S.C. § 1002 (1993).

166. 17 U.S.C. § 1008 (1993).
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scheme for dlgltal recordmg devmes and dzgltal recordmg medlum 167.
The scheme i is mtended to compensate copyright ho]ders for lost sales due

to home. tapmg Dlgrtal audio recordmg devices (DAT: p]ayers Dlgltal LR

;: Compact Cassette’ (“DCC") players, and- Mini- stc (“MD") players)163 .
are taxed at 2% of their “transfer pnce, not to exceed $8 per dev1ce or" :
fall below $1.'¢ D1g1tal audio recordmg ‘medivm (DATs, DCCs, MDs, -

etc.) are also taxed at 3% of their transfer price.! The royalties are.then' o
distributed among those individuals who presently have some interest in . -

a copyrighted musical work. The majority of the proceeds go to the
record companies, featured performers and. songwnters and musxc’
publishers, in that order.!”! : :
In return for these royalties, the music mdustry agreed to make homer'_
taping' a non-infringing act."” Thus, the Audio Home Recording Act -
provides that no infringement action may be brought under the Copynght '

Act “based on the non-commercial use by a consumer of [an audio -

recording] device or medium for making digital musical recordings or <

167. Section 1001 of the Act attempts to clarify the meaning of such terms as “digital
musical recording,” “digital audio recording device,” “digital audio recording medium,”
etc. 17 U.S.C. § 1001 (1993).. . . . c

168. See Melinda Bargreen, Mini Revolution—Digital Compact Cassette - or
MiniDisc—Which Will Survive?, THE SEATTLE TIMES, Oct. 7, 1993, Final Ed., at E3;
Snider, Turning up digitals: MD, DCC formats fight for position, USA TODAY, -June 2,

1993, Final ed., at 5D; Paul Doocey, New Formats Shake Up Audio Side: Is DCC Here To, -~

Stay?, BILLBOARD, March 13, 1993, at P3; DCC/MD Models Proliferate, CONSUMER '
ELECTRONICS, Jan, 25, 1993, at 13; Susan Nunziata, Sony Launching New Disc Farmat;
Recordable/Erasabie Product Due In '92, BILLBOARD, May 25, 1991, ‘

169. 17 U.S.C. § 1004(a)(1), (a)(3) (1993). If the unit has more than one recording
device (such as a DAT unit with 2 tape decks), the maximum royalty is $12. Id. at
§ 1004(a)(3). The typical digital audic recording device today cosis between $500 and
$1,000. Thus, for every unit sold, the maximum of $8 will go into the royalty fund. .

170. 17 U.S.C. § 1004(b) (1993). The typical digital audio recording medium today
costs approximately $10. Thus, for every piece of recording media sold, thirty cents will
g0 into the royalty fund.

171. 17 U.8.C. § 1006 (1993). The royalties are specifically divided into two funds, the
musical works fund and the sound recording fund. The two funds are specifically divided
as follows:

1/3 of the proceeds goes to the Musical Works Fund:
50% goes to the songwriters;
50% goes to the music publishers.
2/3 of the proceeds goes to the Sound Recording Fund.:
2.625% goes to non-featured musicians;
1.375% goes to non-feamred vocalists;
96% goes to feamred musicians and vocalists:
60% goes to record companies;
40% goes to feamred performers.
172. 17 U.S.C. § 1008 (1993).
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 analog musical recordmgs »i73 Thus Congwss cu'cumvented the quesnon o

of whether. non-commercml home recordmg is- “fair use” under the
copyright laws. As a result of Section 1008, “individuals no longer need

fear that recording a compact disc to hsten to’ 111 a walkman is copynght :
mfnngement ‘
The final element of the Audio Home Recordmg Act is what is k:nown» .

as a the Serial‘Copy Management System (*SCMS”). Under Section -
1002 of the copyright act. it is-illegal to import, manufacture, or’

distribute any digital audio recording device that does not mcorporatc the

SCMS."™  SCMS was designed by Ph111ps Electronics to assure- that‘ -

second generation copies could not be made from a prerecorded dlgltal o

source.'™ Thus, it is possible to make as many coples of an ongmal pre- T

recorded disc or DAT as one likes, but it is not possible. to make a copy
of a copy of it."” The greatest strength of the SCMS is that its anti-copy * ~
information is encoded in the sub-code of the digital recording; assuring
that the digital sound is not degraded by this additional information.!”

B. Applying the Paradigm
Unfortunately for the software publishers, a number of characteristics

unique to the computer iﬁdustry make a DAT-like solution untenable. '
Because these factors are inherent in the software industry, they may

173. W

174. 17 U.S.C. § 1002(c) (1993).

175. Rich Warren, Listen Up: A4 Buyer's Guide 1o the New Audio Technology, CHICAGD
TRIBUNE, Dec. 8, 1991, Final ed., at 28. )

176. The record industry recognized that this left individuals with digital ‘recording
devices with the capacity to pirate compact discs for friends, but it at least limits the
problems of multi-generational copies. Thus, it essentially put digital recording devices on
a par with analog devices; sound degradation makes multi-generational analog recordings
undesirable and SCMS makes multi-generational digital recordings impossible.

177. See Garnett, The Music Industry: Electronic Del:very and Copyright, SYMPOSIUM
PAPER: WIPO WORLDWIDE SYMFOSIUM ON THE IMPACT OF DIGITAL TECHNOLOGY ON
COPYRIGHT AND NEIGHBORING RIGHTS, 9 {(March, 1993).

The first technical solution proposed by Congress was called a copy»code scanner. See
DAT Act of 1987, supra note 159. The scanner required that all pre-recorded digital media
be imprinted with a particular audio finger print which would inform the copy-code
microchip that it should not be copyable. However, the system was rejected when it proved
to degrade the quality of the underlying music. Comments of Congressman Robert
Kastenmeier, CONG, REC,, Feb. 22, 1990, E338 {“Senator DeConcini and I requested the -
National Bureau of Standards to test the copy-code scanner; NBS concluded that these
concerns {namely, the degradation of the sound quality,] were legitimate and that the system
in fact suffered from these defects.”). See also Interrupted Melody, HIGH FlDEu'rY July,
1937 (discussing cOpy-co..e and the degradation issue in detail}.
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prove msurmountable The dlfﬁculy,m effectuanng such a program are"
threefold,
- First, blank computer dlsks are used pnmanly for non—mfnngmg-

purposes. Unlike audio tapes or v:deo tapes, the primary use of which

is to record copyrighted material, computer disks are used to store huge '
quantities of data (numbers or words or sounds) which are produced by

the legitimate use of purchased software programs. The proportmn of

disks being used for softlifting is never likely. to approach even one
percent. Thus, any royalty system which indis'criminately taxcs digital
recording media will inevitably falsely tax ninety-nine percent of the
purchasing population. :

It is conceivable that the computer mdustry could develop a system
that d.lstmgmshes between disks being put to varying uses. ’I‘hus a disk
being purchased for commercial use would not be taxed, whereas a disk
being purchased for private use would be. Such a system would
undoubtedly decrease the number of false-positive taxes levied, but would
still tax a huge number of noninfringing uses. In fact, any system which
sufficiently distinguished between infringing and noninfringing uses would
amount to a tax on those individuals who admitted -that they were
purchasing the disks for the purpose of piracy. Since the lack of such
honesty is exactly that which has led to the softlifiing problem in the first
place, any such effort to tax based on differential uses would fail.

Given the striking similarities between the digital audio piracy threat
and the existing softlifting problem, the Audio Home Recording Act of
1992 seems a logical model to consider for the software industry. The
Audio Home Recording Act protects the rights of copyright owners and
consumers alike.”™ However, on élbser inspection, a nmumber of issues
unique to the software industry make any such legislation 1mpract1cal at
best. :
There are a number of advantages to a royalty system for c,omputcr
software. The primary advantage is directly related to the software
police’s difficulty in enforcing the copyright laws against softlifters; a
royalty system does not require enforcement against individuals in the
privacy of their own homes. So long as royalties are paid on the digital
medium that end-users are purchasing, the copyright holders will be
compensated. Since software publishers are presently receiving no

178. Infact, it was only because everyone was happy that the Audio Home Recording Act
passed rapidly through Congress. -Short of consensus, the 1592 Act would have faced the
same fate 2s the prior DAT biils that were proposed. - See generally supra note 156,
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compensanon for what is beheved to be w1despread soﬁllﬂmg, every‘".:

penny received from such a royalty system would i increase' the mcentwe = ; )

for copyright holders to continue to create software . L
However, when asked if such a royalty system was bemg sought by'
the software industry, Ken Wasch of the SPA stated emphancally, “not-
achance!”™® He gave two specific reasons why the software commumty .
is not amenable to such a system. First, computer disks are used for too
mény non-infringing uses to justify what ‘would be. seen as an unfair “tax”
on non-softlifters; and second, a Toyalty system would actually decre;.se :
the eamings of software companies. : .
For a royalty system to fairly rcﬂect the amount of compensauon:
deserved by the software industry, it would be necessary. to distinguish-
between disks being used for non-commercial home copying and those,‘
disks being used for legitimate commercial purposes, such as storingdata,
or making backups.’® However, any such distinction is impossible -
without undermining the entire royalty system. This very problem was. -
pointed out by the computer industry during the debate over the Allle‘
Home Recording Act; because DAT players are used as computer storage__ |
devices,' computer users voiced their opposition to the royalty systei'n;
which they believed would result in computer users-subsidizing the-
recording industry.'® Similarly, corporate computer users w111 ob_]ect to .

179. Such an outcome would clearly be in keeping with the intention behind Arficle 1,
Section 8 of the United States Constitution (“To promote the Progress of Science and useful
Ants, by securing for limited Times to Authors.and Inventors the exclusive nght tn thelr ‘
respective Writings and Discoveries™) atd the copyright laws,

While no similar analysis has yet been done for the sofiware industry, the economic
impact of such a royalty scheme was smdied in depth with regard to the music mdustxy
See Timothy Brennan, Ar Economic Look at Taxing Home Audio Taping, 32J. BROADCA.ST
ING & ELECTRONIC MEDIA 89 (Winter 1988). Mr. Brennan comes down on the side of
such a royalty system, because it creates a market in which the price of pre-recorded mnsic
is more commensurate with the value of the work. Assuming it were possible to achieve
such a piracy free atmosphere for computer software, undoubtedly the same analysis would
apply.

180. Wasch Interview, sup.  note 9.

181. See Digital Audio Recorder Act of 1990: Heamg before the Subcomm. on
Communications of the Senate Comm. on Cormmerce, Science, and Transportation, 101st
Cong., 2ad Sess., 55 (1990) {Hereinafter DAT Act of 1990} (testimony of Ralph Oman,
Register of Copyrights) (discussing The Brennan Analysis).

It is important to point out that, unlike audic tapes, computer recording media is used
primarily for non-copying purposes. This is not because sofdifting is not widespread, but
rather because the industry revolves around data storage of one sort or another (cllgna]
media is used to store data, make backups, and distribute data),

182, See, e.g., ARDAT to Demonstrate New Python DAT with DDS-DC Data Compres—
sion ar Comdex Spring '91, BUSINESS WIRE, May 20, 1991 (the new DAT drive can store .
up to 8 gigabytes of data, the equivalent of approximately 8,000 floppy disks). o

18‘3 Paul Newcomb, The Sound of Money, FORBES, May 11, 1992, at 102 ("[M]ost DAT
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any such onalty scheme because thetr leglttmate 5¢ of dlg[tal me

o -An add:txonal dzfﬁculty w1th a royalty system revolves garound the
- distribution of the proceeds. Whlle the musn: mdustryfls orgamzed' mto: -
powerful and: generally inclusive: trade orgamzanons & the software -
industry has no similar orgamzatlon to-be trusted with the distribution of S
7 Sibe "'.mns 186 Fu.rr.hennore “because of the large research and development g
costs, small software oompames are “dangerously vu]nerable tothe theft"
of ftheir] products.”® Yet, the: mmgmﬁcant proportion of the royalnes o
‘that such small companies: w111 collect will be insufficient to inspire . -
venture capital for future sofiware siart-up companies or to sustain further
~ research and development in small software shops that already exist,'’® ...
. -Furthermore, industry leaders believe that instead of i increasing ‘the -
amount of money taken in by software publishers, a royalty system woultl |
decrease the revenue stream.’® - No longer constrained by what-little'
moral compulsion they once had, or the 11m1ted threat of dlscovery by the
software police, home users would mcrease ‘copying and decrease-
software purchasing.  While this would result in a slight i mcrease in’ the, '
sale of blank digital media, that increase in disks sales and the concomi- R
tant royalty payments could not-make up for the lost: sales. Thus, the - ‘

cassens are now used for computer datz stnrage, which has noﬂnng to do wnlh music. -
Wide-scale consumer audio applications are still another five years away. . Within that time
the tax could raise as much as $100 million aumually—with computer users coughing. up
two-thirds of that amount.”). - The Consumers Union also voiced opposition-to the Act,
characterizing the royalty system as an *unfair tax.” See John Burpess, Bill Impans the
Sound of Music, THE WASHINGTON PoST, Oct. 9, 1992 Final Ed., at F1. o ‘
184. This is particularly true in light of the fact that only non-commercial lmme copymg
. would be exempt from the copyright laws. See, e.g., 17 U.S.C. § 1008 (1993).  Thus,
corporate software users would not be able to benefit from the change inthe copynght ]aws.
but would bear the burden of the royalty system. : o
185. For example, the Audio Home Recording Act specifies that the Amencan Fedelanon o
of Musicians will oversee the diseribution of royalties to non-feamred musicians, and the :
American Federation of Television and Radio Artists will overses the distribution 10.noa- - -
featured vocalists. 17 U.S.C. § 1006(b)(1) (1993).
186. While the SPA répresents 1,100 software publishers, the drvmveness between the -
SPA and BSA would make them an inappropriate choice for the dxsmhuuon of royalues .
See supra note 35. .
187. Utah Rental Hearing, supra note 30, at 14 (testimony of Heidi. Rmzen) )
188. As Thomas Chan, deputy general counsel for Ashmn-'l‘ate explained, *. . small -
companies [are] critical to this industry. Today’s indusiry giants were at one tlme smn.!l
operations, garage outfits, which have achieved the greatest technological advancements.
Furthermore, due to its unique nature, microcomputer software development, sometimes the -
software can Zcmally be better accomplished by small companies or-by small project team. - S
Thus, smafi companies are very important ploneers and developers of advanced software :
technology.” ZId. at21. : R S
189. Wasch Interview, supra note 9.
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- ?'j softwaxe mdustry has- re_]ected the poss:hlhty of a such a‘soﬁware royalty ;
 system. | :
" - Given the nature of the mdusuy, however, software pubhshers are
always looking for techmcal solutions ‘to_the. sofﬂlthng pmb!em For;;"‘
years the.industry has'debated over the efficacy “and wnsdom of copy :
protection, and the debate contimues. '’ Penodmally the : mdusu—y has
Sought to find 4 common technical so!uuon to the plracy probl m;: much
- like the SCMS, but all such proposals’ to date have been re;ected L
Nonetheless, the software mdustry continues toconsuler new pos31b11mes ,
An orgamzanon called SoftCop Internauonal lnc from Ontarlo, Canada -
has recently developed a system that is belng met w1th somi¢ fanfar 192, 3
However, any hopes of consensus on such a- scheme are presently., emg L
-dashed by two of the big six, Microsoft and Lotus 19 : o

190, See, e.g., T R. Reld, LerFreedam—me Copy Prozecaon Gmmucl:.f-—ng, TE

" WASHINGTON POST, Apr. 28, 1986, at 25; John Gallanit, Panclists divided on capynght: Dol

protection Schemes, Comnmwonu) Apr. 8,.1985, at 12; Bmy Gmss. Firm Develops .. -
- Anti-Piracy Sysiem for Software, THE WASH[NGTON POST, Jan. 30, 1984, at. 19. James':
Daley, PC Identification System May Sink Soﬂware Pirates, COP.{PUTERWORLD Jan. 31, -
1994, at 37; Juceam, Protection of computer soﬁware-—-Legal Commerczal aud Tedwcal
Methods (Fart ITf, SOFTWARE PROTECTION, Dec. 1984, at 1. : ; :
. “191. - The most promirent effort to get the mdusl:ry 10 join techmcal t'orces came m“l93
- 'when ADAPSO proposed a standard “key ring” system of copy protection. “The key dog: T
~ system,  incorporated a ‘series of software “fingerprints” whick-would- intemact with a
hardware device on éach computer to determine if that particular piece of software was °-
pitated or not. Ban} Goldschmitt, Thox Shalt Not Dupe: So Says a Verdor of Saﬁware—[s R
Anyone Listening?, COMPUTERWORLD, Jan. 28, 1985, at 1. See alse Gross, supranate 190 .
(discussing: the “electronic lock and key™). The key ring system, however, faced opposition~
from organizations like the Mzcmcomputer Managers Association: (“MMA™), which ~

e . described the system as a “costly inconvenience.” Kathleen Biirton, Adapso MMA Remain . . N

at Oiris Over Antipiracy Issue, COMPUTERWORLD, April 29, 1985, at:5.. Ultimately . ..
ADAPSO dropped its efforts to reach a shared technical solution to the software. piracy . -
problem, Edward Warner, AdapsoP!aqued MtcroManagerngertSoﬁwarcIack-and W
key Protection Preposal, COMPUTERWORLD, March 11, 1985, at 1. B
192. The SoftCop system requires that application software be “dmmbpnnted with IR
identifying subcode. When an individual goes to. install that thumbprinted ‘ software, .
installation will require calling an 800 number to activate the software, Via the phuneeall RO
“the SoftCop system will establish a connection between the software’ :md the maehme itis o
being fun on. Any aftempt to Tun that software, be it the original disk or an illicit copy, =
on another computer will be thwaited. “The system will also have a featnre: wluch reports ..
any efforis o tamper with the copy protection program. SoftCop :muelpates cha.rgmg .
" software companies approximately $10 per disk protected by their system.  See Jonathan. -
Chevreau, SofiCop Tackles the Software Pirates, THE FINANCIAL PoST, March 12,1994, -
at 16; Gipbal Gateways: Arrest That PC, COMPUTER RESELLER NEWS, Jan. 31, 1994, at- ©
41; Paul Parker, Anti-piracy Duo Planning Assawlt: BeII Syvgma and SoftCop Imemanonal'] L
Inc. Pian Systerm to Stop Software Piracy, COMPUTING CANADA, Jan. 19, 1994, at.1; A
Strong Stance Against Sqﬁware Piracy, COMPUTER FRAUD AND SECURITY BULLETIN, Sept. :
1593. ip= R
193. Chevreau, swpra note 192, at 16, Opposmon from }hcmsoft is pnm;mluly B
troubiesome in light of the fact that it alope was responsible for $l 35 bﬂl:o_n of the $17.8



S ;lustory in the software mdustxy ' Whﬂe the convennonal w:sdom
~  early 1980s was that fmlure to, mclude copy protocuon on your soﬁware
 was an mv:tatlon to plracy two factors resulted ina mgmﬁcant change of -
heart, First, copy- protectmn proved too easy 10 cucumvent"’“ pmgrams
qmckly emerged that cracked the copy codes, makmg it posmble to copy
at-will."™ ' More. xmportantly, copy pmtectlon annoyed legmmate users”“ -
by interfering “with necessary computer fu.nctlons such as hard dnve
installation or data backup.’””. In fact, opposition to copy protecnon was '
so great that by the late 19805 software pubhshers began shlppmg then'
programs “naked”—free of any copy protecnon 8 In hght of thlS
.experience, software producers- are likely to show a ‘healthy skepnmsm
towards any propsed copy protectlon schem&n

C. Assessmg the Parad:gm

Despite the strong similarities betwoen ‘the DAT dxlemma and the
softlifting problem, the technology behind digital audlo recording devices -
is significantly different from that of personal computers. It is these -
differences that make the apphcatlon of the DAT legls]atlon thomy, ifnot
impossible, in the software context. Certam unique aspects of lmcrocom-

bllllon in industry revenues in 1992. Zd. ’ :
194. Wamer, sapra note 191, at 6 (“those truly interested in bneakmg the protection . -
scheme would evenmally be able to do so.™); Hurst, The Answer to ‘Program ancy
Hardware Protection, COMPUTERWORLD, March 26, 1984, at 83 (“[Tlhere are mnny
computer whiz kids who regard the breach of any system as a challenge. And any system
designed by a human is probably breakable by another human.™). :
195. Programs like Copy II by Central Point Software, Inc. became cxceedmgly pupnlar.

- In fact, the SPA was suck with a dilemma when, in 1986, Copy I sold 100,000 copies, -
qualifying it for the SPA’s gold award honoring best-sciling software. Because the SPA -
believed that copy-protection-breaking progeams like Copy II were tools of the software
pirates, the SPA refused io grant Central Point the award. Peggy Wyatt, Software Pubkslurs
Snub Colleague as Firacy Promoter, COMPUTERWORLD, Dec. 23, 1985, atdl. .~

196. See, e.g.; Peter B: Krammer, Copy Protection Seen as Nuisance, COMPUTERWORLD,
July 29, 1985, at 18 (urging legitimate users to boycott copy-protected software). e
197. As Peter Lewis explains, “At best, copy protection does nothing good for legmmate
users and only annoys software pirates. At warst, it makes it difficult to instal} software on
to a hard disk and to make backup copies that are vital if the originat is lost or destroyed.
It slows the performance of some programs and causes snarls in others.” . Peter Lewis,

. Software Copy Protection: More Companies Shun It, THE NEW YORK TIMES, Aug. 19, 1986
at C5. See also, Reid, Consumers Win as More Software Frrms End Copy Pmtecﬂon,
WASHINGTON POST, Nov. 10, 1986, at 16. ’

198. See Carroll, On Your Honor: Safiware F irms Remove Copy~Protecnon Devices,
WALL STREET JOURNAL, Sept. 26, 1986 {“For users, copy protection is like. going ic a
supermarket where every time you leave they stnpsearch you.”).



o paradxgm to the software mdust:ry are thrcefold

N, 2] . Combatmg Software Prracy

E ;puters and thexr use make both a royalty system and a techmcal solutien .
- suspect | at the present tnne The primary dlfﬁcultxes in applymg thc DAT '

First, unlike audio tapes, computer disks: are uscd predommantly for
' noninfringing purposes.: Persona] computers are desrgned to process,
~manipulate, and produce data’ (words numbers sounds ‘ete. )3 whlch is
subsequently- stored -on- dicks. - While ‘some ’small’ propomon of the,. L
computer disks sold today are used for softhftmg, the vast ma_]onty are | .
~used to. retain mformatwn or to back up programs whlch have been TR :

L obtamed legitimately.

. While blank audio tapes serve few purposes other than to copy pre- " 3 ._-'
"recorded sources, the same clearly docc not ho!dtruefor computer drsks ‘ .
Despite the vast nature of the softhﬂang problem, the proportlon. of dlsks | el
being used for piracy will never approach even one, percent. Both: L
personal and commercral computer users rely: upon dtsks for the storage‘ E
-of their own work, and such uses w111 always:, predommate in’ the . -
computer industry. Thus,” any effort: to tax ‘blank: computer med1a wrll
result inthe taxation ofpnmanly nonmfrmgmg hses-lcgrtrmate computer o .
users will subsidize softlifters. , e
Only by drffereutratmg among computer disk uscs wrll the software l,
industry create an equitable royalty system. The dlfﬁcu]ty. however, lies
in the differentiation. It may be possrble 1o only tax computer disks - o
purchased for private use, and not those ‘disks used for commerclal"f- .
purposes.- Such a distinction would decrease the ratio of: mfru_lgmg Versus - B
noninfringing uses taxed. However, this is an imperfect system at best;
the majority of home uses for computer disks will still be'nouinfringiug. '
In fact, to parse computer disk uses thinly enough to create a farr royalty = -
system would require taxing only those disks purchased for the intent
purpose of softlifting. Yet, such a system is likely to work as effectwoly '
as moral suasion—barely at all,
The second difficulty inherent 1o the software mdustry is thc challenge
of fairly compensating the expensive process of creatmg -computer
programs. Because of the huge number of person-hours put into .the
research and development of each piece of software, computer programs
are expensive. Unlike pre-recorded music that can’be purchased for .
about ten dollars, software can cost hundreds of dollars. Since computer
disks cost approximately. a dollar each, it would be necessary to either tax
them at well over one-hundred percent or indiscriminately tax-
noninfringing users to subsidize the infringing users (the impropriety of - -

~
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-_wluch is discussed du'ectly above) In exther case 1t would take

o s:gmﬁcant royalty revenues to fully-compensate the software pubhsherﬂ'j; LA
: for lost sales attributable to softhftmg The mdustry is nghtﬁllly skeptlcal PR

that sufficient revenues could be ralsed through such a system. - L
The final dlfﬁculty with enacung leglslat:on sxmﬂar to, the DAT

compromise is intrinsic to the computcr ltself—the compuler is lts own. . ‘ - -
worst enemy. Any technical anti-piracy solunons must be developed on"_ o

the computer for the computer. However, inherent in: tlns reality is.the
vulnerability of. antl-plracy schemes to clever. computer users. ‘Because

the computer is a device designed for the purpose of manipulating digital - -
information, any digitally encoded anti-theft scheme can be accessed and

altered by the sopliisticated user. To date, no foolproof copy-protection
scheme has been created. So, while the industry should undoubtedly =
continue its efforts in this area, there is no techmcal solutmn presemly ‘
able to unobtrusively combat software piracy.'® R

Given these three problems inherent in m1crocomputers and the
software . industry, adopting “any royalty scheme - or shared techmcal
solution for the softlifting problem seems -untenable at. this - tu:ne :
Nonetheless, trade organizations like the SPA and BSA should com:nue -
to explore related options, particularly shared technical solutions,” in .
hopes of addressing what has become a gigantic problem. ‘

CONCLUSION

Joining forces, American software publishers today are-actively
combating sofiware piracy. Acting as the software police, individual
publishers, as well as trade organizations like the BSA and SPA, are

199. One of the difficulties the computer industry faces in creating any anti-copy scheme
today is that it must be “transparent,” That is to say, it can not interfere in any way with
the legitimate users operation of the software, including the making of backup copies.
Thus, the industry must find some identification system which functions entirely in the

background of the software While tmnspamnt schemes are bemg develuped they have yet: -

to be effectated.

200. While beyond the scope of this paper, it is interesting to note that the computer
landscape is changing. As more and more individuals hook up fo the “information
superhighway,” it will be much easier to track computer users and uses.. Thus, it may be
possible in the near future to create a royalty scheme based on actual usage ofa computer '
program as tracked over the juternet or other universal networks. ‘Similarly, it may be
possible 1o police software usage over the “net” using some sort of verification scheme like
that being proposed by SoftCop. See supra note 192. Thus, "while 1o technical solution

presently is adequate to deal with the softlifting problem, as technology progresses a so]utmn- o

may present uself
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getting great mﬂeage out of the remedy prov1smns of t.he Copynght Act :, S
However, while the software police have jnitiated " enforcement pro: i
ceedings against both commercial and corporate puates softhfters remam' RO
free to infringe software copyrights with impunity. . e
While softlifting does not fall under. the fair use exceptlon o’ thel R
copyright laws, software publishers remain at :a loss when it. comes to
attacking noncommercla] home copying. The entire incentive: stmcture .
posed by personal computer software gives ‘reason to’ belleve t.hat, L
softlifting is quick, simple, cheap, and, above all. else,” mdespread '
Facing similar problems posed by the advent of digital recordmg, the'
consumer electronics and music industries hammered out a compmmse i
which was subsequently enacted into law as. the Audio Home Reoordmg .
Act of 1992, While this act serves as an mstructlve model around whlch' L
the sofiware industry might consider structunng its' own’ ant1-p1racy'; .
legislation, on closer examination the provisions of the Audio - Home = . ..
Recording Act do not sufficiently satisfy the mterests of the cumputer L
industry or software users. Any aitempt at imposing a software royalty'_'. L
system is likely to overtax non-infringing uses, and at the same nme‘
undercompensate those companies which are most threatened by psracy
Furthermore, the computer industry has been unsuccessful to. date-in .
devising any system of copy protection which does not unduly inie'rf_ere o R
with the ordinary operation of the software it is intended to pfbtecf e
In its search for a solution to the softlifting problem, the software '
. industry should continue considering intellectual property leglslatlou llke'_ IR
the Audio Home Recording Act. In the interim, the software police w111
have to continue to rely upen moral suasion and consumer education fo
combat what has become a tremendous drain upon industry revenue. -









